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[, Toby Allan Dagg of level 5, The Bay Centre, 65 Pirrama Road, Pyrmont 2009 in the State
of New South Wales, General Manager, affirm:

1-

| am the General Manager of the Regulatory Operations Group within the Office of the
eSafety Commissioner (eSafety) and | am authorised to make this affidavit on behalf of
the Applicant, the eSafety Commissioner (Commissioner).

I make this affidavit on the basis of my own knowledge and belief, save where
otherwise stated. Where | depose to any matter based on information provided to me, |
believe it to be true.

| have previously affirmed an affidavit in this proceeding dated 22 April 2024 (First
Affidavit). | adopt the defined terms in my First Affidavit.

ESAFETY’S RESPONSE TO THE VIDEO

4.

At approximately 8.30pm on 15 April 2024, | spoke by phone with the acting Executive
Manager of the Investigations Branch. He told me words to the effect that "eSafety’s
team of on-call investigations staff are being recalled to duty to monitor major social
media platforms and notify the material to their providers” in response to the alleged
stabbing at a church in Wakeley in Sydney. Therefore, from about 9.00pm on 15 April
2024, a team of eSafety investigators within the Investigations Branch was monitoring
the circulation of the Video on major platforms.

By 9:00am on Tuesday 16 April 2024 that team had identified approximately 100 URLs
on X and 50 URLs on Facebook that appeared to link to the Video. These amounted to
by far the largest volume of readily identifiable forms of the Video on any site or
platform being monitored, which included, amongst others, TikTok, Instagram,
Snapchat, Facebook, Reddit and Telegram.

When seeking to minimise the harm or likely harm from online distribution of material
such as the Video, eSafety’s approach includes monitoring and identifying major
platforms on which the material is being distributed and quickly taking action in relation
to those platforms.

In my experience with eSafety investigations, it is necessary to act quickly in relation to
such content being shared on large social media platforms, to limit to the extent
possible the proliferation of the material across those platforms, where it can build
momentum and go viral (meaning that the information propagates rapidly on a service
and the Internet more broadly, including other social media platforms).

Viral material is typically shared widely and has a high degree of engagement by users.
Should that occur in the circumstances of class 1 material, it would significantly
increase the number of Australians potentially exposed to harm from viewing the
content.

eSafety has a range of informal and formal compliance options when seeking to
remove or limit access to illegal and restricted online content. It may approach online
service providers informally to remove material in the first instance, where this may be
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the fastest means to achieve removal of the material, resulting in fewer Australians
being exposed to harmful online content.

10. In addition to the action eSafety took in relation to the Video on X described in my First
Affidavit, it also took action across a range of other major online services in relation to
distribution of the Video. These included Reddit Inc (Reddit), operator of the Reddit
platform, Meta Platforms, Inc (Meta), operator of Facebook and Instagram, and
Telegram FZ-LLC (Telegram), operator of Telegram.

OTHER NOTICES ISSUED IN RELATION TO THE VIDEO

11. Between 16 April and 25 April 2024, eSafety issued removal notices pursuant to
sections 109 and 110 the Act to several online service providers and hosting service
providers in relation to the distribution of the Video. Those entities were:

a) Meta. | am informed that Meta complied with the notice within 1 hour of the notice
being given.

b)  Rumble Canada Inc. | am informed that no response was received. | am informed
that the material appears to have been geo-blocked.

¢) Nocix LLC. | am informed that no response was received. | am informed that the
notice was not compiled with.

d)  Amarutu Technology Ltd. | am informed that no response was received. | am
informed that the notice was not complied with.

e) Verasel Inc. | am informed that no response was received. However, | am
informed that the notice was complied with.

f) Google LLC. Of the three items identified in the notice | am informed that one
item was geo-blocked, and the other two were removed.

g) XCorp.

12. Between 19 April and 23 April 2024, eSafety issued link deletion notices pursuant to
section 124 of the Act to key search engine service providers in relation to links
containing the Video:

a) Google LLC, in relation to Google Search
b)  Microsoft Corporation, in relation to Bing.

13. | have set out the detail of some of the actions taken by eSafety in relation to other
platforms below.

7
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Reddit Inc

14. On 16 April 2024, eSafety contacted Reddit to request, on an informal basis, that it
remove the Video from 14 URLs at which the content of the Video could be located on
the Reddit platform.

15. eSafety received a response from Reddit on the same day to the effect that the Video
had been removed from the 14 URLs for violating Reddit’'s Content Paolicy.

16. eSafety investigators subsequently confirmed to me that the URLs could no longer be
accessed by them on Reddit, including via use of a VPN set to the United States.

Meta Platforms, Inc.

17.  On 16 April 2024, eSafety contacted Meta via Meta’s reporting webform to notify it of
URLs on Facebook at which the Video was available.

18. In each case eSafety received responses from Meta stating the Video had been
removed.

19. eSafety investigators subsequently informed me that they were no longer able to
access the content of those URLs, including via use of a VPN set to the United States.

20. | have set out further detail in relation to eSafety’s approach in respect of Meta at
paragraph 56 and 57 of the First Affidavit.

Telegram

21. On 16 April 2024 eSafety contacted Telegram in relation to 18 URLs on the Telegram
platform at which footage contained in the Video was available.

22. eSafety investigators subsequently informed me that they were no longer able to
access the content of those URLs.

PRIORITISING ONLINE SERVICES DURING A RESPONSE

23. Based upon my experience and observations as a user of X and through my role at
eSafety as an investigator of online services, some of the features of X as a social
media platform that facilitate the rapid sharing and spread of material include the
following:

a) its design is based on short-form text posts, allowing for fast, near real-time
responses to events

b) by default, posts on X are visible to any user on the service, not just those who
follow a specific account. The ‘retweet’ button allows for any user to immediately
re-broadcast a post to their own followers, potentially enabling exponential
increase to the reach of a tweet in just moments.

e
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24. Itis my experience, having led operational responses to incidents such as livestreamed
terror attacks, that it is necessary in such a response to prioritise an assessment of
how material of concern (such as class 1 material) is circulating on those online
services most commonly used by Australians. My experience of such operations is that
material is often shared on major social media services such as Facebook and X
before entering secondary distribution channels to sites promoting ‘gore’ and death-
related content, or violent extremism. 'Gore’ sites are websites dedicated to sharing
and disseminating extremely violent material, including material depicting a person
engaging in a terrorist act, murder, attempts to murder and torture.

25. | am also aware of the findings of a 2022/2023 study commissioned by the European
Commission and published as part of the EU Internet Forum on the role and effects of
the use of algorithmic amplification to spread terrorist, violent extremist and borderline
content. The final report was published in October 2023 and found that:

a)  Twitter had the highest findability score of terrorist and violent extremist material
out of a group of YouTube, Facebook, Instagram, Twitter and TikTok (the
platforms analysed in the study) (pages 2 and 63 of Annexure TAD-29).

b)  Twitter showed the highest level of amplification of such material (pages 2 and 95
of Annexure TAD-29). | understand that findability in this study refers to how
many pieces of content a motivated user can find during a targeted search on the
platform within a limited time window.

c) Terrorist and violent extremist content is shared more widely on Twitter (page 77
of Annexure TAD-29).

A true copy of an extract of the EU Internet Forum report published in October 2023 is
annexed hereto and labelled Annexure TAD-29.

26. On 6 May 2024, | accessed and reviewed a publicly accessible webpage published by
Social Media News on 1 February 2024 entitled ‘Social Media Statistics Australia —
January 2024’ which is available at https://www.socialmedianews.com.au/social-media-
statistics-australia-january-2024/. The page states that:

Now that Elon Musk has full control over Twitter, which has now been renamed fo X — we
have actually seen user growth to the platform with 250 million + monthly active users,
globally.

Social Media Statistics Australia — January 2024

7. X, formerly Twitter — 6,000,000 Monthly Active Australian Users approx.

A true copy of the webpage ‘Social Media Statistics Australia — January 2024’ is
annexed hereto and labelled Annexure TAD-30.

27. | am informed by a member of eSafety’s strategic communications team and believe
that the member, whose functions include website analytics, accessed eSafety’s
account with Semrush on Sunday 5 May 2024. | am informed by the member of
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eSafety’s strategic communications team and believe Semrush is a widely used tool in
the online content industry, providing a range of reports including traffic measurement.

28. | am informed by the member of eSafety’s strategic communications team and believe
that the member of staff downloaded a traffic analytics report from Semrush that
measured visits by Australian users on any device to each of the services identified in
the affidavit of Justin Quill affirmed on 2 May 2024 as well as visits to the twitter.com
website for the period 1 January to 31 March 2024.

A true copy of the traffic analytics report from Semrush measuring visits by Australian
users on any device is annexed hereto and labelled Annexure TAD-31.

29. The services and platforms identified in paragraphs 11 to 22 above were prioritised as
part of eSafety’s response to the Wakeley attack for several reasons. These include
prioritisation based on the size of a service and its ease of use, the preferences of
users seeking to exploit the material for ideological ends, and the nature of public
reports made to the Commissioner about class 1 material.

30. In my experience, in formulating an initial response to an event such as what happened
in Wakeley, eSafety seeks to limit or suppress distribution of class 1 material online.
This suppression is to primarily achieve the goal of reducing the likelihood of harm
being experienced by users of online services who encounter the material inadvertently
while using the service. The Commissioner does not (and cannot) ‘police’ the internet.
To the extent that class 1 material can be located elsewhere online than the locations
prioritised by the Commissioner through exercise of regulatory functions, this reflects
the size and complexity of the internet. eSafety does not seek to remove all possible
instances of an item of material from every site or platform online. If a person
undertakes a concerted effort to locate the Video, they will likely succeed in that
attempt. eSafety’s emphasis is on reducing the likelihood of the material being easily
discovered by Australian end-users and widely distributed.

X CORP’S PREVIOUS REMOVAL OF MATERIAL FROM X

31. There have been a number of instances in which eSafety has issued informal requests
to X Corp for the removal of content that the Commissioner considers to be class 1
material under the Act.

32. In some of those instances, X Corp has responded to those requests by either
removing the material and/or suspending the X user’s account. | have set out three

examples below:

a) Example one shows that X, following an informal removal request by eSafety,
removed the Video and suspended the account of the user who posted the
Video: Paragraphs 33 to 37 below.

b)  Example two shows that X, following an informal removal request by eSafety,
within 24 hours suspended the account of the user who posted a video depicting
a motor vehicle accident where police officers in Australia were killed:
Paragraphs 38 to 43 below.

7//\_/\_/\/ T
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c) Example three shows that X, following an informal request by eSafety, removed a
video depicting an alleged terror attack in the United States and suspended the
account of the user who posted the video: Paragraphs 44 to 49 below.

Example one

33.

34.

35.

36.

37.

On 15 April 2024 at 8:47pm AEST, eSafety received a complaint about the Video.

On 26 April 2024 at approximately 10:45am AEST, an investigator at eSafety sent an
informal removal request to X Corp for the removal of the video at the URL via X
Corp's Law Enforcement Request reporting portal at
https://help.twitter.com/en/forms/law-enforcement/report-illegal-content.

On 26 April 2024 at 10:47am AEST, an automated response from ‘Twitter’ was
received at online@esafety.gov.au, confirming receipt of eSafety’s request to remove
content and noting that the request had been escalated to the appropriate team and
would be reviewed and responded to as soon as possible.

On 26 April 2024 at 4:03pm AEST, an automated response from ‘Twitter’ was received
at online@esafety.gov.au confirming that the team was now investigating the matter.

On 4 May 2024, eSafety investigators accessed the URL included in the informal
request and confirmed that the account that posted the Video had been suspended by
X. I am informed by the Executive Manager of Investigations and believe that the
eSafety investigators took the following steps to access the URL:

a) eSafety investigators input the link into the Chrome web browser while logged
into an X account. A page appeared that showed the words: “This Post is from a
suspended account.”

A screenshot of the URL when accessed without a VPN on 4 May 2024 is
annexed hereto and labelled ‘Image 1’ in Annexure TAD-32.

b)  eSafety investigators then checked the URL using an active NordVPN connection
to create the appearance that the device’s internet traffic was originating from the
US. The investigators identified that the material had been removed, with text
appearing stated: “This Post violated the X Rules.”

A screenshot of the URL when accessed with NordVPN on 4 May 2024 is
annexed hereto and labelled ‘Image 2’ in Annexure TAD-32.

Example two

38.

39.

/

On 23 April 2024, eSafety received a complaint about the availability of a video
depicting a motor vehicle accident where police officers in Australia were killed.

On 23 April 2024 at 2:25pm AEST, an investigator at eSafety sent an informal removal
request to X Corp for the removal of the video at the URL via X Corp’s Law
Enforcement Request reporting portal at https://help.twitter.com/en/forms/law-

enforcement/report-illegal-content.
-7 A /f,, é."izﬂ
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40.

41.

42.

43.

On 23 April 2024 at 2:26pm AEST, an automated response from ‘Twitter’ was received
at online@esafety.gov.au, confirming receipt of eSafety’s request to remove content
and noting that the request had been escalated to the appropriate team and will be
reviewed and responded to as soon as possible.

On 23 April 2024 at 2:56pm AEST, an automated response from ‘Twitter’ was received
at online@esafety.gov.au confirming that the team was now investigating the matter.

On 23 April 2024 at 3:16pm AEST, an email from ‘Twitter’ was received at
online@esafety.gov.au confirming that the account which had posted the video had

been suspended for violating Terms of Service.

On 23 April 2024 at 4.35pm AEST, an eSafety investigator accessed the URL included
in the informal request and confirmed that the video had been removed and the
account that posted the video had been suspended. | am informed by the Manager of
the lllegal and Restricted Content team and believe that the investigators took the
following steps to do so:

a)  With Nord VPN turned on and set to the US, the investigator accessed the URL
at approximately 4:36pm using the Chrome web browser without logging in to a
registered X account. The URL did not contain the Video and contained the
following text: “Hmm...this page doesn't exist. Try searching for something else.”

A true copy of the screenshot taken on 23 April 2024 at approximately 4:36pm is
annexed hereto and labelled ‘Image 1’ of Annexure TAD-33.

b)  With Nord VPN turned on and set to the US, the investigator accessed the URL
at approximately 4:40pm using the Chrome web browser after logging in to a
registered X account. The URL did not contain the Video and contained the
following text: “This Post is from a suspended account.”

A true copy of the screenshot taken on 23 April 2024 at approximately 4:40pm is
annexed hereto and labelled ‘Image 2’ of Annexure TAD-33.

Example three

44.

45.

46.

On 24 April 2024 at 5:57pm AEST, eSafety received a complaint about the availability
of a video depicting an alleged terror attack in the United States in May 2022.

On 26 April 2024, an investigator at eSafety sent an informal removal request to X
Corp for the removal of the video at the URL via X Corp’s Law Enforcement Request
reporting portal at https://help.twitter.com/en/forms/law-enforcement/report-illegal-
content.

On 26 April 2024 at 1:00 pm AEST, an automated response from ‘Twitter’ was received
at online@esafety.gov.au, confirming receipt of eSafety’s request to remove content
and noting that the request has been escalated to the appropriate team and will be
reviewed and responded to as soon as possible.

S OB
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47.

48.

49.

On 26 April 2024 at 3:33pm AEST, an automated response from ‘“Twitter’ was received
at online@esafety.gov.au confirming that the team was now investigating the matter.

On 27 April 2024 at 5:34pm, an email from ‘Twitter’ was received at
online@esafety.gov.au confirming that the account which had posted the video had

been suspended for violating Terms of Service.

On 2 May 2024, eSafety investigators accessed the URL included in the informal
request and confirmed that the video had been removed and the account that posted
the video had been suspended. | am informed that the investigators took the following
steps to do so:

a) Investigators input the link into an Edge browser on a computer while logged into
an X account. A page appeared that showed the words “This Post is from a
suspended account.”

A screenshot of the URL when accessed without a VPN on 2 May 2024 is
annexed hereto and labelled ‘Image 1’ in Annexure TAD-34.

b)  On 4 May 2024, investigators then checked the URL in Chrome using an active
NordVPN to create the appearance that the internet traffic was originating from
the US. A page appeared that showed the words “This Post is from a suspended

account.”

A screenshot of the URL when accessed with a VPN on 4 May 2024 is annexed
hereto and labelled ‘Image 2’ in Annexure TAD-34.

ABILITY OF AUSTRALIAN COMMUNITY TO VIEW THE VIDEO ON X USING A VPN

50.

W < ("

On 6 May 2024, | directed the Manager of the lllegal and Restricted Content team at
eSafety to use a web browser to navigate to the search engine ‘Google’ at the following
web address: https://www.google.com/. | am informed that the Manager typed in the
words ‘best VPNs to access Twitter’ into the search field. A number of VPN names

came up, including the following:
a) NordVPN

b)  Proton VPN

c) CyberGhost

d)  SurfShark VPN

e) Express VPN

A true copy of the results of the search using the Google search engine is annexed
hereto and labelled Annexure TAD-35.
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51. | am informed by an investigator in the lllegal and Restricted Content team, to identify
that the Video could be accessed on at least some of the 65 URLs contained in the
Removal Notice in the following ways (each of them while using a VPN).

a)  First, while using NordVPN, where investigators were logged into a registered X
account where the ‘Birth date’ of the account was over the age of 18 (Adult
Account): Paragraphs 52 to 67 below;

b)  Second, while using NordVPN where | was not logged into any registered X
account: Paragraph 68 below.

c)  Third, while using NordVPN where | was logged into an Adult Account with an
Australian mobile number, my ‘Country’ set to Australia and my ‘Precise location’
shared with X: Paragraph 69 below.

d)  Fourth, while using Norton Secure VPN, where an investigator was logged into a
registered X account where the ‘Birth date’ of the account was under the age of
18 (Underage Account): Paragraph 70 below.

e)  Fifth, while using NordVPN where an investigator cleared their ‘cache’ and
‘cookies’ before using an ‘Incognito’ browser without logging into a registered X
account: Paragraph 71 below.

f) Sixth, while using NordVPN where an investigator cleared their ‘cache’ and
‘cookies’ before using an ‘Incognito’ browser while logged into an Adult Account:
Paragraph 72 below.

Accessing the Video while logged in to an Adult Account

52. | am informed and believe that on the following dates, investigators in the lllegal and
Restricted Content Team in Sydney, Australia undertook reviews of the URLs identified
in the Notice and were able to access the Video using a VPN:

a) On 26 April 2024, using Norton Secure VPN: Paragraphs 53 to 55 below.

b)  On 29 April 2024, 30 April 2024, 1 May 2024, 2 May 2024, 3 May 2024 and 5
May, using NordVPN: Paragraphs 56 to 64 below.

c) On 6 May, using CyberGhost VPN: Paragraphs 65 to 67 below.
d) On 6 May, using Proton VPN: Paragraphs 65 to 67 below.
e) On 6 May, using SurfShark VPN: Paragraphs 65 to 67 below.
f) On 6 May, using Express VPN: Paragraphs 65 to 67 below.
53. | am informed by the Executive Manager of Investigations and believe that on 26 April

2024, an investigator in the lllegal and Restricted Content Team undertook a review of
each of the 65 URLs identified in the Notice using a VPN to confirm whether the

7 A (UVEZNN
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54.

55.

56.

57.

58.

09.

material identified in the Notice had been placed behind a notice in accordance with
the orders made by Justice Kennett on 24 April 2024.

| am informed by the Executive Manager of Investigations that the investigator
undertook the following steps to do so:

a) the investigator activated the Norton Secure VPN such that the IP address was
made to appear as though it originated in the United States of America.

b) the investigator accessed the X app on an iPad.

c) using the list of URLs identified in the Notice, the investigator accessed each
URL individually, which opened up the location in the X app.

The investigator identified that 64 of the URLs were still accessible in Australia using
the Norton Secure VPN. Two URLs were no longer found to contain the material
identified in the Notice. Material at one of the URLs has been removed with text
appearing in a browser stating: '"Hmm...this page doesn't exist. Try searching for
something else.' and text in the X app stating: “This post has been deleted.” Therefore,
62 of the URLs in the Notice contained the Video when accessed using the Norton
Secure VPN.

| am informed that on 29 April 2024, an investigator in the lllegal and Restricted
Content Team undertook a review of each of the 65 URLs identified in the Notice using
a VPN.

I am informed by the Executive Manager of Investigations that to do so, the investigator
undertook the following steps:

a) the investigator activated the NordVPN such that the IP address was made to
appear as though it originated in the United States of America.

b) the investigator logged into X via the Google Chrome browser.

c) using the list of URLs identified in the Notice, the investigator accessed each
URL individually, via the browser.

| am further informed by the Executive Manager of Investigations that the investigator
identified that 64 of the URLs were still accessible in Australia using the NordVPN. Two
URLs, being the same two URLs as in paragraph 55 were no longer found to contain
the material identified in the Notice. Material at one of the URLSs, being the same URL
as in paragraph 55, has been removed with text appearing in a browser stating:
'Hmm...this page doesn't exist. Try searching for something else.' Therefore, 62 of the
URLs in the Notice contained the Video when accessed using the NordVPN.

| am informed that on 30 April 2024, 1 May 2024 and 2 May 2024, an investigator in
the lllegal and Restricted Content Team undertook a review of each of the 65 URLs
identified in the Notice using a VPN. To do so, the investigator undertook the steps set
out in paragraph 57 above. The investigator identified the same results as set out in

paragraph 58 above. 22
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60.

61.

62.

63.

64.

65.

66.

| am informed that on 3 May 2024, an investigator in the lllegal and Restricted Content
Team undertook a review of each of the 65 URLs identified in the Notice using a VPN.
To do so, the investigator undertook the steps set out in paragraph 57 above.

I am further informed that the investigator identified that 64 of the URLs were still
accessible in Australia using the NordVPN. Two URLs were no longer found to contain
the material identified in the Notice. Material at one of the URLs has been removed
with text appearing in a browser stating: 'Hmm...this page doesn't exist. Try searching
for something else.' Two URLs had removed the post containing the material identified
in the Notice. Therefore, 60 of the URLs in the Notice contained the Video when
accessed using the NordVPN.

| am informed that on 5 May 2024, an investigator in the lllegal and Restricted Content
Team undertook a review of each of the 65 URLs identified in the Notice using a VPN.

I am informed that, to do so, the investigator undertook the following steps:

a) the investigator activated the NordVPN such that the IP address was made to
appear as though it originated in the United States of America.

b) the investigator logged into X via the Chrome browser.

c) using the list of URLs identified in the Notice, the investigator accessed each
URL individually, via the browser.

| am further informed that the investigator identified that 64 of the URLs were still
accessible in Australia using the NordVPN. Two URLs were no longer found to contain
the material identified in the Notice. Material at one of the URLs has been removed
with text appearing in a browser stating: 'Hmm...this page doesn't exist. Try searching
for something else.' Two URLs had removed the post containing the material identified
in the Notice. Therefore, 60 of the URLs in the Notice contained the Video when
accessed using the NordVPN.

| am informed that on 6 May 2024, investigators in the lllegal and Restricted Content
Team undertook a review of a sample of 20 of the 65 URLs identified in the Notice
using each of the following VPN services:

a) CyberGhost VPN.

b)  Proton VPN.

c)  SurfShark VPN.

d) Express VPN

| am informed that, to do so, the investigator undertook the following steps:

a) The investigator navigated to the ‘Privacy and security’ settings on the Chrome
browser and cleared the ‘cookies’ and ‘cache’.
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b)

c)

d)

‘Cookies’ are files installed and stored on devices during sessions of activity on
the internet. ‘Cookies’ store information on devices between sessions of activity
on the internet.

‘Cache’ is a working storage or memory space for files to allow for quicker
loading. Web browsers hold copies of recently visited websites to avoid
repeatedly transferring the same static data and only download any changes.

the investigator activated the CyberGhost VPN, Proton VPN, SurfShark VPN or
Express VPN such that the IP address was made to appear as though it
originated in the United States of America.

the investigator logged into X via the Chrome browser on a laptop running
Windows 11.

using the list of URLs identified in the Notice, the investigator accessed a sample
of 20 of the URLs individually, via the Chrome browser.

67. | am further informed that the investigator identified that each of the URLs were still
accessible using each of the CyberGhost VPN, the Proton VPN, SurfShark VPN and
Express VPN and contained the Video. The investigator did not observe any warning
or content label overlaid onto the Video at any of the 20 URLs.

Accessing the Video while not logged into any registered X account

68. Between approximately 8:45pm and 9.30pm on 5 May 2024 in Sydney, Australia, | took
the following steps:

a)

b)

c)

/\_/\_/

| opened a Chrome browser on a laptop computer operating Windows 11 Home
Edition.

| then navigated to X at the following web address: https://twitter.com.

| then confirmed that | was not logged in to X with a registered account.

A true copy of a screenshot of the X sign-in page is annexed hereto and labelled
‘image 1' of Annexure TAD-36.

| then opened the NordVPN service (NordVPN), which | had purchased for use
on the laptop computer from www.nordvpn.com.

| then used NordVPN to create the appearance that my web traffic originated in
the United States. The following IP address was assigned to my device by
NordVPN: 185.169.0.28.

A true copy of a screenshot of the NordVPN is annexed hereto and labelled

‘Image 2’ of Annexure TAD-36.
M
@
._.--/
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f)

)

)

| then navigated to the following NordVPN web address:
https://nordvpn.com/what-is-my-ip/. That web address identifies the location from
which a user’s web traffic appears to be originating. -

| then saw that my web traffic appeared to be originating from Santa Clara,
California.

A true copy of the screenshot of my IP address location is annexed hereto and
labelled ‘Image 3’ of Annexure TAD-36.

| then input each of the 65 URLs contained in the Notice into the Chrome browser
on the laptop computer.

Of the 65 URLs, in respect of 45 of them | saw the following text: ‘Hmm...this
page does not exist'.

Of the 65 URLs, 20 of them contained the Video. Each of those 20 posts
contained a warning label which appeared to be overlaid on material beneath it.

A true copy of an example of a screenshot with the warning label is annexed
hereto and labelled ‘Image 4’ of ‘Annexure TAD-36.

Underneath the above text was the word ‘Show’. | clicked the word ‘Show’ on
each of the 20 posts. After clicking the word ‘show’, | was able to view the Video.

A true copy of an example of a screenshot with the warning label is annexed
hereto and labelled ‘Image 5’ of ‘Annexure TAD-36.

Accessing the Video while logged in to an Adult Account with Location Services on

69.

Between approximately 7:45pm and 8:45pm on 5 May 2024 in Sydney, Australia, | took
the following steps:

a)

b)

| opened the X application on an iPhone 13 running iOS 16.3.1.

| then confirmed that the iPhone 13 iOS settings had ‘Location Services’ toggled
‘on’. I understand that by having ‘Location Services’ toggled ‘on’ means that the
iPhone 13 would use GPS and other means to determine the approximate
location of the device.

| then confirmed that | was logged in to X with a registered account.
| then navigated to the ‘Account’ settings of my registered account on the X app.

| then confirmed that the ‘Account’ settings of my registered account on the X
app:

in the field titled ‘Phone’, included my Australian mobile number which
began with the following dialling code unique to Australia: +61.
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ii. in the field titled ‘Country’, recorded that | was in Australia.

f) | then navigated to the ‘Location information’ settings of my registered account on
the X app.
g) | then confirmed that the ‘Location information’ settings of my registered account

on the X app had enabled the ‘Precise location’.

| saw that ‘Precise location’ in the ‘Location information’ settings of my registered
account on the X app was described as: ‘If enabled, X will collect, store and use
your device’s precise location, such as GPS information. This lets X improve your
experience — for example, showing you more local content, ads, and
recommendation’.

h) I then opened NordVPN, which | had purchased for use on the iPhone 13 from
www.nordvpn.com.

i) | then used NordVPN to create the appearance that my web traffic originated in
the United States.

i) | then navigated to each of the URLs contained in the Removal Notice into the X
app on the iPhone 13.

k)  Ofthe 65 URLs, in respect of 46 of them | saw the following text: ‘This post is
unavailable. Learn more’.

) Of the 65 URLs, 19 of them contained the Video. | did not observe any warning
or content label overlaid onto the Video at any of the 19 URLs. | was able to view

the Video.

A true copy of screenshots of three of these posts is annexed hereto and labelled
‘Image 1’ to ‘Image 3’ in Annexure TAD-37.

Accessing the Video while logged in to an Underage Account

70. | am informed by an investigator in the lllegal and Restricted Content Team at eSafety
that between about 12:44pm and 3:58pm on 5 May 2024 in Sydney, Australia, an
eSafety investigator took the following steps:

a) The investigator opened the Norton Secure VPN application on an iPad device,
which had been purchased for use on that iPad device from Sydney, Australia.

b)  The investigator used Norton Secure VPN to create the appearance that the web
traffic on the iPad device originated in the United States. The following IP
address was assigned to the iPad device by Norton VPN: 18.117.149.210.

A true copy of a screenshot of Norton VPN is annexed hereto and headed ‘Image
1’ in Annexure TAD-38.
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f)

g)

The investigator then opened the X app on the iPad device. The investigator then
logged into an X registered account set up by eSafety. At the time of setting up
the account, the ‘Birth date’ input by investigators was 10 September 2010
(Underage Account).

A true copy of a screenshot of the Underage Account profile is annexed hereto
and labelled ‘Image 2’ in Annexure TAD-38.

After logging into the Underage Account, the investigator navigated to a sample
of 19 of the 65 URLs contained in the Notice in the X app on the iPad device.

Of the 19 URLs, in respect of 11 of them the investigator saw the following text:
‘Age-restricted graphic content. This content might not be appropriate for people

under 18 years old. Learn more’.

A true copy of a screenshot of the 11 URLs is annexed hereto and labelled
‘Image 19’ to ‘Image 29’ in Annexure TAD-38.

Of the 19 URLs, eight of them contained the Video. Each of those eight posts
contained a warning label which appeared to be overlaid on material beneath it.

In respect of three of the eight posts containing the Video, the warning
label stated:

Content warning: Sensitive content
The author labelled this post as containing sensitive content.

A true copy of those three posts is annexed hereto and labelled ‘Image
3, ‘Image 13’ and ‘Image 15’ in Annexure TAD-38.

In respect of five of the eight posts containing the Video, the warning
label stated:

Content warning: Graphic Content
X labeled this post as containing Graphic Content.

A true copy of those five posts is annexed hereto and labelled ‘Image 5’,
‘Image 7’, Image 9, ‘Image 11’, ‘Image 17’ in Annexure TAD-38.

Underneath the above text was the word ‘Show'. The investigator clicked the
word ‘Show’ on each of the eight posts. After clicking the word ‘show’, the

investigator was able to view the Video.

Underneath each of the eight posts, the investigator saw the following text:
‘Share this post with anyone, even if they aren’t on X yet’.
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A true copy of the posts after clicking ‘Show’ to reveal the Video is annexed
hereto and labelled ‘Image 4’, ‘Image 6’, ‘Image &', ‘Image 10’, ‘image 12’,
‘Image 14’, ‘Image 16’, Image 18’ in Annexure TAD-38.

Accessing the Video in a private browser without logging in to a registered X account

71. | am informed by an investigator in the lllegal and Restricted content team that
between about 5:32pm and 7:18pm on 5 May 2024 in Sydney, Australia, an
investigator at eSafety took the following steps:

a) The investigator opened a Chrome browser on a laptop computer operating
Windows 11.

b)  The investigator then navigated to the ‘Privacy and security’ settings on the
Chrome browser and cleared the ‘cookies’ and ‘cache’.

‘Cookies’ are files installed and stored on devices during sessions of activity on
the internet. ‘Cookies’ store information on devices between sessions of activity
on the internet.

‘Cache’ is a working storage or memory space for files to allow for quicker
loading. Web browsers hold copies of recently visited websites to avoid
repeatedly transferring the same static data and only download any changes.

A true copy of a screenshot of cache settings is annexed hereto and headed
‘Image 1" in Annexure TAD-39.

c)  The investigator then entered an ‘Incognito’ Chrome browser. Using an
‘Incognito’ browser is intended to prevent the browser from saving a user’s
browsing history, cookies, site data and other information to the device.

d) Inan ‘Incognito’ Chrome browser, the investigator then opened NordVPN, which
had been purchased for use on the laptop computer from Sydney, Australia.

e) The investigator then used NordVPN to create the appearance that the web
traffic from the ‘Incognito’ Chrome browser originated in the United States. The
following IP address was assigned to the laptop by Norton VPN: 185.187.168.64.

A true copy of a screenshot of NordVPN is annexed hereto and headed ‘Image 2’
in Annexure TAD-39.

f) The investigator then navigated to X at the following web address:
https://twitter.com.

g) The investigator then confirmed that the ‘Incognito’ Chrome browser was not
logged in to X with a registered account.

h)  The investigator then input a sample of 20 of the URLs contained in the Notice
into the ‘Incognito’ Chrome browser on the laptop computer.

P N
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i) Of the 20 URLs, in respect of 11 of them they saw the following text: ‘Hmm...this
page doesn’t exist. Try searching for something else’.

A true copy of those 11 posts is annexed hereto and labelled ‘Image 21’ to
‘Image 31’ in Annexure TAD-39.

)] Of the 20 URLSs, nine of them contained the Video. Each of those nine posts
contained a warning label which appeared to be overlaid on material beneath it.

k) In respect of three of the nine posts containing the Video, the warning label
stated:

‘Content warning: Sensitive content
The author labelled this post as containing sensitive content.’

A true copy of those three posts is annexed hereto and labelled ‘iImage 3’, ‘Image
13’ and ‘Image 15’ in Annexure TAD-39.

) In respect of six of the nine posts containing the Video, the warning label stated:
‘Content warning: Graphic Content
X labeled this post as containing Graphic Content.’

A true copy of those six posts is annexed hereto and labelled ‘Image &', ‘Image
7', ‘Image 9', ‘Image 11, Image 17’ and ‘Image 19’ in Annexure TAD-39.

m) Underneath the above text was the word ‘Show'. Investigators clicked the word
‘Show’ on each of the 20 posts. After clicking the word ‘show’, Investigators were
able to view the Video.

A true copy of those 20 posts is annexed hereto and labelled ‘Image 4', ‘Image
6’, ‘Image 8, ‘Image 10’, ‘Image 12’, ‘image 14’, Image 16’, ‘image 18’, ‘Image
20" in Annexure TAD-39.

Accessing the Video in a private browser while logged in to an Adult Account

72. | am informed by an investigator in the lllegal and Restricted content team that
between about 4:10pm and 5.32pm on 5 May 2024 in Sydney, Australia, an
investigator at eSafety took the following steps:

a) The investigator opened a Chrome browser on a laptop computer operating
Windows 11.

b)  The investigator then navigated to the ‘Privacy and security’ settings on the
Chrome browser and cleared the ‘cookies’ and ‘cache’.
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‘Cookies’ are files installed and stored on devices during sessions of activity on
the internet. ‘Cookies’ store information on devices between sessions of activity
on the internet.

‘Cache’ is a working storage or memory space for files to allow for quicker
loading. Web browsers hold copies of recently visited websites to avoid
repeatedly transferring the same static data and only download any changes.

A true copy of a screenshot of cache settings is annexed hereto and headed
‘Image 1" in Annexure TAD-40.

c)  The investigator then entered an ‘Incognito’ Chrome browser. Using an
‘Incognito’ browser is intended to prevent the browser from saving a user’s
browsing history, cookies, site data and other information to the device.

d) Inan ‘Incognito’ Chrome browser, the investigator then opened NordVPN, which
had been purchased for use on the laptop computer from Sydney, Australia.

e) The investigator then used NordVPN to create the appearance that the web
traffic from the ‘Incognito’ Chrome browser originated in the United States. The
following IP address was assigned to the laptop by NordVPN: 185.169.0.126.

A true copy of a screenshot of the NordVPN is annexed hereto and headed
‘Image 2" in Annexure TAD-40.

f) The investigator then navigated to X at the following web address:
https://twitter.com.

g) The investigator then logged in using an X registered account set up by
investigators. At the time of setting up the account, the ‘Birth date’ input by
investigators was 17 July 1990.

h)  The investigator then input a sample of 20 of the URLs contained in the Removal
Notice into the ‘Incognito’ Chrome browser on the laptop computer.

i) Posts on X appeared when the investigator input each of the 20 URLs. The posts
contained the Video. The investigator did not observe any warning or content
label overlaid onto the Video at any of the 20 URLs. The investigator was able to
view the Video.

A true copy of those 20 posts is annexed hereto and labelled ‘Image 3’ to ‘Image
22" in Annexure TAD-40.

PREVALENCE OF VPN TECHNOLOGY

73.  On 6 May 2024, | accessed and reviewed a publicly accessible webpage published by
Security.org on 23 January 2024 entitled ‘2024 VPN Trends, Statistics, and Consumer
Opinions’ (Security Org Page) which is available at
https://www.security.org/resources/vpn-consumer-report-annual/. The Security Org
Page states that:
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“Here are a few key insights from this year's report:

e VPNs have continued to grow in use and recognition: 95% of adults are now
familiar with the technology, and 46% use VPNs. This means as many as 105
million Americans have VPNs today.

e  The most popular VPNs were NordVPN, Proton VPN, and Google One VPN,
which has surged in popularity since Google began offering it free with cloud
storage subscriptions and Pixel 7 phones last year.

e About half of all users rely on VPNs for work or business applications, and an
equal number use them on personal devices.

o  Nearly 40% of users rely on VPNSs to prevent tracking from search engines or
social media sites. As many as 10 million American adults could begin using
VPNs in 2024, underscoring the growing recognition of the significance of online
privacy.

Far and away the most popular VPN among personal users in our study was NordVPN.
NordVPN delivers privacy through features such as an automatic kill switch and Double
VPN, which doubles the VPN encryption for extra privacy. NordVPN has also kept its
promise not to keep IP addresses and VPN usage logs, which could improve trust among
its users.”

A true copy of the Security Org Page is annexed hereto and labelled Annexure TAD-
4.

74. On 6 May 2024, | accessed and reviewed a publicly accessible webpage which
appears to have been published by Comparitech on 9 February 2021 entitled VPN
Market Report 2024: Who'’s got the biggest VPN market share?’ (Comparitech Market
Report) which is available at https://www.comparitech.com/blog/vpn-privacy/vpn-
market-share-report/. The Comparitech Market Report states that:

“Which VPN has the greatest market share?

To find out, we looked at a number of factors, including how much each VPN has been
searched for in Google, how “trendy” each VPN is, how big a social following each VPN
has, how many website visits they're getting, and how many downloads and reviews
they're getting on the App Store and Google Play.

NordVPN.

With almost 1.8 million searches per month, NordVPN is the most-searched VPN on
Google. ExpressVPN comes second with 1.1 million, closely followed by Hotspot Shield
with 1.04 million.

Out of the top 20 VPNs we've analyzed, the 5 with the most interest over the last year
(from January to December 2019) are NordVPN, ExpressVPN, Hotspot Shield, Turbo
VPN, and Psiphon.

We can see that NordVPN has, on average, been the most popular. The number of
searches increases from August with a particular peak in October (which coincides with
NordVPN'’s news of a data center breach).
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Overall, then, NordVVPN and ExpressVPN continue to hold a large share of the market but
they are sharing this with the likes of Turbo VPN and Hotspot Shield, which also have
huge followings. Out of these four, Turbo VPN is the only free service.”

A true copy of the Comparitech Market Report is annexed hereto and labelled
Annexure TAD-42.

75. On 6 May 2024, | accessed and reviewed a publicly accessible webpage published by
Comparitech on 30 April 2024 entitled ‘8 Best VPNs for Australia for fast streaming and
privacy (2024)’ (Comparitech Best VPNs page) which is available at
https://www.comparitech.com/blog/vpn-privacy/best-vpn-australia/. The Comparitech
Best VPNs page states that:

“Are you tired of not being able to access streaming services in Australia or while
abroad? A Virtual Private Network (VPN) could be your answer. With VPN usage on the
rise within the country and among Australians traveling abroad, choosing a reliable
service that meets your needs is crucial.

Best VPNs for Australia:

NordVPN: The best VPN for Australia. Best in class on security, with thousands of very
fast, secure VPN servers to choose from. Works great with streaming sites like Netflix
and includes a 30-day money-back guarantee.

A VPN, or virtual private network, encrypts a device’s internet traffic and routes it through
an intermediary server in a location of the user's choosing. This can allow Australians to
access blocked content that’s geo-locked in their own country. It can also provide a
private tunnel through which P2P filesharing applications can be used.”

A true copy of the Comparitech Best VPNs page is annexed hereto and labelled
Annexure TAD-43.

76. On 6 May 2024, | accessed and reviewed a publicly accessible webpage published by
Comparitech on 15 March 2024 entitled ‘How to remove geo-blocking with a VPN and
change your location’ (Comparitech Removal page) which is available at
https://www.comparitech.com/blog/vpn-privacy/beat-geo-blocking-vpn/. The
Comparitech Removal page states that:

“How to avoid geo-blocking with a VPN

With the right VPN, it's easy to access region-locked services abroad. Just follow the
steps below.

Here's how to get around geo-blocking using a VPN:

1. Start by signing up for a suitable VPN. We particularly recommend NordVPN, but
Surfshark and ExpressVPN are two versatile, high-performance alternatives.

2. Download and install the VPN app, taking care to get the right version for your device.

3. Connect to one of your VPN’s servers in the appropriate country. For example, you'll
need to use a British server to unblock BBC iPlayer or a US one for Hulu.

4. Log in to your chosen service and play previously geo-blocked content. In most cases,
it should start immediately, but if not, clear your browser’'s cache and cookies, then
refresh the page.

— A (e
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When might | encounter geo-blocking?

Another situation in which you may encounter geo-blocking is when ftrying to access
content that's restricted, banned, or against the law in your current location. This doesn't
necessarily mean that you're up to no good; some countries just have different values,
leading them to block things like gambling, dating, and social media sites.

How can websites and services tell which country I'm in?

Most of the time, services rely entirely on the user’s real IP address (o tell where they are
in the world. However, more advanced platforms often employ additional verification
measures. They could cross-reference your IP address with GPS location data if you're
using a mobile device, for instance, or check your IP address against a list of known VPN
servers.

Why isn’t my VPN unblocking a particular service?

Some platforms have stricter geo-blocking than others. For instance, a local TV live
stream likely won’t have advanced geo-restriction and VPN-detection features built in.
However, Netflix, an international network worth billions of dollars, absolutely does. This
is why some users encounter errors like “You seem fo be using an unblocker or proxy”
when accessing geo-blocked services with a VPN.

What services can | access abroad with a VPN?

With the right VPN, you can access a huge variety of geo-blocked sites and services from
anywhere in the world. Below, we've listed some of the types of geo-restricted content
you can unblock: ...

- Social media (Facebook, Twitter, Instagram)

Roundup - best VPNs for beating geo blocking
1. NordVPN'
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A true copy of the Comparitech Removal page is annexed hereto and labelled

Annexure TAD-44.

Affirmed by the deponent

Before me:

Signature of witness:
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Abstract

The European Commission (DG HOME) commissioned this study for the European Union Internet
Forum. The study examines the degree to which the five leading social media platforms in the EU,
and in particular their recommender systems which proactively present content to users,
algorithmically amplify terrorist and violent extremist content to online users. The study also
examines the extent to which recommender systems amplify Borderline content, such as some forms
of hate speech leading to violent extremism, disinformation and other forms of legal, but harmful
content, that could lead to the creation of online filter bubbles, and recruitment and radicalisation of
online users. The study analyses Facebook, Instagram, TikTok, Twitter and YouTube, covering eight
markets/languages in the EU. The study was conducted from July 2022 to May 2023. Prior to this
Final Report, the team submitted an Inception Report and two Interim Reports that complement this
report.

Executive Summary

The European Commission (DG HOME) commissioned this study, performed by Trust Lab in
collaboration with Tremau and coordinated by Fincons Group, which examines the degree to which
five leading social media platforms and their recommender systems! amplify harmful Terrorist and
Violent Extremist (TVE) content and “Borderline” content? to online users.

The Report reflects the study of Facebook, Instagram, TikTok, Twitter and YouTube, that operate in
eight markets/languages, namely, Arabic, English, French, German, Italian, Polish, Russian and
Spanish. The study looked at: (1) the extent to which a platform’s recommender system
algorithmically amplifies TVE and Borderline content to users, and the impact of the dissemination
of such content on a user's journey to radicalisation; and (2) the extent to which a platform’s
recommender system leads to the creation of online “filter bubbles™ and the impact on a user’s
adoption of violent extremist beliefs.

This study was a collaboration between Trust Lab, Professor Theodoros Evgeniou, Professor of
Decision Sciences and Technology Management at INSEAD, who researched the risk of radicalisation
linked to the dissemination of TVE content, and Fincons Group which handled project coordination.

! Recommender systems, also known as content curation systems, are the systems that prioritise content or make personalised content
recommendations to online users. A key component of the recommender system is its recommender algorithm that determines the
content a user will be served.

2 As noted by the EU Internet Forum in its Year in Review 2022: “Borderline content, also known as harmful, but legal content, is content
that comes close to infringing on the community guidelines of social media platforms or laws regulating online illegal content. Some of
the most common types of Borderline content identified in the EU are anti-establishment/anti-institutions, antisemitic, anti-trans,
misogynistic, anti-migrants, racist, or against COVID-19 measures.”

3 "Filter bubble "refers to a homogeneous feed/recommended content, caused by the algorithmic amplification of certain content types
on a given platform. The higher proportion of similar content, the deeper/larger the filter bubble.

1
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The European Commission's DG CONNECT has also been involved in the development of the study.
The study was conducted from July 2022 to May 2023.

The study methodology is novel and discussed in Section 3.2 of the Report. Internal proprietary
platform data (including algorithms), data, bots and Application Programming Interface (API) queries,
which are common for this type of study, were not used. Trust Lab worked with human analysts to
simulate motivated users intentionally seeking TVE content. The simulation was designed to ensure
consistency and comparability across all platforms by the use of keyword lists, controlling for the
amount of time exposed to each platform and repeating the experiments many times with different
agents, thus increasing the likelihood of replicating the study’s findings.

To address the six tasks defined by the study’s sponsors, the following metrics were used:
e Findability: How easy is it to find harmful content, measured in the count of harmful posts
during a one-hour interval?
e Removal Rate: What is the amount/percentage of harmful content removed by the platform?
Rermoval Time: How much time did it take for harmful content to be removed by the platform?

e User Sentiment: What is the public (crowdsourced) perception of the appropriateness of
harmful content, measured on a 5-point Likert scale?

e Amplification (filter bubble size): What is the amount of Bad Topic (TVE-related content, but
not necessarily harmful content), Bad Content (TVE content), and Borderline content in a
user's feed, measured as a percentage of the first 30 posts in the feed?

FINDINGS

Trust Lab’s analysis found significant amounts of TVE content across all the major social media
platforms as well as markets/languages. In addition, evidence of algorithmic amplification of TVE
content on those platforms was also confirmed. The study identified significant differences in TVE-
related performance and behaviour across all platforms and markets. The study’s key findings
include the following:

1. Evidence of amplification. The study validates the hypothesis that increased interaction with
TVE content and Borderline content results in higher amplification of such content to users. All the
platforms showed amplification of TVE-promoting content in their feeds. The percentage of TVE
content in each platform’s feed did not exceed 10% on average. Across all markets and platforms,
the amplification of TVE content increased by 18% and Borderline content by 65%?*. Twitter showed
the highest level of amplification, YouTube ranked the second highest in amplifying TVE content,
while TikTok showed the least. Regarding country and languages, platforms show the most TVE
amplification occurring for Polish and German and for content related to Left-Wing political affiliation
and younger Age Groups.

2. Findability Scores. Twitter had the highest findability scores of TVE content among the five
platforms, and YouTube had the lowest findability score. Italian TVE content had the highest

4 This is the average percentage change between the first and third (final) amplification measurements across
all languages and platforms. See the methodology, Section 3.2, for more details.
2
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findability score of all languages when measured across all platforms. Violent Left-Wing TVE content
had a significantly higher Findability score than other TVE types.

3. Removal Rates. More than 90% of the TVE content found by Trust Lab remained on the platforms
by the end of the evaluation period 8 weeks later. TikTok removed more TVE content than the other
platforms; Twitter and YouTube removed the least. Arabic TVE content was removed more frequently
than the other languages, while Italian TVE content was removed less.

4. Borderline Content. Repeated cycles of user interaction and evaluation suggest that the
amplification of Borderline content grows over time and at a higher rate than TVE content.

5. Variability across platforms and demographic blindspots. Each platform behaves
differently in recommending TVE content with similar user features and behaviours. All platforms

tended to recommend TVE at increasing rates as users interacted more with it, regardless of its TVE
rating. Left-Wing politically oriented recommendations were far less likely to be removed by
platforms than other groups. TikTok had a significantly low rate of success in amplifying TVE content
to users, while Twitter and YouTube had the highest, with the former recommending most to Right-
Wing and the latter recommending TVE content even to users with low rates of interaction. Ultimately,
analysis based on user demographics and platform engagement data is still inconclusive to
determine the full scope of how recommender algorithms operate on the back-end; more
transparency and research is needed.
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6.4 Task 1: Findability Charts
6.4.1 Findability per Platform

63
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0.0-

Twitter Facebook Instagram TikTok YouTube
Figure A.6.4.1

The Findability Score is the average amount of content a motivated user can find on a given platform in a one-hour

search period. The black lines in the bars represent 90% confidence intervals.

Facebook Instagram TikTok Twitter

YouTube 0.0012 0.0014 0.0030 0.0000
Twitter 0.0000 0.0000 0.0000
TikTok 0.7036 0.7137

Instagram 0.9930

Table A.6.4.1
P-values on Findability per Platform

alpha = 0.01 (Bonferroni correction from 0.05)
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6.7 Task 1: User Engagement Charts and P-Values
6.7.1 Average Number of Shares

B Non TVE W TVE

100,000

Lopaginpob s

10,000
1,000
100

il

Facebook Instagram TikTok Twitter YouTube

-
(=]

-
TR A AT 1T M R AT T AR TTT]

Average Shares

o
—

Figure A6.7.1

This chart shows the average number of shares for TVE and non-TVE content on different platforms. The black lines in the
bars represent 90% confidence intervals. Note that the Interaction charts all use a log scale instead of a linear scale.??

29 gjnce the range of values in these charts is very high, it would be difficult to visualise the bars that have lower values, Taking the
logarithm makes the values closer in range on the log scale and hence easier to visualise the chart as a whole. Therefore, for the interaction
charts, we are using log scales.

F 4
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6.11.2 Amplification Average Percent of Bad Content in Feed per Platform
12%-

10% |

8%-

6%-

4%

Percent Bad Content in Feed

2%

0%-

Twitter YouTube Instagram Facebook TikTok
Figure A.6.11.2

This chart shows the average percentage of Bad (TVE) Content in the feeds of respective plaotforms. The black lines in the
bars represent 90% confidence intervals.

Facebook Instagram TikTok Twitter

YouTube 0.0522 0.2201 0.4863 0.2536
Twitter 0.3872 0.9027 0.6548
TikTok 0.2019 0.5803

Instagram 0.4703
Table A6.11.2
P-values on Amplification Average Percent of Bad Content in Feed per Platform

alpha = 0.01 (Bonferroni correction from 0.05)

95
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ANNEXURE TAD-30

FEDERAL COURT OF AUSTRALIA
DISTRICT REGISTRY: NSW
DIVISION: GENERAL

ESAFETY COMMISSIONER
Applicant

X CORP
Respondent

NO NSD 474 OF 2024

The following 4 pages is the annexure marked TAD-30 referred to in the affidavit of

Toby Allan Dagg made on 6 May 2024 before me:

Qualification

Filed on behalf of the Applicant, eSafety Commissioner

Prepared by: Matthew Garey
AGS lawyer within the meaning of s 551 of the Judiciary Act 1903

Address for Service:

The Australian Government Solicitor,

Level 10, 60 Martin Place, Sydney, NSW 2000
Matthew.Garey@ags.gov.au

File ref: 24003626

Telephone: 02 9581 7625
Lawyer's Email:
Matthew.Garey@ags.gov.au
Facsimile: 02 6169 3054
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Social Media Statistics Australia — January 2024

David Correll on February 1, 2024 | Australia | 1 Comment

January 2024 — Readers please note: On the 1st of every month we post a new social media report, the below report is not our latest
figures. Please see here the most up to date report.

Now that Elon Musk has full control over Twitter, which has now been renamed to X — we have actually seen user growth to the
platform with 250 million + monthly active users, globally.

Social Media users in Australia are some of the most active in the world, with a total of around 60% of the country's population an active
user on Facebook, and 50% of the country logging onto Facebook at least once a day Google tried to compete with Facebook but
never made significant progress to attract a large and active audience. They did have a security issue where user data was exposed
and the incident was kept quiet for several months. As a result Google Plus has been shut down. This isn't entirely surprising as this
social network never really gained traction in Australia.

Video is also a very popular medium in Australia with around 18 million Australian visitors to the YouTube website every month.
Social Media Statistics Australia — January 2024

1. Facebook — 19,000,000 Monthly Active Australian Users (steady)

2. YouTube — 18,000,000 Unique Australian Visitors per month (UAVs)

3. WhatsApp — 12,000,000 Active Australian Users

4. Instagram — 10,000,000 Monthly Active Australian Users (FB/ Instagram data)
5. LinkedIn — 6,500,000 Monthly Active Australian Users approx

6. Snapchat — 6,400,000 Monthly Active Australian Users (Snapchat data)

7. X, formerly Twitter — 6,000,000 Monthly Active Australian Users approx

7. WordPress.com — 5,100,000

9. Tinder — 4,000,000 Australian users (my estimation)

10. Tumblr — 3,700,000

11. WeChat — 2,900,000 Monthly Active Australian Users approx — (my estimation)
12. TripAdvisor — 2,800,000

13. TikTok — 2,000,000

14, Yelp — 1,500,000

15. Blogspot- 1,200,000

16. Hinge — 1,000,000

17. Flickr — 450,000

18. Pinterest — 290,000

19. Reddit — 110,000

20. MySpace — 70,000

21. RenRen — 70,000 Monthly Active Australian Users approx — (my estimation)
22, StumbleUpon — 39,000

23. Weibo — 35,000 Monthly Active Australian Users approx — (my estimation)
24, Digg — 10,000

25. Foursquare/Swarm — 9,000

26. Periscope — 9,000

27. Delicious — 7,000

*Google Plus has been shut down worldwide*

Stats Source: Vivid Social — Social Media Agency.

(Al figures represent the number of Unique Australian Visitors [UAVs] to that website over the monthly period — unless otherwise stated
above. Facebook Data includes users of desktop, mobile, application and messenger services).

Australian Facebook Users As A Percentage Of The Total Population

According to the Australian Bureau of Statistics Population Clock there are now approximately 26 million Australians.

Facebook's recent data shows there are now 17 million active Australians on Facebook. Therefore approximately 65% of the total
Australian population is an active Facebook user. This is a huge number.

Facebook Demographics in Australia
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Age Bracket Number of Users*

13-17 1,100,000
18 -25 3,500,000
25-39 6,300,000
40— 55 4,300,000
55 — 64 1,700,000
65+ 1,500,000

*approx numbers of total users, not all necessarily active over the last month
Penetration of the Australian Population
Approximately:

= 6in 10 Australians use Facebook

o 1in 2 Australians uses Facebook on a daily basis
« 1in 2 Australians use YouTube

» 1in 3 Australians use Instagram

= 1in 4 Australians use Snapchat

Global Stats of Interest

« Facebook Monthly Active Users (Worldwide) — 2.98 billion
» Facebook Daily Active Users (Worldwide) — 1.23 billion

« Instagram Monthly Active Users (Worldwide) — 600 million
= Instagram Daily Active Users (Worldwide) — 500 million

» LinkedIn Registered Users (Worldwide) — 467 million

« Snapchat Daily Active Users (Worldwide) — 161 million

Key Points to Note:

TikTok has seen a quick rise in Australia, particularly amongst the age group of 13-17 years old.

Instagram has re-introduced the Likes for photos in Australia after high demand. This feature is optional.

Due to a security flaw, user data being exposed and overall small user update — Google Plus has been shut down.

Snapchat has grown significantly in Australia and now has 6.4 million monthly active users and 4.5 million daily active users in

Australia.

Approximately 50% of the Australian population logs into Facebook on a daily basis.

» WhatsApp has close to 10 million active users in Australia

« Tier 2 and 3 networks such as Flickr, Pinterest, Google Plus, StumbleUpon whilst have more popularity in the US, have not caught
mainstream use in Australia. As a result, Google Plus was shut down worldwide.

« Alarge proportion of the Chinese community in Australia use Chinese social media tools like WeChat, RenRen and Weibo and
these networks are growing.

o LinkedIn now reports there are 10 million + registered users in Australia. According to our research — just over half of this number

log in every month.

® ® ° @

Contribute data — Do you have any of your own research from your work or social media agency than can help us with our Australian
stats? Feel free to contact us and share your information. Otherwise feel free to leave a comment below and if suitable we will include
this data in our reports.

Latest statistics — every month we post a new report with the latest statistics in Australia, view our archive to find the most up to date
information.

Want to source our stats/ copy and paste them onto your website? Our work is licensed under Creative Commons License CC BY-
ND 3.0.

You are welcome to copy and paste our data, just include the following text and links at the start or end of your article:

Statistics compiled by SocialMediaNews.com.au for January 2024. Source: Vivid Social - Social Media Agency. Figures correct as of
31/01/24.
Related Articles:

Social Media Statistics Australia - March 2024
Social Media Statistics Australia - February 2024
Social Media Statistics Australia - April 2024
Social Media Statistics Australia - October 2023

ial Media Statistics Australia - December 2023

[
°
L]
L]
[

David Correll : Editor and Founder of SocialMediaNews.com.au. | also run a Social Media Agency where | do consulting work and Social Media Management.
Connecl with me: Twitter | Linkedln | Facebook or contact me here. Alternatively, you can send me an email at david@socialmedianews.com.au

Are you looking for a Social Media Agency, Consultant or Advisor?
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Our Social Media Agency, Vivid Social is a specialist advisory service that helps companies large and small across Australia plan their
social media & SEO strategies and execute their campaigns with realistic and achievable goals.

Need more?

We also offer an outsourced and contract Social Media Director service for companies large and small across Australia. Does your
business need high-level advice, regular monthly input and feedback on your social media campaigns? Simply email us on

info@vividsocial.com.au
In addition, we can help with web design, hosting, graphic design and general web consulting.

Does your business need a new website? We can build you a basic site in 3 business days. We can do everything for you - build you a
website, host it, create a logo, and of course provide ongoing support and updates. Visit our website to find out more.

dl Vivid Social

1 Comment ® Loginv

Join the discussion...

LOG IN WITH ORSIGN UP WITH DISQUS (2)

Name

V) Share Best Newest Oldest

. Cosette Paneque -
3 months ago

s
Have you collected any data about the use of alternatives to X, such as Mastodon, Threads, and Bluesky? I'm curious if they're not on
the list because the use numbers are so low, or data is unavailable, and we don't know.

0 0 Reply Share>

Subscribe Privacy Do Not Sell My Data

SUBSCRIBE TO SOCIAL MEDIA NEWS

subscribe via email

Or get our Monthly Email Newslatter.

Follow Soclal Media News Australia

ISl Gl in BSR IS
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ANNEXURE TAD-31

FEDERAL COURT OF AUSTRALIA
DISTRICT REGISTRY: NSW
DIVISION: GENERAL

ESAFETY COMMISSIONER
Applicant

X CORP
Respondent

NO NSD 474 OF 2024

The following 1 page is the annexure marked TAD-31 referred to in the affidavit of

Toby Allan Dagg made on 6 May 2024 before me:

Qualification

Filed on behalf of the Applicant, eSafety Commissioner

Prepared by: Matthew Garey
AGS lawyer within the meaning of s 551 of the Judiciary Act 1903

Address for Service:

The Australian Government Solicitor,

Level 10, 60 Martin Place, Sydney, NSW 2000
Matthew.Garey@ags.gov.au

File ref: 24003626

Telephone: 02 9581 7625
Lawyer's Email:
Matthew.Garey@ags.gov.au
Facsimile: 02 6169 3054
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Target
gettr.com
wechat.com
odysee.com
douyin.com
telegram.org
yandex.com
bitchute.com
vk.com
rumble.com
9gag.com
tiktok.com
twitter.com

instagram.co
m

reddit.com
youtube.com

Visits

Bulk Analysis Jan— Mar 2024 Australia All devices

8,485
668,863
1,662,461
2,109,210
2,618,347
4,457,064
6,588,191
6,807,501
15,623,687
25,031,698
104,147,733
271,799,146

316,709,076
581,205,830
5,009,362,507

6,591
396,031
505,644
706,284

1,269,799
1,679,410
1,125,172
2,569,692
3,276,779
1,698,106
40,915,875
56,293,237

72,185,117
95,533,325
213,107,495

1.28
1.32
1.32
2.71
1.81
2.52
1.53
2.62
2.39
1.99
1.99
2.05

2.09
213
6.24

2:52
3:55
19:49
16:00
9:31
9:11
15:36
9:13
14:06
23:09
1228
26:03:00

18:59
16:33
39:07:00

Unique Visitors Pages / Visit Avg. Visit Duration Bounce Rate

82.68%
79.31%
80.41%
58.89%
52.30%
53.10%
75.85%
54.91%
55.65%
65.38%
67.71%
68.66%

67.66%
66.98%
33.64%
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ANNEXURE TAD-32

FEDERAL COURT OF AUSTRALIA
DISTRICT REGISTRY: NSW
DIVISION: GENERAL
NO NSD 474 OF 2024

ESAFETY COMMISSIONER
Applicant

X CORP
Respondent

The following 1 page is the annexure marked TAD-32 referred to in the affidavit of
Toby Allan Dagg made on 6 May 2024 before me:

Qualification

Filed on behalf of the Applicant, eSafety Commissioner File ref: 24003626

Prepared by: Matthew Garey
AGS lawyer within the meaning of s 551 of the Judiciary Act 1903

Address for Service: Telephone: 02 9581 7625
The Australian Government Solicitor, Lawyer's Email:
Level 10, 60 Martin Place, Sydney, NSW 2000 Matthew.Garey@ags.gov.au
Matthew.Garey@ags.gov.au Facsimile: 02 6169 3054
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ANNEXURE TAD-33

FEDERAL COURT OF AUSTRALIA
DISTRICT REGISTRY: NSW
DIVISION: GENERAL

ESAFETY COMMISSIONER
Applicant

X CORP
Respondent

NO NSD 474 OF 2024

The following 1 page is the annexure marked TAD-33 referred to in the affidavit of

Toby Allan Dagg made on 6 May 2024 before me:

<

Signature

Qualification

Filed on behalf of the Applicant, eSafety Commissioner

Prepared by: Matthew Garey
AGS lawyer within the meaning of s 551 of the Judiciary Act 1903

Address for Service:

The Australian Government Solicitor,

Level 10, 60 Martin Place, Sydney, NSW 2000
Matthew.Garey@ags.gov.au

File ref: 24003626

Telephone: 02 9581 7625
Lawyer's Email:
Matthew.Garey@ags.gov.au
Facsimile: 02 6169 3054
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ANNEXURE TAD-34

FEDERAL COURT OF AUSTRALIA
DISTRICT REGISTRY: NSW
DIVISION: GENERAL

ESAFETY COMMISSIONER
Applicant

X CORP
Respondent

NO NSD 474 OF 2024

The following 1 page is the annexure marked TAD-34 referred to in the affidavit of

Toby Allan Dagg made on 6 May 2024 before me:

3

Signature

Qualification

Filed on behalf of the Applicant, eSafety Commissioner

Prepared by: Matthew Garey
AGS lawyer within the meaning of s 551 of the Judiciary Act 1903

Address for Service:

The Australian Government Solicitor,

Level 10, 60 Martin Place, Sydney, NSW 2000
Matthew.Garey@ags.gov.au

File ref: 24003626

Telephone: 02 9581 7625
Lawyer's Email:
Matthew.Garey@ags.gov.au
Facsimile: 02 6169 3054
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ANNEXURE TAD-35

FEDERAL COURT OF AUSTRALIA
DISTRICT REGISTRY: NSW
DIVISION: GENERAL

ESAFETY COMMISSIONER
Applicant

X CORP
Respondent

NO NSD 474 OF 2024

The following 1 page is the annexure marked TAD-35 referred to in the affidavit of

Toby Allan Dagg made on 6 May 2024 before me:

Qualification

Filed on behalf of the Applicant, eSafety Commissioner

Prepared by: Matthew Garey
AGS lawyer within the meaning of s 551 of the Judiciary Act 1903

Address for Service:

The Australian Government Solicitor,

Level 10, 60 Martin Place, Sydney, NSW 2000
Matthew.Garey(@ags.gov.au

File ref: 24003626

Telephone: 02 9581 7625
Lawyer's Email:
Matthew.Garey@ags.gov.au
Facsimile: 02 6169 3054
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ANNEXURE TAD-36

FEDERAL COURT OF AUSTRALIA
DISTRICT REGISTRY: NSW
DIVISION: GENERAL
NO NSD 474 OF 2024

ESAFETY COMMISSIONER
Applicant

X CORP
Respondent

The following 3 pages is the annexure marked TAD-36 referred to in the affidavit of
Toby Allan Dagg made on 6 May 2024 before me:

Signature

Qualification

Filed on behalf of the Applicant, eSafety Commissioner File ref: 24003626

Prepared by: Matthew Garey
AGS lawyer within the meaning of s 551 of the Judiciary Act 1903

Address for Service: Telephone: 02 9581 7625
The Australian Government Solicitor, Lawyer's Email:
Level 10, 60 Martin Place, Sydney, NSW 2000 Matthew.Garey@ags.gov.au
Matthew.Garey@ags.gov.au Facsimile: 02 6169 3054
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Image 2 of Annexure TAD-36
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Image 4 of Annexure TAD-36
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ANNEXURE TAD-37

FEDERAL COURT OF AUSTRALIA
DISTRICT REGISTRY: NSW
DIVISION: GENERAL

ESAFETY COMMISSIONER
Applicant

X CORP
Respondent

NO NSD 474 OF 2024

The following 3 pages is the annexure marked TAD-37 referred to in the affidavit of

Toby Allan Dagg made on 6 May 2024 before me:

L

Signature

Fobrer

Qualification -

Filed on behalf of the Applicant, eSafety Commissioner

Prepared by: Matthew Garey
AGS lawyer within the meaning of s 551 of the Judiciary Act 1903

Address for Service:

The Australian Government Solicitor,

Level 10, 60 Martin Place, Sydney, NSW 2000
Matthew.Garey@ags.gov.au

File ref: 24003626

Telephone: 02 9581 7625
Lawyer's Email:
Matthew.Garey@ags.gov.au
Facsimile: 02 6169 3054
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Image 1 of Annexure TAD-37
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4 Notes

Post

Tommy Robinson %

Bishop Mar Mari Emmanuel has been attacked
and stabbed by a suspected Islamist during a

service in Sydney Australia,

Or it could be another white Christian with
mental health issues.

You decide.
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Image 2 of Annexure TAD-37

8244

James Porrazzo @

Second Terror Attack in Sydney, Australia:
Orthodox Priest stabbed during service *

Will the ultra-liberal Australian state try to lie
about the facts surrounding this as well? This is
the second attack by a religious extremistin

James Porrazzo
%*. Russian saves Australian lives from terrorist
in Sydney. Mainstream media stays quiet.

A Russian man found himself in a dilemma in one
of the most liberal places on planet Earth: a
Sydney, Australia, shopping mall.

Shoppers were being attacked by a knife-wielding
lunatic,... Show more
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Image 3 of Annexure TAD-37
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T Vivid. ==

Bishop Mari Emmanuel was brutally stabbed in
Sydney, Australia.

The demon behind this heinous act screamed
‘allah akbar’, obviously proud of his despicable
actions.

It's clear who the culprit is, and justice will be
served.
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ANNEXURE TAD-38

FEDERAL COURT OF AUSTRALIA
DISTRICT REGISTRY: NSW
DIVISION: GENERAL

ESAFETY COMMISSIONER
Applicant

X CORP
Respondent

NO NSD 474 OF 2024

The following 29 pages is the annexure marked TAD-38 referred to in the affidavit of

Toby Allan Dagg made on 6 May 2024 before me:

Signature

Jg/fa?'&/

Qualification

Filed on behalf of the Applicant, eSafety Commissioner

Prepared by: Matthew Garey
AGS lawyer within the meaning of s 551 of the Judiciary Act 1903

Address for Service:

The Australian Government Solicitor,

Level 10, 60 Martin Place, Sydney, NSW 2000
Matthew.Garey@ags.gov.au

File ref: 24003626

Telephone: 02 9581 7625
Lawyer's Email:
Matthew.Garey@ags.gov.au
Facsimile: 02 6169 3054

56
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Image 2 of Annexure TAD-38
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@VincentOshana

@ WARNING: GRAPHIC VIDEO

Assyrian Bishop Mar Mari Emmanuel was stabbed multiple times in
Sydney, Australia.

It happened Monday night around 7pm at Wakeley's Christ The Good
Shepherd Church during a LIVE stream.

| Pray to GOD he is ok. . &3
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* WARNING: GRAPHIC VIDEO
Assyrian Bishop Mar Mari Emmanuel was stabbed multiple times in Sydney, Australia.
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This is in Sydney now.

ca We don’t want his.
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Content Warning: Graphic Content

X labeled this post as containing Graphic Content.
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NOW - Christian leader stabbed multiple times in Sydney's west.

Content Warning: Graphic Content
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Disclose.tv @ @disclosetv-15/4/2024
UPDATE - Four people stabbed at Christ The Good Shepherd Church in a

western Sydney suburb. Major police operation underway.
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NOW - Christian leader stabbed multiple times in Sydney's west.
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{J Bishop Mari Mari Emmanuel of the Assyrian Church in Australia has
been attacked during a church service in Western Sydney.

#SydneyAttack #sydneyattacks #Bishop #BishopMari #MariMari
H#Emmanuel #Australia #Sydney #Christian #Catholic
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# Bishop Mari Mari Emmanuel of the Assyrian Church in Australia has been attacked during a
church service in Western Sydney.
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Christian Bishop Mar Mari Emmanuel was stabbed multiple times in
suburb of Sydney during livestream of his service. The Bishop is a big free

ca speech advocate who calls out the media lies and is an ardent supporter
of President Trump and will recover fully.

@

Content Warning: Graphic Content

X labeled this post as containing Graphic Content.
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Christian Bishop Mar Mari Emmanuel was stabbed multiple times in suburb of Sydney during
livestream of his service. The Bishop is a big free speech advocate who calls out the media lies

and is an ardent supporter of President Trump and will recover fully.
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Bishop Mar Mari Emmanuel, severely injured in a stabbing attack at the
Christ the Good Shepherd Church, in Wakeley, Sydney while delivering his
sermon.

This is just days after the Sydney shopping center mass stabbing that
killed six.

i
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Bishop Mari Emmanuel was brutally stabbed in Sydney, Australia.

The demon behind this heinous act screamed ‘allah akbar’, obviously
proud of his despicable actions.

It's clear who the culprit is, and justice will be served.

]
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The author |labeled this post as containing sensitive content.
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Bishop Mari Emmanuel was brutally stabbed in Sydney, Australia.
The demon behind this heinous act screamed ‘allah akbar’, obviously proud of his despi... more

Qa2 13 109 Q 281 il 33K K &

Swipe up for more

Page 16

72



Image 17 of Annexure TAD-38

< Firefox 1:45 pm Sun 5 May wos + 7 (@5 90% .

X

<« Post
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Prayers for Bishop Mari Emmanuel in Sydney, stabbed whilst celebrating
the Mass.

| understand he and the other injured worshippers will survive this evil
attack.

Christian persecution is growing.
Our prayers must grow to match.

]
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Prayers for Bishop Mari Emmanuel in Sydney, stabbed whilst celebrating the Mass.

| understand he and the other injured worshippers will survive this evil attack.
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22 Why do they hate Christians so much?
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@ 11 Anything for attention!

When will Christians stand up to Zionists burning down their churches?
& News Sport Money Business Opinion |
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Burning of Christian churches in

Israel justified, far-Right Jewish

leader says
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We are told these “radicals” have hijacked a peaceful religion. Where are
the peaceful people within the religion that condemn this! Why don’t they
march and protest against them like they do against Israel?
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& The Islamophobia is well earned. Islam is a satanic ideology
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As Christian | love people from the Middle East but any form of Radical |
hate
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They could never! It’s haram, they could become targets themselves, feels
like betrayal to condemn terror for them, they will rather blame someone
else
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2 - Don't be quick to judge.

Do you even know that yesterday's mass mall stabbing was done by the
White Australian.

Brady Buchanan @ @Commander Brady - 15/4/2024
') This is getting out of control now!
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& a The mall stabber was definately not White lol
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This is Madness. Hope he is safe.
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We will be persecuted for having faith in Christ Jesus in the last days,
Lauren!
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@  WCA NGO @wca_ngo-16/4/2024
B2y butalso for Muslim perpetrator, embodying Jesus' teaching to choose
LOVE over hatred.

When will we create peace btwn our communities? We call upon Muslim
leaders to stand with us in embracing our differences and fighting for
peaceful coexistence.

#marmari #marmariemmanuel
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Praying for you bishop
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THINK

THE ASSASSINATION ATTEMPT
MADE ON

BISHOP MAR MARI EMMANUEL

WAS AN ATTEMPT TO SILENCE HIM FOR SPEAKING AGAINST

THE DEEP STATE?
No 12%

2,758 votes - Final results
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WHAT IS THE STATUS OF THIS?

How severe were the Bishop's wounds??
FINALLY this international news appears on CTV MSM!
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This guy is amazing. He tells the truth!

Has anyone heard an update on his condition?

I wouldn’t doubt if it was a hit. Christians are quietly being killed,
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Also, it's conceivable that the bishop would say Allahu Akbar because it
means "God is Great" in his actual language
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| watched and listened to the video and could not confirm your statement.
That has not been reported in Australian media as far as | am aware.
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ANNEXURE TAD-39

FEDERAL COURT OF AUSTRALIA
DISTRICT REGISTRY: NSW
DIVISION: GENERAL

ESAFETY COMMISSIONER
Applicant

X CORP
Respondent

NO NSD 474 OF 2024

The following 17 pages is the annexure marked TAD-39 referred to in the affidavit of

Toby Allan Dagg made on 6 May 2024 before me:

Qualification

Filed on behalf of the Applicant, eSafety Commissioner

Prepared by: Matthew Garey
AGS lawyer within the meaning of s 55| of the Judiciary Act 1903

Address for Service:

The Australian Government Solicitor,

Level 10, 60 Martin Place, Sydney, NSW 2000
Matthew.Garey@ags.gov.au

File ref: 24003626

Telephone: 02 9581 7625
Lawyer's Email:
Matthew.Garey@ags.gov.au
Facsimile: 02 6169 3054

86



Image 1 of Annexure TAD-39

Clear beonting Sita

o T e B

Ceshar it ey gty

chrome:/{settings/clearBrowserDatalsearch=cook

87



Image 2 of Annexure TAD-39

™ NordVPN f CONNECTED

(& IP address: 185.187.168.64

United States

San Francisco #9677

Pause C) ¢

L

€ ® & ® 3 O v

X

Are you happy with
NordVPN?

Let us know how we're doing!

® 6

Google Chrome 5/05/2024 5:36:18 PM

Page 2
88



Image 3 of Annexure TAD-39

X

X £ o New to

© Settings

G Corup winGoagle

BVARNING: GRAFHIC VIDEO
& 5130 up with Apgle
Assytian Bishop My Mari Emmanuel was stabbed rmultiple times in Sydney,

Austialia Create scseunt

It happened Mandsy night around 7pey at Wakeley's Chris! The Good
Shegherd Church during 3 LIVE stream

1 Pray 10 GO he o AR

Crazer $OareDed B Uncte cf § [ Gun
PR Ammrian Lon@
Vituetainment Content Creptor

Content warning: Sensitive content

T et Labeled th

from Consplracy News ©

B37 P Apr 15, 208 - YIRSK Virw

WY Bpesn SIOwe 1I40LAn  IB) Eceimins

o ua o Qm A
Don’'t miss what's happening

Frepk on X we the St (4 know

54936 PM

x € Post New to X7
@ Ssettings e VIM:IN' ?_:":,"‘o ' ‘ g

G 390 up with Google
n\'l»\ﬂl-'ll"&: GRAPHIC VIDEO

Sign up with Apple
Assyrian Bishop Mar Mari Emmanael was statbed myltipla times i Sydney. ¢
Austratia.

Create account
1t hagpened Mandiy night sround Tpm at \Wakeley's Chrict The Good 2. 759 Jwe 1 e Terw of Sarvew a3
Shepheed Church during 2 UIVE stream. crg Contm Las
1 Prayto GOD he iso

Relevant people

@ VINCENTOSHANA &
Gvncemditany
Ance Sy Comedian 2 \Veteran®™ Storm
Caser P0areDet B Uncle of 5 & Gun
Erthosn ™Y Asyrin Uoe@
Vilvetainment Centent Creatce

Sceetieg wentwong Ty refasdng

lse g =

1T
0o /80 Qe

from Conspiney News ©

37 P AP 15 2024 170.9K Vien

Uy $ICuier  LMOLAM 351800

o u V] [ &

Don’t miss what's happening

Progde on X e the fret 10 now

5/05/2024 55002 PN

Page 3

89



Image 5 of Annexure TAD-39

X “  Post

® Settings

This isin Sydhey now

We don't waat s

(]

Content Waming: Geaphic Content

X Labeded the contamng Graphe: Content

Sow

1100 maek feach @

BAI PN Ape 15 2004 2228K Vi

MMSeomn  $1Quetn 2000 Lnw: 201 Bocdmis

o u v Q= &

Don't miss what's happening

e e

Geogle Chrome 5/05/2024 552:15 PM

New to X7

G %490 vo with Google
@ 519 up with Agple
Creats account

/1) L0 13 350 13 Ve o ¢ Service 372
) F0y, O CaChm e

Relevant people

Stevn @
S remutagara

Smster goneinment | O
mmnnon | Cheaper ¢

wert wiong Ty rebading

Image 6 of Annexure TAD-39

X € Post

Stevea O

Gncguisgiagen

@ Settings

This is in Sydney now.

We dox't want his.

0e2/01 W e

fecm mark leach &

BA3PAL Ape 15, 2024  2223KViens

Mg 00ste 200Lhe 200 Reckmans

Q u Q

Don’t miss what's happening

Teopin on X we the ey

50052024 553A7PM

New to X7

G 5391 up with Google

o Sign up with Apple

Create account

Relsvantpeople

Steven &

Smmatar gon eenmant | Quat
Imeniratan |Cheaser eie

Page 4

90



Image 7 of Annexure TAD-39

X «  Post New to X7

@ Sseitings Q m,:‘?“’,'.'_o - :

HOW < Chrintian leader itabbed multicle times iy Sydney’s west.

G S with Googhe

o Sign wp mith dpple

Createacceunt

(7]

Content Warning: Graphic Content

Xlabeked ihs
Relevantpeople

@ Olscarerv @

e werd everts
crardtherter ol o tme.

Tres VISION @8 ©

T8 AL Age 15, 2028 33U Viewr

36 Fecors  £5IN0uotn  ISKLAer 190K Boctmadk

-

o (&) Q Qau

Don’t miss what's happening

Fregde o Care the 6t o

Google Chrome 5/05/2024 55426 FM

Image 8 of Annexure TAD-39

X (ot New to

Tm e

16 500 e o s AR Lomeking

@ Ssettings
G Sonw withGooo'e

ok Sign up with Appte

Create mccount

Relevant people

Disclotetv® m
> dadorety

Qbzening wordd events un
001/002 We O Mide t Srana thastar of eut tima

Semething wect wicny. Try réoading

520243 M Ve

1901 Quotse 15K LAes 2506 Fookmais

o 2l Q [ 23 3

Don’t miss what's happening

Pergie on X wre the fest 1o know

5/05/2024 55448 PM

Page 5

91



Image 9 of Annexure TAD-39

b4 ©  Post

Unhversalimes

@ Settings

GUReraiTensd,

B eisrop Ma Mad Emmanuet of the Assyrian Church b Austratl has
been aracked during a church senice in Westem Sydnay,

$oycdneyAtt

Fuydine

o mmvomsel BASt A &

1/
Content Warming: Gopbik Content
X Labeked thes poet 45 ¢ ) Graghee Content.

Dhow

Triem Ausle Cousck ©

PI0A (241,010 Views
10wte Il 1 Peckrat
(o} a o A &

Don’t miss what's happening

Frophe (n K are e f231 10 kom
5/05/2024 6:04:44 PM

New to X?

1 65 R 13 66 0 v FANCRELaNS bl

G %50 v with Gocgle
& Sign vp with Apple

Create account

Relevant people

@ UnbvermiTimes
GUrevesalTimes,

Urcover The Werld Tegether

Geogle Chrome

Image 10 of Annexure TAD-39

X €« Post

@ Ssetings

UnivenaTemer
B eishop Mari Mad Emmanu! of the Assyrian Church in Austra®s has

Been altacked during 8 church senice in Westem Sydoey,

oydreyAttack 2sydneyattaks #Bhhop Mithoy At

i

_= 'AlA

o001/012 g @ Hée 1

Teom Asttle Cosack @

M Apr 14 2024 1,010 Vews

1020 Itaw

Q 3] v] A

Don't miss what's happening

Fropie 6 X e fhe B 1 brsoe

50572024 60505 P

UnbverniTimes o

1<

New to X?

1345 P 49 19y 67 e secm Rz tme

G SorupwithGeogle

& Sign up with Apple
Createaccourt
S vgrog v v speese -

]

Relevantpeople

Unconer The Vot Togetner

Cmetning wenturong Try relsding

Page 6
92



Image 11 of Annexure TAD-39

v
X paxe Newto X1
| Andre tivia © 147940 oW 13 G 50s G Ferzatalied Tt
@ settings @ Qandre.
G 9970 with Google

Qwistian Bishaop Mar Man Emmanuel was itabbed muilpie times in adurd

©f Sydey durng livestream of his senvice. The Bishop Is a big free speech o Sgnepwith

edvocate who calls vt the media fes end is on ardent supporter of Aw

Fresident Trump and wil recover fully.

Create sccount

>
7z Relevant people
Content Warring: Gaphic Content

e -

Truth. comamon sense. 0 1y woed
means everyhog

fomVISON MO

125 A0 Apr 16,2024 - 424

Don’t miss what's happening

Tregie on X we e 3110 know

50572024 60425 M

Goagle Chrome

Image 12 of Annexure TAD-39

x € Post New to X7
i Ardre N2 © P e B3 gty e
® setinas e
G S wihGoogle
Chistian Bishop Mar Mari Eemanusl was stabbed multiple times in suburb
©f Sydney Guring lrvesiream of his service. .XM Bishop is 2 big (ree speech & Siynup with Apgle
advocate who alls oul the media l'es and & an acdent supporter of
President Trump 20d wil recover fully.
- Create secount
v

Relevant people

Andre Naa ©

Trugh, cormon nse, and my ward
masns eveesthing

’
§ m (]
'.'ur,‘-, -

oni/elz e @ Mt Sarsthiogar

wieevy T refosdnn

From VISION &8 O

125 AM Ape 16, 2024 - L4 Viens
tomt P Sericr

vty 2

Vhepon 3 Bochmanks

Q jul v 2} &

Don’t miss what's happening

Drogie o f e Do Pust s bowom

5/05/2024 60853

Page 7

93



Image 13 of Annexure TAD-39

X “  Post

x so Samatan Prabhat®
© Ssetings == gGaaatafabh

Bishop Mar Mai Emmanuet, severely injured in @ 2abbing attack 3t the
Curist tha Good Shepherd Church, fa Wakey, Sydney while delivering his
sermon

¢ the Sycdney shopping tenter mass stabbing that kiled

This is just days
i

(]
Content waming: Scnsitive conteet

Ve waoe Bibetedd 1es o 3

Trom Aurratian lewieh Assoclation ©

1255 AV Ape

0242042 Vs
Rerasors  VQute  MiAe

Q L} o 2] &

Don't miss what's happening

Pregle on X 0

5/05/2024 60052 P

New to X7

G S wihGooge
& Sign up with Apple

Create account

Relevant prople

- 9}»«..-,..».0
SanatadPyabhu
v a Prablat
outve

peripeciies on Lagh
Viorking evaeyday fo
it 28 yeare

Image 14 of Annexure TAD-39

X «  Post

i Samun Pubhat©

Instandatiug

@ Settngs

Bihop Mo Mar Emmasosd, sevecely injured in a stabbing attack ot the
Chst the Good Shaphard Church. in Wake'ey. Sydney whis dafidng hig
seemen.

e,

Trom Austnfian Jewtsh Association @

1245 AM . Ape ¥

V422V
Whpan 100 Wl

(o] u Q a &

Don't miss what's happening

Fecpte on ¥ arw the Tt tokeow.

572024 G:10:18 PM

New to X7

0 76w 39 30 your S encailied beley
G Signwp with Gooyle

@ Signvp wihApple

Relevant people

- Sanitan Pradhat ©
ESratatntiat
Offctsl dccount of Siartan Fradhat
meas grovp DO resd 1o get esciusne
Gpectaes oo Rachya Dhaima.
Werlng eveyday e
Nt iS5 yews.

Page 8

94



Image 15 of Annexure TAD-39

X o s New to X7

Leviere ABg tain

©® Settings
G ServpwihGosgle
Bishop M Emmanuel was brta'ly S2bbed in Sydney, Autra’a
@ Sige up with Apple

Tre demon behind (¥} heinous act scresmed ‘stah skbad, Gl
proud of his despicable actions,
Craate acceant

1t's clear who the culpr i, and justice wil bs served.

Relevant people

@5 &

Content waning: Sensith
FRAOUD JEVASH [ PROUD DONST IT

The authoe Labededd the

Sormething wrat weong. Ty retaagny

from Aussie Cosnck @

1247 AN ADE 16,2024« 3D AK Vit
0 hepens B Cwms WILAn 47 Gohay

Q u o (~ 2

Don’t miss what's happening
Trople on X are the frrt a bnow

6 5/05/2024 61118 PM

Image 16 of Annexure TAD-39

«
X Post Now to X7
. e 57 15 7w 13 et o e pareniied todin
® Setiings wd
G Sinupwih Googe
Bithop Nari Emmarusl was brutally stabbed in Sydaey, Australia
with Apple
Tre demon behind this helnous act screamed ‘aish aiby, obniously B Son ve wkiee
proud of his despleabl actions ks

I's claar who the culprit is, and justice will be served.

ettorate

Relevant people

@

PLOUD JvasH [ PROUD Z2ONST ==

Somatheg wers wioeg. Tryreloadng

Trom Ausile Cossck &

1247 AN Age 16 2024 134X Viens

5 18 Cates A AT locimads

€3

Q et v] Qo

Don’t miss what's happening

Twrgie 0 X e Me irst 1 dnow

5/05/2024 611:A2 P

Page 9

95



Image 17 of Annexure TAD-39

X LA New to X?

@ Ssettings o proces ’.",,fhnc

500 13 r0w £ M yTLr £ paicnlied trvioad

G S4nvp wit Googfe
Prayers 1of Bishop Mt Emmanue! i Sydney, s1abbed whist ceebratng

the Mas & Skn up wih Apple

1 understand he and the othe injured worhippers wil sunvive this evil
altack

Create acrount

3yrea 13 P oo ef Serct 20

Christian persacution is grewing.
Cur prayers must grow to match

Relevant people

o Filean Saemar Koan &

= S traangsrian_

2 W ALYA)Qué miras beba ]
1 B/crence | Sna00m LoyM &
Trnacun | Cometed o my one and
X Labekad (s prnt 5 contui iy @

Contert Warning: Graphie Centent

eq Uyres

From Visegrid 200

1240 AM. &

O

Don’'t miss what's happening

Porpie on X are the It s Bwom

5/05/2024 6:13.08 PM

Image 18 of Annexure TAD-39

X € Post New to X?
Fatzan Sarwar Khun © o e aimizlod o il
® Settngs S thissairnae L
G 90 wpwinnGoogh
Prayers for Bishep Mari Emmanuel in Sydney, stabbed whist celteating
e Mass. ‘ Sign up wih Apple

1 usdecstand ho and the other injured worsh ppers adl sunive this vl
attacke

Creste acecount

Cheistian persecetion isgrowing
Our peaytss must grow to match,

Relevant people

Falzan Sarwar Ko @
s

Ya ALY Qué ming boba| Truth Seeker

| @Xcreanor | Snboen, Loyal &

Tenseiout | Commees 10 my cne 103

ey @

Savathing went sten Try aas,

fron Viseprdd 240

1209 AN A

Don’t miss what's happening

Fenpie 060 X atr D £t 0 koo

S05/2024 6:1330 PM

Page 10
96



Image 19 of Annexure TAD-39

X € Past New to X7
. o A Ravhd 2 5 GRAD 1 45,00 Yt PRI i
@ Settings (',r,._ff.:}" it

G S90wp with Google
Eishop War Mari Emmanuel & ofhes wortippers wice Stacked with inves

at the Good Shepheed Churdh in Wikeley in west Sydagy, The Assyrian & S6n up with Apple
priest comes foem irag.

Ithappened on Mondsy fte 7,00 & the alfeckerhad 2 scomplaces. Qeire sy

The Biskop ks not hurt

(2]
Content Watring: Gophic Centent
X taked thes gont as cont g Gesphe Contnt

Dow

Frem David Athecton @

1) AN 4517 Ve

Ape

Q u o ] &

Don’t miss what's happening

Fovyde on X are the firnd 10 0w
5/2024 61403 I\

Image 20 of Annexure TAD-39

«
X Fost New to X?
. D @ AN (PR P ——
@ Serings Ctadenn 92
G signupwin Geogle
Eishop Mar M Emmanuel & other worrhippers vece attacked with knies
althe Geod Shephard Churchin Waleley Mwest Sydney. The Asryrian & Sigaup wits Apple

priest comes from krag

Create account

1t happensd onMendy after 7.00 & the attacker had 2 scomplices.

The Bishop is net hurt.

Relevant people

Sl ) MA Rushig 2 B

Cypar Detince | Cyvertecunity | InsSec

Comeihing mest mieoy Ty tikasder

from Davd Atherton @

M- Ape 16 20048 197 Vi

(o} u o 2] 2

Don’t miss what’s happening

Progde 4 X e tho firmt S b

S052004 6:1421 PM

Page 11
o7



Image 21 of Annexure TAD-39

X “

@ Settings

Don't miss what's happening

Prengle £ X e 1 T3t 10 Rnew

SG/2024 SATS0 PM

Image 22 of Annexure TAD-39

X “

@ Ssettings

Homm_shis page doeen'tenmt. Try searching dor smetieg eive

Don‘t miss what'’s happening

Poophe on Xase e et 1 b

S/0572024 551:13 PM

Page 12
98



Image 23 of Annexure TAD-39

X «

@ Settings

Don’t miss what's happening

Viophe 00 X e the Pext 1 now

1 S5030 PM

Image 24 of Annexure TAD-39

X “

@ Settings

Don't miss what’s happening

Precde on X e the Ferl Mo know
BUS/2024 61536 PM

Page 13
99



Image 25 of Annexure TAD-39

X 3

@ Settings

Don’t miss wha

Froghe on X e e furnd fo know

$/05/2024 6:00:21 P

Image 26 of Annexure TAD-39

X «

® Settinge

Don't miss what's happening

Fropde on X are e Syt 13 b

S05/2024 GO5A1 M

Page 14
100



Image 27 of Annexure TAD-39

X «

@ Settings

Hmen_ s paga s et Ty searching hoe omettiog ehe

Don't miss what's happening

Prcrde on X afe the fart 2o now
5 5/05/2024 60OGSS PM

Image 28 of Annexure TAD-39

b ¢ «

® Settings

Henm_ 1S Page 08 1 Pt Tey §AIRCN $r somethiny elce

Don’t miss what's happening

Tevighe an X are the Lart 4 Lo

S/05/2024 60726 PM

Page 15

101



Image 29 of Annexure TAD-39

X «

@ Setlings

Homem s pusge dcaan 1 eest. Ty searchrs for ioematbin) tise

Don't miss what's happening

i\l cn € e e Best 10 ki

S/05/2024 6OI5S PM

Image 30 of Annexure TAD-39

X «

® Settinge

M. s page deesn t evit, Try seatching for something eles.

Don’t miss what's happening

5/06/2024 6:09.25 PM

P Page 16

102



Image 31 of Annexure TAD-39

X -

@ Settings

oL thia page doeint st Try sexching Kor something efse.

Don’t miss what's happening

Prophe o6 X awe e £3? 15 oW

1 5/05/2024 61052 'M

Page 17

103



ANNEXURE TAD-40

FEDERAL COURT OF AUSTRALIA
DISTRICT REGISTRY: NSW
DIVISION: GENERAL

ESAFETY COMMISSIONER
Applicant

X CORP
Respondent

NO NSD 474 OF 2024

The following 22 pages is the annexure marked TAD-40 referred to in the affidavit of

Toby Allan Dagg made on 6 May 2024 before me:

Qualification

Filed on behalf of the Applicant, eSafety Commissioner

Prepared by: Matthew Garey
AGS lawyer within the meaning of s 551 of the Judiciary Act 1903

Address for Service:

The Australian Government Solicitor,

Level 10, 60 Martin Place, Sydney, NSW 2000
Matthew.Garey@ags.gov.au

File ref: 24003626

Telephone: 02 9581 7625
Lawyer's Email:
Matthew.Garey@ags.gov.au
Facsimile: 02 6169 3054
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#Breaking

Assyrian #priest stabbed on camera during mass in #Sydney, #Australia.
Footage of the alleged #stabbing was shared online.

It comes just days after a knifeman killed six people in a mall in
#BondJunction, #Sydney

#SydneyAttack

#AustraliaAttack
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ﬂWARNING: GRAPHIC VIDEO

Assyrian Bishop Mar Mari Emmanuel was stabbed multiple times in Sydney,
Australia.

It happened Monday night around 7pm at Wakeley's Christ The Good
Shepherd Church during a LIVE stream.

I Pray to GOD he is ok. ./, K3
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This is in Sydney now.

We don’t want his.
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NOW - Christian leader stabbed multiple times in Sydney's west.
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@ G UPDATE - Four people stabbed at Christ The Good Shepherd Church in a

western Sydney suburb. Major police operation underway.
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BREAKING: ISRAELI SOCIAL MEDIA GROUPS ARE CELEBRATING STABBING
OF ANTI-ZIONIST CHRISTIAN BISHOP MAR MARI EMMANUEL IN
AUSTRALIA
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@LexitMovementl

| (Graphic Warning) I Christian Bishop attacked by Muslim chanting
Allahu Akbar. Bishop Mar Mari Emmanuel was attacked and stabbed during
the service at the Christ the Good Shepherd church - barely 48 hours after
an earlier mass stabbing attack in the city.
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Lauren Witzke &
@LaurenWitzkeDE

Another stabbing in Syndey, this time in a church.

Looks like another refugee or migrant, but of course the Media hasn't
exactly revealed the attacker’s status.
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UniversalTimes m
@UniversalTimes_

B Bishop Mari Mari Emmanuel of the Assyrian Church in Australia has
been attacked during a church service in Western Sydney.

#SydneyAttack #sydneyattacks #Bishop #BishopMari #MariMari
#Emmanuel #Australia #Sydney #Christian #Catholic
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1/2 We vehemently condemn the attack on Sydney's Aramean Bishop Mar
Mari Emmanuel & Fr. Isaac Royel during the Bishop's Aramaic sermon!
Thank God, both have survived & remain stable.

Following the wishes of the 2 men of peace, we invite everyone to pray not
only for the victims
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but also for Muslim perpetrator, embodying Jesus’ teaching to choose LOVE
over hatred.
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When will we create peace btwn our communities? We call upon Muslim
leaders to stand with us in embracing our differences and fighting for
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@ Americas Tribune @ m o

@AmericasTribune

MUSLIM ATTACKS CHRISTIAN PREACHER!

#Christians around the world are outraged by 15 year old Muslim who
#attacked popular #Christian teacher #Bishop Mar Mari Emmanuel as he
was speaking at his #church in #Sydney #Australia. God was on the side of
the Bishop, as the knife "malfunctioned” in the hand of #Muslim attacker.
#God was protecting him.
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Chrlsuans around the world are outraged
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CONTROVERSIAL
BISHOP

MAR MARI EMMANUEL
WAS STABBED TODAY

B ® © © X

WHILE FILMING A LIVE STREAMED
SERVICE IN SYDNEY!

8

BISHOP MARI HAS BEEN MADE
POPULAR FOR CALLING OUT

THE HOLLYWOOD INDUSTRY
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VOTER FRAUD IN AMERICA
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HERE'S SOME VIDEO ON HIM
SPEAKING ABOUT IT ALL!
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BREAKING NEWS
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Image 15 of Annexure TAD-40

© o> xk o0 w0 ®mo o X

D '% Incognito

3 All Bookn

<= Post

Bud... @
@ @bud_cann m
Anti-Israel protesters are shutting down Chicago’s O'Hare Airport, the
Golden Gate Bridge, and Wall Street, while In Sydney, Australia, Bishop Mar
Mari Emmanuel, is attacked and stabbed by a Muslim Jihadi yelling “Allah
Akbar." The complete, utter stupidity, among anti-Israel, pro-Palestinian,
Muslim, supporters, especially the LGBTQ+ community, is astounding, these

religious Islamic fanatics want all Christians, Jews, LGBTQ+, and non-
Muslims dead!
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Andre Nuta & m
@ @andre_nuta
Christian Bishop Mar Mari Emmanuel was stabbed multiple times in suburb
of Sydney during livestream of his service. The Bishop is a big free speech

advocate who calls out the media lies and is an ardent supporter of
President Trump and will recover fully.

DB 8 0 @ O 2 X

3

R

From VISION &8 @

1:25 AM - Apr 16, 2024 - 423 Views

Do

@) 30k Q RE 2

Post your reply

5/05/2024 4:30:08 PM

Page 16

120



Image 17 of Annexure TAD-40

8 L Incognito
[ All Bookr
X < Post
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Q Wait, but white people are not violent. Don't Pray for this man Bishop Mar
Mari Emmanuel who leads the Christ the Good Shepherd Churchin
Wakeley in Sydney’s western suburbs.
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Disclose.tv @ M
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0 NOW - Christian leader stabbed
multiple times in Sydney's west.
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4. Sanatan Prabhat & m
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Bishop Mar Mari Emmanuel, severely injured in a stabbing attack at the

Christ the Good Shepherd Church, in Wakeley, Sydney while delivering his
sermon.

This is just days after the Sydney shopping center mass stabbing that killed
SiX.
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Bishop Mar Mari Emmanuel was preaching at Christ The Good Shepherd
Church in Wakeley in Sydney's west Australia on Monday just after 7pm
when a man dressed in black while live streaming walked up to the altar
and stabbed him multiple times alongside other priests.

The culprit was already wanted for driving into a church and blaring
quranic verses from car speaker.

Bishop Emmanuel of the Aramiac church is in stable condition in the
hospital.
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Vivid.7= @ m
@VividProwess
Bishop Mari Emmanuel was brutally stabbed in Sydney, Australia.

The demon behind this heinous act screamed ‘allah akbar’, obviously
proud of his despicable actions.

It's clear who the culprit is, and justice will be served.

From Aussie Cossack @

12:47 AM - Apr 16, 2024 - 33.4K Views
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Image 21 of Annexure TAD-40

e ®) ! VE N

& Post

Q Faizan Sarwar Khan & m o
@faizansarwar__

Prayers for Bishop Mari Emmanuel in Sydney, stabbed whilst celebrating

the Mass.

I understand he and the other injured worshippers will survive this evil
attack.

Christian persecution is growing.
Our prayers must grow to match.

From Visegrad 24 @

12:19 AM . Apr 16, 2024 . 235 Views
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Image 22 of Annexure TAD-40
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Bishop Mar Mari Emmanuel & other worshippers were attacked with knives
at the Good Shepherd Church in Wakeley in west Sydney. The Assyrian
priest comes from Iraq.

It happened on Monday after 7.00 & the attacker had 2 accomplaces.
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The Bishop is not hurt.
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ANNEXURE TAD-41

FEDERAL COURT OF AUSTRALIA
DISTRICT REGISTRY: NSW
DIVISION: GENERAL

ESAFETY COMMISSIONER
Applicant

X CORP
Respondent

NO NSD 474 OF 2024

The following 6 pages is the annexure marked TAD-41 referred to in the affidavit of

Toby Allan Dagg made on 6 May 2024 before me:

Qualification

Filed on behalf of the Applicant, eSafety Commissioner

Prepared by: Matthew Garey
AGS lawyer within the meaning of s 551 of the Judiciary Act 1903

Address for Service:

The Australian Government Solicitor,

Level 10, 60 Martin Place, Sydney, NSW 2000
Matthew.Garey@ags.gov.au

File ref: 24003626

Telephone: 02 9581 7625
Lawyer's Email:
Matthew.Garey@ags.gov.au
Facsimile: 02 6169 3054

127



Our videos have over 10 million views on  [l38 YouTube (https://wwwyoutube.com/channel/UCEDSIpJOYIUs|S5jz3cvUlg?sub_confirmation=1)  See Oul "
(https:/wwwyoutube com/channel/UCEDSIRJOYIUSISSjz3cvllg2sub_confirmation=1)

'l' secu rlty.org Home Security Smart Home Digital Security About Us Q
(https:/www.security.ora/)
Trending Topics  Free VPNs (https:/www.security.org/vpn/best/free/). Unblocking Websites (/vpn/how-to-unblock-websites/)

2024 VPN Trends, Statistics, and Consumer Opinions

As consumers become increasingly protective of their online data, VPNs have surged in popularity, and 10

million more people may adopt VPNSs this year.

All of our content is written by humans, not robots. Learn More (/editorial-guidelines/#written-by-humans)

By Brett Cruz (https:.//www.ssecurity.org/author/brett-cruz/) on Jan 23, 2024

In a world defined by cybercrimes and intrusive data practices, Americans are increasingly drawn to the security and privacy
of VPNs (/vpn/).

The American virtual private network (VPN) market has expanded rapidly in recent years, shifting from a niche tool used
primarily by businesses (/vpn/best/business/), enthusiasts, and power users to a household product that nearly all Americans
are at least familiar with.

For the last four years (/resources/vpn-consumer-report-annual/2023/), the research team at Security.org has conducted a
broad study of nearly 1,000 Americans to learn how VPN awareness, preferences, and perception are changing. Our |latest
annual VPN market report reflects continued growth in the general public’s understanding and use of the technology, with
adoption today driven by personal use as corporate networks rely less on the technology.

Here are a few key insights from this year’s report:

= VPNs have continued to grow in use and recognition: 95% of adults are now familiar with the technology, and 46% use
VPNs. This means as many as 105 million Americans have VPNs today.

« The most popular VPNs were NordVPN (/vpn/nordvpn/), Proton VPN (/vpn/protonvpn/), and Google One VPN, which has

surged in popularity since Google began offering it free with cloud storage subscriptions and Pixel 7 phones last year.
« About half of all users rely on VPNs for work or business applications, and an equal number use them on personal devices.

« Nearly 40% of users rely on VPNs to prevent tracking from search engines or social media sites. As many as 10 million
American adults could begin using VPNs in 2024, underscoring the growing recognition of the significance of online
privacy.

» Despite the risks, about 43% of users have free VPNs, which can jeopardize data security.

Table of Contents

« Privacy, Security, and Streaming: Personal Users Drive VPN Market Growth
« Most Popular VPNs in 2024

+ Perceptions of Cost and Convenience Limit VPN Adoption

+ 2024 Outlook: Market Primed for Growth as Consumers Prioritize Privacy.
» QOur Data
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Privacy, Security, and Streaming: Personal Users Drive VPN
Market Growth

|P-based VPNs have been around since the 1990s (https://nordvpn.com/blog/history-of-vpn/). Companies needed a way to
access their internal network from outside the office without risking the exposure of their files on the broader internet. Today,
VPNs are very frequently used by individuals on their personal devices. The rapid growth we noticed in VPN use, as seen in

our study and analysis of thousands of consumer insights, is due primarily to a more informed consumer market in recent

years.

Ninety-five percent of American adults are now familiar with VPNs, and most correctly defined them as software services that
allow users to establish a secure and encrypted connection over the internet to ensure data privacy and security. In 2020,

only 72 percent of respondents had this familiarity, an impressive jump in public awareness in just three years.

That greater awareness has translated to greater adoption. Today, 46 percent of people in our study, which could represent

over 100 million American adults, now use a VPN. This is a significant jump from 39 percent of respondents just last year.

VPN providers have expanded their offerings to cater to this growing market of knowledgeable personal users. They've
increased security and user anonymity with features like antimalware services built into VPNs. Some providers have rolled out

multi-hop, which routes traffic through multiple VPN tunnels (/vpn/split-tunneling/). Killswitch, a standard option on most

VPNs, cuts the internet connection if the VPN connection is lost.

To improve the surfing experience, features like “stealth mode” can now hide the fact that a VPN is being used at all, enabling
a smoother experience on sites that don't like them. Built-in ad-blockers reduce both tracking and intrusive ads.

Top reasons for VPN use, by 2021 2022 9023
year

For general privacy 54% 50% 63%

For general security 55% 55% 54%

Job requirement 38% 24% 39%

To prevent tracking by
search engines or social

18% 17% 399
media (e.g. Google, a 9%
Facebook)
To us blic Wi-Fi
ERERIICS L 34% 24% 36%
securely ﬂgg



T f PN b
op reasons for VPN use, by 2021 2022 2023
year

To hid internet
: |. e your interne 23% 93% 359%
activity from your ISP

For access to

international/non-local
: / : 19% 22% 28%
media content not available
in your country
For greater security when
o - _y 24% 20% 25%
online shopping
Torrenting 13% 12% 21%
For work in
activism/journalism/whistle- 3% 5% 4%

blowing/research

Personal users are drawn primarily to the privacy, security, and greater access VPNs provide.

There were a few key shifts in the primary motivations for using VPNs in the past year, with a new focus on enhanced privacy
and anonymity. We observed a substantial increase in the number of users who rely on VPNs to avoid search engine or social
media tracking year over year. Additionally, there was a significant uptick in users depending on VPNs to conceal their online

activities from their internet service provider (ISP) compared to the previous year.

Accessing non-local media, such as region-specific streaming content or content banned within a country, is another popular
reason many turn to VPNs. There was also a substantial increase in respondents saying they use the technology to torrent or

download (generally) pirated media.

Most Popular VPNs in 2024

VPN preferences don't just vary by age: knowledgeable and casual users have very different approaches to their choice of
VPN. More familiar users are likelier to elect paid services from companies emphasizing privacy and security, such as Nord
and Proton. The third most popular service, VPN by Google One, attracted a significantly higher percentage of low-familiarity

users,

What VPN do you use? Percent of users
NordVPN 27%
Proton VPN 13%
Google One VPN 9%
ExpressVPN 8%
Private Internet Access 7%
Brave VPN 7%
Norton Secure VPN 6%
Mozilla VPN 5%
Surfshark 5%
CyberGhost 4%
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What VPN do you use? Percent of users

Mullvad VPN 4%
Windscribe 3%
IPVanish 3%
Atlas VPN 3%
Other VPNs 21%

Far and away the most popular VPN among personal users in our study was NordVPN. NordVPN delivers privacy through
features such as an automatic kill switch and Double VPN, which doubles the VPN encryption for extra privacy. NordVPN has

also kept its promise not to keep IP addresses and VPN usage logs, which could improve trust among its users.

Proton VPN was also popular among users in our study. Though many use it for personal reasons, the service is excellent for

business applications. It topped our ranking in upload speed, which is essential for remote workers.

43 percent of users pay nothing for their VPNs

Generally, using a VPN costs between $5 to $10 a month. About half of all VPN users in our study paid this amount for their
services. Since our last analysis, the use of free VPNs has mostly stayed the same, This year, just over 43 percent of personal

VPN users relied on free software.

How much does your VPN cost per month? Percentage of personal VPN users
$0; | use a free VPN 43%
Less than $5 per month 25%
$5 - $10 per month 24%
More than $10 per month 8%

We don't typically recommend free VPN services, as they may limit devices, data, servers, or log-on time. These free services

may also harvest personal data in exchange for service or adversely affect your online experience. Remember: when the

service is free, you are often the product.

Around 62 percent of free VPN users have had issues with their service. Slow internet speed was the most common problem,
which can happen since some VPN providers have limited servers, leading to overcrowding and reduced performance.
Bandwidth limitations, ad-supported models consuming extra resources, lower-quality infrastructure, and P2P restrictions can

all contribute to slower connections.

You indicated that you use a free VPN. When using your
free VPN, have you experienced any of the following? Percentage of free VPN users

Select all that apply.

Slow internet speed 36%

Difficulty using streaming services 19%
Difficulty accessing websites 19%
Limited server locations 19%
Frequent disconnections or interruptions 12%
Bugs (software issues) 8%
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You indicated that you use a free VPN. When using your
free VPN, have you experienced any of the following?
Select all that apply.

Percentage of free VPN users

Viruses or malware attempts 6%
Invasive advertisements 4%
Battery life problems 4%
Identity theft or privacy concerns 3%
Poor customer support 3%
38%

No issues

While slow internet speeds are inconvenient, other more sinister issues can arise with free VPN use. Six percent of users
reported viruses or malware attempts. Free VPNs can introduce viruses or malware through malicious software bundling,
where additional unwanted programs or harmful elements are included with the VPN software. Additionally, since some rely

on ads for revenue, free VPNs can expose users to potentially malicious ads containing malware or phishing links.

Perceptions of Cost and Convenience Limit VPN Adoption

Today, about 54 percent of adults in our study did not use VPNs. Given their utility, we wanted to understand why. The main
reason people don't use VPNs is that many people feel they don't need them. Cost emerged as the second-most common

deterrent, as VPNs were deemed too expensive by 27 percent of holdouts.

Why don’t you use a VPN? Select ALL that apply. Percentage of non-users
| don’t need one 52%
Too expensive 27%
Too much trouble to set up 20%
| don’t see the benefit 13%
I don’t trust their privacy 9%
I don’t trust their security 8%
Sites block them 5%
| don’t know enough about them 4%
Other reasons 5%

Additionally, 20 percent found VPNs to be too complex to set up. For people who are not very tech-savvy, choosing,
installing, and connecting to VPNs on their devices could seem intimidating. A smaller percentage, approximately 10 percent,

harbored concerns about the privacy and security of VPNs.

2024 Outlook: Market Primed for Growth as Consumers
Prioritize Privacy

In the current landscape, where approximately five percent of individuals not currently using a VPN are contemplating
adoption within the next year, the continued importance of VPNs is evident. As many as 10 million American adults could

enter the market in 2024, underscoring the growing recognition of the significance of online privacy. In an era where data



breaches and privacy concerns are rising, VPNs offer a crucial layer of protection.

The sustained relevance of VPNs is due to their low cost, tangible benefits to privacy and security, and ease of setup, which
providers should continue to emphasize to win over new customers, As awareness reaches a saturation point and the desire
for online privacy remains high, VPNs are poised to play an integral role in safeguarding digital identities and ensuring secure

internet experiences for a broader user base.

Our Data

In December 2023, researchers at Security.org conducted their fourth annual study on VPN usage. 998 adults residing in the
U.S. participated in the study, and were representative of the U.S. population based on ethnicity, age, and gender. The online

platform used to gather data for this study doesn't allow users to access it using a VPN, which may have resulted in

underreporting the number of people using VPNs.

Company Research
(https://www.security.org/), i _—— .
Privacy Policy (/privacy-policy/) Contact Us (/contact-us/), Deals & Promations (/deals/)
5 ndition: rms-and- Careers (/careers/) Password Strength Checker (/how-
secure-is-my-password/)
Accessibility. (/accessibility/) pE E§SF'§'3 Sengrm: (/password-
Do Not Sell/Share My Personal
Information = %mmwt

{https://compliance security.org/doNotSell.php?
Referen RL= rity.org)

Limit the Use of My Sensitive
Personal Information

(https:/compliance.security.org/doNotSell.php?
ReferenceURL=security.org)

® Copyright 1995 - 2024 Security.org a Centerfield Media Company
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The Australian Government Solicitor,
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Matthew.Garey@ags.gov.au
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D6/05/2024, 11:04 VPN Market Report 2024 - Which VPN Has The Biggest Market Share?

y Use ReVieWS got the biggest VPN market share?
'/ OSIDeviBy OS/Device /e a commission when you buy using links on our site.

y CountryGuides t 2024: Who's got the

uides Compare providers

eviews et share?
REBECCA MOODY - HEAD OF DATA RESEARCH () (X)@) (in)
Updated: February 9, 2021 L g S R
L"{]}'ﬂp'{] ﬂ.tech VPN research done properly Latest guic les
Who’s got the biggest How to
< Uninstall Intego
VPN market share? i i

Step-by-Step
Guide for your
Mac

April 30, 2024 / by Craig
McCart

How to
Uninstall
Comodo on PC
and Mac

April 30, 2024 / by Craig

Digital privacy is becoming a mainstream issue, and
many governments around the world censor the web. MeCart
For those who want open access to the web without Hiowr 40

being tracked by corporations and authorities, VPNs Uninstall
Sophos on PC

offer a way to enjoy internet freedom and privacy. and Mac
April 30, 2024 / by Craig
McCart

But which is the most popular VPN?

Hoiw to
Which VPN has the greatest market share? e i
and Mac —
Removal Guide

To find out, we looked at a number of factors, including
April 27, 2024 / by Craig

how much each VPN has been searched for in Google, Bcga
how “trendy” each VPN is, how big a social following How to
. s ’ Uninstall Panda
each VPN has, how many website visits they’re on PC and Mac
— Trouble-Free
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06/05/2024, 11:04
getting, and how many downloads and reviews they’re

getting on the App Store and Google Play.

Alternatively, if you'd like to know which VPNs are top
of the list based on merit (rather than popularity), view
our guide on the best VPN services here.

Which VPN has had the highest number
of searches?

First, we'll take a look at the monthly search volumes
for the main keywords of each VPN provider. For
example, NordVPN is “nordvpn” and “nord vpn,”
ExpressVPN is “expressvpn” and “express vpn,”
Hotspot Shield is “hotspot shield” and “hotspot shield
vpn,” and so on.

The provider that receives the highest search volume
will win this category as it suggests more people are
searching for this VPN online.

Here are the top 20:

# of Monthly Global Web Searches

SDDKIIIIIII II
£
i
c
<
o

NordVPN
ExpressVPN
TunnelBear
ZenMate
Browsec
Cyberghost
Windscribe
Hola VPN

Hotspot Shield

Chart: Comparitech - Source: Ahrefs - Get the data - Created with Datawrapper

https://www.comparitech.com/blog/vpn-privacy/vpn-market-share-report/
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VPN Market Report 2024 - Which VPN Has The Biggest Market Share?

Removal
Process

April 27, 2024 / by Craig
McCart

How to
Uninstall ESET
on PC and Mac

April 27, 2024 | by Craig
McCart

How to
Uninstall PC
Matic on PC
and Mac —
Comprehensive
Guide

April 26, 2024 / by Craig
McCart

How to
Uninstall
HitmanPro —
Complete
Removal
Instructions

April 26, 2024 [ by Craig
McCart

How to
Uninstall Avira —
Step-by-Step
Guide for
Windows & Mac

April 26, 2024 / by Craig
McCart

How to
Uninstall AVG
from PC and
Mac — Step-by-
Step

April 26, 2024 | by Craig
McCart

atest Antivirus

Private Interne’

e WM

Svirusd g
I:DUnd@’stanglng
Show fhey &
spread &
impact systems

April 30, 2024 | by Mark
Gill

Touch VPN

How to uninstall
VIPRE — A step-
by-step guide
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So, the monthly search term winner is...

NordVPN.

With almost 1.8 million searches per month, NordVPN
is the most-searched VPN on Google. ExpressVPN
comes second with 1.1 million, closely followed by
Hotspot Shield with 1.04 million.

Which VPN is trending?

The above shows us how popular each VPN service is

at this moment in time. But things can soon change,
which is why we examined which VPN providers have
been trending over a longer period of time.

Out of the top 20 VPNs we've analyzed, the 5 with the
most interest over the last year (from January to
December 2019) are NordVPN, ExpressVPN, Hotspot
Shield, Turbo VPN, and Psiphon.

We can see that NordVPN has, on average, been the
most popular. The number of searches increases from
August with a particular peak in October (which
coincides with NordVPN’s news of a data center
breach).

Hotspot Shield also enjoyed peaks in April, May, and
June.

https://www.comparitech.com/blog/vpn-privacy/vpn-market-share-report/

VPN Market Report 2024 - Which VPN Has The Biggest Market Share?

April 30, 2024 / by Craig
McCart

How to protect
yourself from
email
threatware —
Prevention
strategies

April 26, 2024 / by Mark
Gill

Malware,
Ransomware,
Spyware:
What's the
difference and
why you should
care

April 12, 2024 / by Mark
Gill

Best Antivirus
for Linux in
2024

March 18, 2024 / by
Craig McCart

Latest App Studies

1in 4 Apple
App Store kids’
apps breach
Children’s
Online Privacy
Protection Act
(COPPA) rules

June 21, 2023/ by
Rebecca Moody

Nearly 1 in 4
children’s
Google Play
Apps breach
the ICO’s age-
appropriate
design code

February 17, 2023 / by
Rebecca Moody

7 Best App
Store
Optimization
Platforms

July 14, 2022 / by
Amakiri Welekwe

Over1in4
children’s

Googlel gizay
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Apps breach

However, the largest peak is perhaps most surprising o
as it belongs to Turbo VPN. Turbo VPN ranked 19th in Online Privacy
our monthly search list but moved up to fifth in 2019’s (ng‘;";t}f)“j,ﬁs
trending list. The peak itself occurred in May 2019 and ipeiz2, eoet /byl
far exceeds any of the others. Unlike NordVPN’s peak,

; ; : Stalkerware
which can be attributed to its news-related data _ app use by

country

June 1, 2021 / by Paul
Bischoff

breach, nothing seems to stand out for Turbo VPN.
Therefore, the peak is likely due to an increase in
demand, i.e. because of a good review, increased
advertising, etc.

Latest Cloud and Online

So, the most trendy VPN is... Best free
backup apps for
o . Android in
NordVPN. And this is despite the peaks caused by the 2024 Effortless
data breach. Even though more people searched for data backup
October 21,2021 /b
NordVPN at the time of the announcement, it doesn’t Ray Walsh '
distort the overall figures or trend. The Bist
Secure File
. . . Sharing Tools &
Which VPN provider has the biggest trilng
g . Business in
social following? 2024
Oclober 21, 2018 / by
Tim Keary

How big a social following VPN providers have on

Facebook and Twitter is a great way to see how apidsnar (B

discontinued,

popular they are. How many people are wanting to try these
: alternatives
interact and hear more about our top 20 VPNs? SO

Aimee O'Driscoll

The Best Edge

VPN Facebook Twitter Total Services
Providers
Hotspot Shield 4,138,763 95,059 4,233,822 October 15, 2018 / by
Stephen Cooper
Private Internet Access 1,023,163 148,338 1,171,501
The best apps
TunnelBear 75,509 200,164 275,673 to encrypt your
files before
NordVPN 114,963 45,317 160,280 uploading to the
cloud
Turbo VPN 131,716 44 131,760 October 11, 2018 / by
Paul Bischoff
Psiphon 93,893 17783 111,626
PureVPN 101,335 1,248 102,583 Latest Crypto
ExpressVPN 54,196 27,084 81,280
138
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VPN Market Report 2024 - Which VPN Has The Biggest Market Share?
Worldwide

VPN Facebook Twitter Total crypto & NFT
ZenMate 66,156 7,898 74,054 rug pulls and
scams tracker
HideMyAss 56,111 16,461 72,572 S
ProtonVPN 10,325 49,851 60,176 it ol e
CyberGhost 41,298 13,948 55,246 ahd how 1o buy
it and use it
. . October 14, 2021 / by
Windscribe 5,250 48,120 53,370 =i
VPNBook 31,327 14,672 45,999 NP
. Crypto Hacking:
IPVanish 29,815 13,314 43,129 Fraud. theft
Hola VPN 26,801 4,233 31,034 and security
statistics
May 6, 2021 / by Ail
VyprVPN 13,729 10,624 24,353 Mey 8, 2021 [y fimiee
Betternet N/A 10,337 10,337 Bitcoin Price
History — the
Browsec 4,898 N/A 4,898 value of 1 BTC
Touch VPN 853 259 1,112 over time
April 19, 2021 / by
Rebecca Moody
. . ) . How Do People
With an overall social audience of 4.2 million, the Feel About
; : . Cryptocurrencies?
hands-down winner of this category is... Sy

Bischoff

Hotspot Shield, which has a huge social following on

Facebook with 4.1 million likes. Latest Crypto Popular
Posts
In second place is Private Internet Access thanks to its Hoi 16 By and
large Facebook following of 1 million people. And we pay with bitcoin
: _ . . anonymously
should also mention Tunnelbear’s impressive Twitter Aprl 18, 2018 / by

Aimee O'Driscoll

following of more than 200,000 followers.

What is Bitcoin
mining and how

Which VPN provider gets the most it o 80 12
visitors to its website? Aimoe Griscal”

: - 15 best bitcoi
Using SimilarWWeb, we compared the number of Wa”:; folrzc();24
website visits for each provider over the last six e i

and easy to
months of 2019. use)

February 25, 2018 / by
Aimee O'Driscoll
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VPN

ExpressVPN
NordVPN
Hola VPN
HideMyAss
Windscribe
IPVanish
CyberGhost
ProtonVPN
TunnelBear

Hotspot
Shield

Private
Internet
Access
PureVPN
Touch VPN
ZenMate
VPNBook
Betternet
VyprVPN
Browsec

Psiphon

Turbo VPN

Total
Visits
(July
2019)
24,500,000
11,600,000
3,450,000
2,700,000
2,800,000
2,850,000
2,350,000
2,000,000

2,100,000

2,000,000

1,800,000

1,450,000
1,450,000
1,560,000
1,350,000
1,000,000
860,000

1,050,000
490,000

180,000

VPN Market Report 2024 - Which VPN Has The Biggest Market Share?

Total
Visits
(August
2019)
24,600,000
12,100,000
3,600,000
2,750,000
290,0000
3,150,000
2,350,000
2,250,000

2,300,000

1,950,000

1,800,000

1,350,000
1,550,000
1,150,000
1,250,000
940,000
750,000
400,000
460,000

260,000

Total Visits
(September
2019)

24,500,000
11,900,000
3,450,000
2,800,000
2,650,000
2,500,000
2,200,000
2,160,000

2,050,000

1,800,000

1,700,000

1,400,000
1,550,000
950,000
1,100,000
1,000,000
740,000
350,000
470,000

200,000

alest Cryplocurrency

Enjoying 172.7 million visitors in the past 6 months, the

winner is...

https:/fwww.comparitech.com/blog/vpn-privacy/vpn-market-share-report/

Total atuaies
Visits
(October Does the price
2019) of Bitcoin
impact
30,500,000 ransomware
attacks and
10,900,000 ransoms?
October 17, 2022 / by
3’500’000 Rebecca Moody
3,150,000 Worldwide NFT
heists tracker
3,150,000 July 26, 2022 / by
Rebecca Moody
2,450,000 _
Worldwide
2,250,000 cryptocurrency
heists tracker
2,150,000 (updated daily)
June 28, 2019/ by Theo
1,950,000 Tsihitas
1,950,000 Latest Cybercrime Studies
The average
1,750,000 UK government
employee
receives 2,246
1,700,000 malicious
emails per year
1,800,000 April 20, 2022 / by Paul
Bischoff
1,150,000
Cybercrime
1,350,000 victims lose an
estimated $714
1,200,000 billion annually
August 11, 2021 / by
730’000 Paul Bischoff
360,000 Cybersecurity
rankings by
410,000 country: Which
countries have
140,000 the worst (and
best)
cybersecurity?
4 February 6, 2019 / by
Paul Bischoff
Latest Cybersecurity
Employment Studies
2022 US
Cybersecurity
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ExpressVPN. With nearly 87 percent more visitors
than second-place NordVPN, ExpressVPN’s visitor
numbers far exceed any of the other VPN providers.
And as we can see, there was some increase toward

the end of the year, especially in December when

visitor numbers increased by 31 percent on the

previous month.

Which VPN provider has had the most

downloads?

Unfortunately, Apple doesn’t reveal the number of

downloads an app has had in its store so only
approximate estimates are available. However, we can
see how many reviews each app has received and the
overall rating it has been given. Likewise, we can get a
rough idea of the number of downloads in Google Play
and the rating for the Android apps.

# of
VEN Google

Play

Downloads
NordVPN 10 million +
Hotspot 100 million
Shield +
TunnelBear 10 million +
Browsec 1 million +
ZenMate 1 million +
ExpressVPN 10 million +
Windscribe 1 million +
CyberGhost 10 million +
Hola VPN 50 million +
IPVanish 1 million +
Psiphon 50 million +

# of
Google
Play
Reviews

191,490

1,410,800

208,780
33,466
67,682
117,719
16,583
85,5654
1,165,563
7,917

459,059

Google Apple
Play Store
Rating Reviews
4.5 21,000
4.1 6,900
4.4 13,000
4.5 489
3.8 133
4.1 17,000
4.4 792
4.2 6,200
4.5 271

4.1 © 7,000
4.3 277

https:/fwww.comparitech.com/blog/vpn-privacy/vpn-market-share-report/

Apple
Store
Rating

4.5

4.2

4.4
4.6
3.3
45
4.6
4.3
2.5
4.2

3.8

Salary &
Employment
Study — which
state has the
best prospects?

April 5, 2021 / by Paul
Bischoff

2024 US
Network
Administrator
Salary &
Employment
Study - How
Much Does a
Network Admin
Make by State?

June 25, 2019/ by
Rebecca Moody

Latest Data Breaches

Sludies

us
manufacturing
& utility
businesses
leaked nearly
88 million
records in 302
data breaches
in 2023

January 26, 2023 / by
Paul Bischoff

Medical
breaches
accounted for
422.7 million
leaked records
from 5,478 data
breaches

August 18, 2022 / by
Paul Bischoff

Financial data
breaches
accounted for
232 million
leaked records
across 2,260
data breaches

July 21, 2022 / by Paul
Bischoff

The rise of two-

factor

authentication:

Key statistics
141
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VPN

Betternet
HideMyAss
VPNBook
Private
Internet
Access
Touch VPN
PureVPN

ProtonVPN

Turbo VPN

VyprVPN

# of
Google
Play
Downloads
50 million +
1 million +

10000+

1 million +

10 million +
1 million +
100000+

100 million
+

1 million +
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# of
Google
Play
Reviews
1,054,562
29,240

330

20,474

654,588
24,825

1,116

3,492,392

46,995

Google Apple
Play Store
Rating Reviews
4.3 16,000
4.5 2,700
4 N/A
3.8 3,200
4.5 668
3.4 202
4.1 122
4.6 4,900
3.9 1,000

Apple
Store
Rating

4.4
4.4

N/A

4.6

4.4
3.5

3.9

4.6

4.3

Based on Google Play figures, the app with the most

downloads and the highest number of reviews on
Google Play is Turbo VPN. With almost 3.5 million

reviews and an overall rating of 4.6 stars and over 100
million downloads, Turbo VPN is by far the most
popular VPN when it comes to Android devices.

Second-place Hotspot Shield has less than half the
number of reviews and an overall rating of 4.1 but the
same approximate number of downloads. This would
suggest that even though a similar number of people
have downloaded these two VPNSs, Turbo VPN is more
popular with users.

Hola VPN, Psiphon, and Betternet also enjoy a large

number of downloads (over 50 million) and similar

ratings (4.3 or 4.5 stars).

https:/fwww.comparitech.com/blog/vpn-privacy/vpn-market-share-report/

from 2020 to
2024

July 18, 2022 | by Craig
McCart

The State of
Data Breaches
in the US:
Report and
Statistics 2020

August 17, 2021 / by
Paul Bischoff

ianagemer

The Best
Sensitive Data
Scanners

Movember 30, 2023 / by
Amakiri Welekwe

The Best Audit
Trail Tools

November 29, 2023 / by
Amakiri Welekwe

The Best
Phishing
Awareness
Training Tools

Movember 29, 2023 / by
Amakiri Welekwe

The Best
Ransomware
Training Tools

Movember 29, 2023 / by
Amakiri Welekwe

The Best
Privacy Training
Tools for
Employees

MNovember 29, 2023 / by
Amakiri Welekwe

Latest Data Recovery

Software

The Best Data
Loss Prevention
Software Tools

April 18, 2019 / by
Stephen Cooper
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But if we look at the Apple App Store’s ratings, there
is quite a different picture.

NordVPN has the most ratings with 21,000 at 4.5 stars,

followed by ExpressVPN with 17,000 at 4.5 stars and
Betternet with 16,000 at 4.4 stars. Turbo VPN has less
than half the reviews (4,900) but does enjoy an overall
rating of 4.6 stars.

Overall, Turbo VPN would appear to be the most
popular across the two platforms but NordVPN and
ExpressVPN are clear favorites for Apple users.

Which VPNs dominate the market?

Within each of the above categories, we had some
clear winners.

For monthly searches, NordVPN wins by a good
margin. It was also the most “trendy” VPN according to
Google Trends from throughout 2019. But when it
came to social followings, NordVPN dropped in the
rankings and was replaced with the likes of Hotspot
Shield and Private Internet Access. It also lost out to
ExpressVPN when it came to website visits.

Finally, NordVPN and ExpressVPN appear the most
popular choice for Apple users, but Turbo VPN
stormed ahead as the clear favorite for Android Users
(and was another VPN with clear peaks in interest on

Google Trends).

Overall, then, NordVPN and ExpressVPN continue to
hold a large share of the market but they are sharing
this with the likes of Turbo VPN and Hotspot Shield,
which also have huge followings. Out of these four,
Turbo VPN is the only free service.

https:/iwww.comparitech.com/blog/vpn-privacy/vpn-market-share-report/
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Common
Facebook
Marketplace
scams and how
to avoid them

June 27, 2023 / by Ray
Walsh

IDX Identity vs
LifeLock: Full
comparison for
identity theft
protection

June 18, 2022 / by Kyle
Schurman

LifeLock vs
Experian:
Which is best?

May 9, 2022 / by Kyle
Schurman

Complete ID vs
LifeLock: Which
identity
protection
service is right
for you?

May 9, 2022 / by Kyle
Schurman

Identity Guard
vs LifeLock:
Which is best?

April 27, 2022 / by Kyle
Schurman

Lalest Information Security

What are fake
apps? How to
identify and
avoid fake apps

April 5, 2024 / by Ray
Walsh

How secure is
Signal?

March 9, 2024 / by Marc
Dahan

Is Telegram

safe and
secure?
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Methodology

# of monthly searches

We used Ahrefs to find the total monthly searches for
each VPN, using the top 20 of these for the basis of
our report. The figures are derived from Ahrefs’ own
database and are based on the number of times each
keyword has been searched globally on Google.

Trends

We used Google Trends to see which of the VPNs
were trending most on Google over the past year. We
compared each of the top 20 against one another to
find the top 5.

Google Trends works by taking the total number of
searches for a keyword and how these change with
geography and time. This gives you the “interest over
time” graph which shows how keyword search volumes
change within a certain period. We used the entire
year of 2019 and worldwide searches.

Website Visits

SimilarWeb has a number of data sources and uses all
of its aggregated data to create algorithms that offer
estimated figures for things like the number of website
visits.

Opera VPN and Avast VPN were omitted from the
study due to their parent companies offering more than
one service. Due to this, it wouldn’t be fair to compare
their website visits, social followings, etc. to companies
only offering VPNs.

Roundup - best VPNs for

https:/iwww.comparitech.com/blog/vpn-privacy/vpn-market-share-report/
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March 9, 2024 / by Marc
Dahan

How do | get
my CompTIA
Security+

certification?

March 3, 2024 / by Mark
Gill

How difficult is
the Security+
certification?

March 2, 2024 / by Mark
Gill

e i v it d s e
L INLEImel i‘.|:|l-Jl!\'I.

How to clear
your cookies in
Chrome,
Firefox, Edge,
Safari or Opera

February 21, 2019 / by
Chris Stobing

t Internel Studies

What internet
activity would
you be willing to
cut down on to
save energy?

November 8, 2021/ by
Rebecca Moody

The rising tide
of child abuse
content on
social media

February 19, 2021 / by
Paul Bischoff

Internet
Censorship
2024: A Map of
Internet
Censorship and
Restrictions

January 15, 2020 / by
Paul Bischoff

Which
government
censors the
tech giants the
most?
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Our )
Our Verdict
Score
Best VPN for
w W 4.5/5 ; ;
& & changing Netflix

1.” NordVPN’ 9 g region

x;.—%_

4.5/5

» ¥

P

2. D Surfshark® *,’

Y v 455
* &

ko
3.9 ExpressVPN Highly versatile
* % 45
4. @ Cyber GhOSt Easy to use
3/5

* %
IPVANISH *

VPN —

Best budget option

Unlimited devices
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Oclober 1, 2019 / by
Paul Bischoff

Latest IPTV
Get NordVPN Is Facebook
profiting from
illegal
streaming?

June 11, 2019/ by Sam
Cook

et Surtshark bl Ko up
» IPTV on Perfect
Player

January 31, 2019/ by
Tom Blackstone

Get Kodi Solutions
IPTV: Your
gateway to low-
cost global TV
channels in
2024
Gt Seplember 24, 2018/
aC1 by Tom Blackstone
CyberGhost »
Area 51 IPTV:
What is Area 51
IPTV and
should you use
Get IPVanish it?

September 23, 2018/
» by Tom Blackstone

Terrarium TV
shut down: Use

can find out who you are

visit:

N Your IP Address:
1/ 155.190.54.35

'-\

Australia

-~ Your Internet Provider:
Cisco OpenDNS, LLC

https://www.comparitech.com/blog/vpn-privacy/vpn-market-share-report/

PRIVACY ALERT: Websites you visit

The following information is available to any site you

Your Location:
Sydney, New South Wales,
_—
®

these top 10
Terrarium TV
alternatives

September 18, 2018/
by Sam Cook

Latest Kodi

Kodi in steep
decline after
introduction of
anti-piracy
steps

February 28, 2022 / by
Sam Cook

Can You Watch
Tyson vs Jones
on Kodi?

August 13, 2020 / by
Sam Cook
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This information can be used to target ads and
monitor your internet usage.

Using a VPN will hide these details and protect your
privacy.

We recommend using NordVPN - #1 of 72 VPNSs in
our tests. It offers outstanding privacy features and is
currently available at a discounted rate.

Visit NordVPN

https:/iwww.comparitech.com/blog/vpn-privacy/vpn-market-share-report/

How to install
the PBS Kids
Kodi addon

September 25, 2019/
by lan Garland

How to watch
AEW - All Out
Free on Kodi
with a VPN

August 30, 2019/ by
William Elcock

How to watch
the US Tennis
Open 2021 on
Kodi — free
livestream

August 16, 2019 / by
William Elcock

Latest Kodi Popular Posts

Can you watch
Bellator MMA
live on Kodi?

June 21, 2019 / by Sam
Cook

How to watch
the 2022
French Open
on Kodi

May 21, 2019 / by Sam
Cook

How to watch
the NCAA
Frozen Four

2021 on Kodi

April 10, 2019 / by Sam
Cook

How to watch
the 2024 NCAA
Final Four and
Championship
game on Kodi

April 5, 2019 / by Sam
Cook

30+ Best Kodi
Addons working
in 2024 (of
130+ tested)

March 15, 2018 / by lan
Garland
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Latest Net Admin

The Best Log
Parsing Tools

April 24, 2024 / by Scott
Pickard

The Best Tools
for loT Software
Monitoring

April 24, 2024 | by Scott
Pickard

The Best
Service
Request
Management
Software

April 24, 2024 / by
Stephen Cooper

The Best E-
commerce
Fraud
Prevention
Software

April 22, 2024 / by
Amakiri Welekwe

The Best Tools
to Monitor the
Health of
HAProxy

April 22, 2024 [ by Liku
Zelleke

Latest Net Admin Popular

The Best Free
TFTP Servers
for Windows,

Linux and Mac

February 28, 2019 / by
Jon Watson

The Best SFTP
and FTPS
Servers
Reviewed 2024

February 27, 2019 / by
Jon Watson

The Best
NetFlow
Analyzers &
Collector Tools
for 2024
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January 23, 2019/ by
John Kimball

The Best
Bandwidth
Monitoring
Tools to
Analyze
Network Traffic
Usage

December 21, 2018 / by
John Kimball

Laiest News

Virginia Union
University
notifying people
of data breach
following cyber
attack in
February 2023

May 2, 2024 / by
Rebecca Moody

OE Federal
Credit Union
confirms data
breach that
compromised
SSNs, credit
and debit cards

May 1, 2024 / by Paul
Bischoff

The
Philadelphia
Inquirer notifies
25,000+ people
of data breach
that leaked
financial,
personal info

April 30, 2024 | by Paul
Bischoff

Ransomware
gang claims
cyber attack on
New York
Legislative Bill
Drafting
Commission

April 29, 2024 { by Paul
Bischoff

Software
company
DATAIR
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notifying people
of LockBit
ransomware
attack in
December 2022
that stole data
and demanded
$250K

April 29, 2024 / by
Rebecca Moody

Lalest Password

Best password
managers for
iPhone in 2024

March 21, 2023 / by
Mark Gill

Best password
managers for
Android in 2024

March 16, 2023 / by
Mark Gill

Best password
managers for
Mac in 2024

March 7, 2023 / by Mark
Gill

Best password
managers for
Windows in
2024

February 28, 2023 / by
Mark Gill

Latest Plex

Watch your
Plex library in
Kodi with the
Plex Kodi
addon

December 24, 2017 / by
Aaron Phillips

How to set up
Plex on
Chromecast
and get the
most out of it

December 7, 2017 / by
Aaron Phillips
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Plex vs Kodi:
Which
streaming
software is right
for you?

November 1, 2017 / by
Aaron Phillips

Installing and
using the Fire
TV Plex app

October 31, 2017 / by
Aaron Phillips

The best Plex
plugins: 25 of
our favorites
(Updated)

September 20, 2017 /
by Aaron Phillips

Latest Plex Popular Posts

How to get
started
streaming with
Plex media
server

Seplember 20, 2017 /
by Aaron Phillips

Selectively
routing Plex
through your

VPN

September 20, 2017/
by Aaron Phillips

Popular Posts

The Best VPNs
for Netflix in
2024 — Unblock
US Netflix and
more

January 5, 2019 / by
Paul Bischoff

Best VPNs for
Torrenting
Safely and
Privately in
2024

January 1, 2019/ by
Paul Bischoff

Die besten und

schlechtesten
150

16/27



06/05/2024, 11:04 VPN Market Report 2024 - Which VPN Has The Biggest Market Share?
VPNs fiir
Torrent-Dateien
und P2P-
Filesharing
2018

September 25, 2018 /
by Paul Bischoff

How to make
your own free
VPN with
Amazon Web
Services

May 15, 2018 / by Paul
Bischoff

A beginner’s
guide to online
censorship

August 26, 2017 / by
Paul Bischoff

Latest Privacy Studies

Digital IDs: 50
countries
ranked by
digital ID
requirements
and use

January 29, 2024 / by
Rebecca Moody

Where in the
world is your
child’'s data
safe? 50
countries
ranked on their
child data
protection
legislation

May 25, 2022 | by Paul
Bischoff

Direct-to-
Consumer DNA
Testing: How
protected is the
genetic data
you're
submitting to
these websites?

March 1, 2022 / by
Rebecca Moody

Which country
has the most-

watched
151
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workers in the
world?

April 27, 2021 / by Paul
Bischoff

Encryption
laws: Which
governments
place the
heaviest
restrictions on
encryption?

October 20, 2020 / by
Paul Bischoff

LLatest Ransomware

Nearly 1in 5
ransomware
attacks led to a
lawsuit in 2023

April 26, 2024 / by
Rebecca Moody

Ransomware
attacks on the
education
sector have
cost the world
economy over
$53 billion in
downtime alone

September 15, 2023 /
by Rebecca Moody

Ransomware
attacks on the
manufacturing
industry cost
the world
economy $46bn
in downtime
alone

July 31, 2023 / by
Rebecca Moody

Ransomware
attacks on the
finance sector
have cost the
world economy
$32.3bn in
downtime alone

July 5, 2023 / by
Rebecca Moody

Ransomware
attacks on food,

162
18/27



06/05/2024, 11:04 VPN Market Report 2024 - Which VPN Has The Biggest Market Share?
beverage, and
agriculture
organizations
have cost the
world economy
$1.36bn in
downtime alone

June 5, 2023 / by
Rebecca Moody

Latest Scams Studies

Over 114,000
Americans lost
more than $8
billion to
investment
scams in 2023

April 27, 2022 / by Paul
Bischoff

Ofcom’s new
measures could
save UK
consumers from
115m scam
calls and £9.6m
in fraud losses

October 26, 2021 / by
Paul Bischoff

The State of
Spam in the
US: Report and
Statistics

October 5, 2021 / by
Rebecca Moody

The State of
Phishing in the
US: Report and
Statistics 2021

July 27, 2021 / by Paul
Bischoff

The State of
Robocalls in the
US: Report and
Statistics 2020

July 19, 2021 / by Paul
Bischoff

Latest Sports Streaming

How to watch
Day of
Reckoning
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(boxing) live
online

December 21, 2023 / by
Mark Gill

How to watch
the Caribbean
Premier League
from anywhere

December 6, 2023 / by
Mark Gill

How to watch
the Premier
League for free
on Amazon
Prime

December 6, 2023 / by
lan Garland

How to watch
Power Slap
from anywhere

MNovember 23, 2023 / by
Ray Walsh

How to watch
the DP World
Tour
Championship
2023 online

November 6, 2023 / by
Mark Gill

Latest Sports Streaming
Popular FPosts

How to watch
Spain vs.
Germany
(World Cup
2022) online
from anywhere

November 25, 2022 / by
Craig McCart

How to watch
England vs.
United States
(World Cup
2022) online
from anywhere

November 23, 2022 / by
Craig McCart

How to watch
United States
vs. Wales
(World Cup
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2022) online
from anywhere

November 19, 2022 / by
Craig McCart

How to watch
Gervonta Davis
vs Leo Santa
Cruz live online

October 20, 2020 / by
Sam Cook

How to watch
Vasiliy
Lomachenko vs
Teofimo Lopez
live online

October 16, 2020 / by
Sam Cook

Latesi Streaming Studies

Which countries
have the most
Christmas
movie fans?

December 8, 2021 / by
Rebecca Moody

The most
popular Netflix
Original series
by country

July 7, 2021 / by
Rebecca Moody

Celebrate July
4 with the most
popular patriotic
movies by state

June 29, 2021/ by
Rebecca Moody

Screen Time
Statistics:
Average Screen
Time by
Country

June B, 2021 / by
Rebecca Moody

What is the
world watching
on Netflix?

April 6, 2021 / by
Rebecca Moody

atest Studies
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Surveillance
camera
statistics: which
football fans are
the most
watched in the
world?

Seplember 4, 2023 / by
Rebecca Moody

Which of the
top 50 UK cities
have the most
Hikvision and
Dahua camera
networks?

June 8, 2023 / by
Rebecca Moody

NDAA-
prohibited
cameras: Which
countries and
cities have the
most Hikvision
and Dahua
camera
networks?

April 19, 2023 / by
Rebecca Moody

Ransomware
attacks on US
manufacturing
and utility
businesses cost
$5.53bn in 2022

March 3, 2023 / by Paul
Bischoff

On average,
healthcare
organizations
lose $900,000
per day to
downtime from
ransomware
attacks

Movember 14, 2022 / by
Paul Bischoff

Latest Surveillance
Studies

The top 50
most surveilled
colleges in the
United States
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Latest TV

March 29, 2022 / by
Paul Bischoff

Government
Social Media
Spying Powers:
50 countries
ranked on
social media
surveillance

January 19, 2022 / by
Paul Bischoff

China now lets
citizens opt out
of private face
recognition.
Does your
country?

August 12, 2021 / by
Paul Bischoff

Facial
recognition
technology
(FRT): Which
countries use
it? [100
analyzed]

June 8, 2021 / by Paul
Bischoff

CCTV
surveillance in
the most
populated cities
in the United
States

February 3, 2021 / by
Paul Bischoff

Streaming

How to watch
Everything
Everywhere All
at Once online

January 18, 2024 / by
Mark Gill

How to watch
Masters of the
Air online from
anywhere

January 17, 2024 / by
lan Garland

How to Watch
The Ted TV
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Series (Season
1) Online

January 8, 2024 / by lan
Garland

How to stream
Berlin season
one online from
anywhere

January 1, 2024 / by lan
Garland

How to watch
The Grinch on
Netflix

December 21, 2023 / by
lan Garland

Latest TV Streaming
Popular Posts

How to Watch
Floyd
Mayweather vs
John Gotti Ill
from anywhere

June 9, 2023 / by Craig
McCart

How to watch
Love Island
online from
abroad (stream
it free)

May 30, 2019/ by lan
Garland

How to watch
Game of
Thrones
Season 8 free
online

April 14, 2019 / by Sam
Cook

How to watch
Super Bowl 58
(LVINI) free
online
anywhere in the
world

February 2, 2019/ by
Sam Cook

Latest Ulilities

Best free
YouTube
158
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downloader
apps

January 13, 2024 / by
lan Garland

10 Best Video
Compressors
for Windows
and Mac in
2024

September 9, 2023 / by
Paul Bischoff

Best video
downloaders for
Windows 10 in
2024

August 1, 2022 / by
Aimee O'Driscoll

6 Best PC tune
up software:
How to tune up
your PC

March 22, 2021 / by
Aimee O'Driscoll

How to convert
YouTube to

MP3

February 18, 2021 / by
Aimee O'Driscoll

Latest VPN & Privacy

i0OS Malware
Stats and Facts
for 2024

April 26, 2024 / by Ray
Walsh

Best Omegle
alternatives for
having fun live
chats in 2024

April 24, 2024 / by Ray
Walsh

VPN
Jurisdiction:
Where's the
best place for a
VPN to be
based?

April 22, 2024 / by Ray
Walsh

MPLS vs. VPN
— What are the
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differences?

April 22, 2024 | by Marc
Dahan

What do
Google's cookie
changes mean
for privacy?

April 19, 2024 / by
Justin Schamotta

Latest VPN Studies

VPN demand
rises around
key Roe v.
Wade dates

July 8, 2022 / by
Rebecca Moody

Study shows
you can save
85% on car
rental by
altering your
booking
location

May 30, 2022 { by Paul
Bischoff

Study: How the
most popular
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y Use Reviews

y OS,DeViBy OS/Device /e a commission when you buy using links on our site.

y CountryGuides : .
uides  Compare providers UStralia for fast streaming
eviews ’

we've rounaed up the best VPN services for Australia. We've looked at
VPNs with fast speeds and top privacy features and those that work
with popular Australian and International streaming services.

Writer @ Reviewed by: lan Garland - Streaming, oy
Paul Bischoff Kodi and VPN Expert @lanGarland_ T } X)) ®)
Tech Writer, Privacy )
Advocate and VPN Expert [5) Updated: April 30, 2024 K ﬂr)
E{Jn]pante‘:h VPN research done properly i \/ |
Best VPNs nis
for Australia Editor's Choice
Up to 74%
™ NordVPN® OFF +5
FREE mo
85% OFF 2
a Surfshark® yrplan
Get Deal >
Are you tired of not being able to access streaming pus— T—
services in Australia or while abroad? A Virtual Private P Get Deal >

Network (VPN) could be your answer. With VPN usage
on the rise within the country and among Australians
traveling abroad, choosing a reliable service that
meets your needs is crucial. An Australian VPN is your
go-to solution whether you're looking to access
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How we test VPNs
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Aussie TV from anywhere or safeguard your online
privacy on unsecured public Wi-Fi networks.

We understand the importance of thorough testing and
extensive research. That's why we've taken the time to
evaluate various VPN providers to bring you an in-

depth analysis of the top options available in Australia.

Protecting your online activities from prying eyes,
such as your ISP and hackers, is just one aspect we'll
explore. We'll also dive into the best VPNs for
bypassing content restrictions and streaming blocked
material while abroad.

Without further ado, let’s dive into the details of each

VPN. However, if you're eager to see our top
Australian recommendations right away, here they are:

Best VPNs for Australia:

1. NordVPN : The best VPN for Australia. Best in
class on security, with thousands of very fast,
secure VPN servers to choose from. Works great
with streaming sites like Netflix and includes a 30-
day money-back guarantee.Readers’ #1 choice
three years running

In our testing we found that the
cheapest NordVPN plan (Standard)
works perfectly for Australia.

2. Surfshark: Best budget option for Australia. This
quick and easy-to-use VPN allows any number of
connections and unblocks a huge range of
services.

3. ExpressVPN: Servers in 94 countries, all
optimized for speed. Offers a wide range of

https:/fiwww.comparitech.com/blog/vpn-privacy/best-vpn-australia/

Best VPNs for Australia for Fast Streaming, Privacy (2024)

Best VPNSs for Australia
— Qur hands-on review

Best VPNs for Australia
Criteria

How to use a VPN for
Australia (first-person
guide)

Why you need a VPN in
Australia

How we found the best
Australia VPN: Our
testing methodology

Some VPNs to avoid in
Australia

VPN Australia FAQ
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security features and strong unblocking abilities in
Australia.

4. CyberGhost: One of the fastest Australian VPNs.
Easy-to-use option with blazing fast servers and
the ability to unblock Netflix and other streaming
sites.

5. PrivateVPN: Highly secure, no logs VPN. Fast
speeds. Works particularly well with Netflix
Australia. Port forwarding and split tunneling for
torrenting.

6. IPVanish: Plenty of fast server locations to
choose from in Australia, a strict no logs policy,
and torrent-friendly thanks to its speeds.

7. PureVPN: Quick and capable service that works
with plenty of Australian streaming platforms. has
a high connection limit, doesn’t keep logs, and
delivers very high speeds.

8. ProtonVPN: Tried and tested VPN with a great
track record on security. Highly customisable, with
automatic ad-blocking and a proven no logs

policy.

'\ sef NordVPN - the #1 VPN for Australia

Help our VPN research by answering one question

What is most important to you when choosing a VPN?
Let us know...

# | Send Feedback

WANT TO TRY THE TOP VPN RISK FREE?

NordVPN is offering a fully-featured risk-free 30-
day trial if you sign up at this page. You can use
the VPN rated #1 for Australia, free from any limits
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or restrictions, for a month. As such, it's perfect for
using Ausftralian services while abroad on

vacation.

There are no hidden terms—just contact support
within 30 days if you decide NordVPN isn't right for
you and you'll get a full refund. Start your NordVPN
trial here.

A VPN, or virtual private network, encrypts a device’s
internet traffic and routes it through an intermediary
server in a location of the user’s choosing. This can
allow Australians to access blocked content that's geo-
locked in their own country. It can also provide a
private tunnel through which P2P filesharing
applications can be used.

The VPNs in this list also have servers with Australian
IP addresses so you can connect to your favorite
Aussie TV when abroad in addition to accessing geo-
locked content (like US Netflix or BBC) from inside

Australia.

Best VPNs for Australia — Our hands-on
review

We've compared the most important features for the
top VPNSs here. Prefer to read the in-depth

reviews? Start with NordVPN — our #1 choice for
Australia.

MUINRLE R, Ry OO _—
NOTraveEn Surfsharl ExpressVPN

Website NordVPN.com Surfshark.com ExpressVPN.com
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Ranking for Australia 1 2
Australian servers 190+ servers 90+ servers 4
Avg Speed (Mbps) 100+ Mbps 100+ Mbps 100+

Simultaneous Connections 10 Unlimited
Devices Windows Windows
- ind MacOS S
Supported | MacOS, igénA%ﬁ?&d i WIBEERG TS,
i0S, . Ay . Android, Linux,
. Amazon Fire TV,
Android, Aople TV Smart TVs,
Linux PP Routers
Best $3.09 — $6.67
deal Up to 74% s ss;/ i SAVE:
(per off +3 % 49% + 3
+
month) aastiin ye;r tart:r :) an b
FREE months free F—

Best VPNs for Australia Criteria

You may find choosing a VPN a little difficult with so
many options available. However, not all are worth
your time and money. To make your decision that little»
bit quicker and easier, we sought out VPNSs that fulfill
the following criteria:

o Servers in countries worldwide (including

Australia)
e Fast, unthrottled connections for streaming lag-

free

» The ability to bypass geo-blocks on platforms like
Netflix

o Secures your internet traffic with high-end
encryption

o Protects privacy by not keeping any identifying
logs

https://www.comparitech.com/blog/vpn-privacy/best-vpn-australia/
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e Live chat and email support are available 24 hours
a day
e Allows a minimum of five simultaneous
connections (unlimited is preferred)
o Good value for money with a fair money-back

guarantee
Best Australian VPNs in 2024

Based on these criteria we’ve compiled a list of the top
VPN service providers for Australia:

1. NordVPN
™ NordVPN" i eppaieo

APPS AVAILABLE:
Website: www.NordVPN.com

el el

mm PC Mac Money-back guarantee: 30
05 108 i Android Dretss

A Linux fiety FireTV

|'I‘l_....l"_f‘=

NordVPN is one of the fastest Australian VPNs. It
operates servers in over 100 countries, with multiple
locations in the Asia-Pacific region, meaning you have
plenty of choice when it comes to Australian servers.
This VPN excels at unblocking geo-restricted services
and can bypass the Netflix proxy firewall in the US and
Australia. It also works very well with Amazon Prime
Video and BBC iPlayer.

This VPN doesn’t keep zero logs and is based in
Panama, where it isn’t subject to data retention laws.
NordVPN puts your privacy first with AES 256-bit
encryption, protection from DNS leaks, and a kill switch
feature. You can even connect to specialty servers
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such as MultiHop and Onion Over VPN for an
additional layer of security. Need help? 24/7 support is

available via live chat and email.

Secure up to six devices simultaneously with
NordVPN'’s apps for Windows, Mac, Linux, Android,
iOS, and Amazon Fire TV. Browser extensions can be
downloaded for Chrome, Firefox, and Edge. NordVPN
supports a variety of routers with manual configuration.

Want to know more about NordVPN and why it's one of

our favorite VPNs? Read our NordVPN vs

ExpressVPN article, that breaks down how it stacks up
~ against another market-leader.

NordVPN speed test data

Website

NordVPN.com

Average Connection Speed - North America (USA)
354 Mbps

Average Connection Speed - Europe (UK)

262 Mbps |

Average Connection Speed - Asia (Hong Kong)
284 Mbps

Best deal (per month)

$3.09Up to 74% off + 3 months FREE

Pros: Cons:
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+ Top VPN contender for . Desktop app takes
Australia some getting used to
+ Unblocks foreign
Netflix libraries and
streams at good
speeds
+ No compromises on
privacy and security
features
4+ Purpose specific
servers available
(streaming, torrenting,
P2P etc.)
+ Australian servers give
access to Aussie
content abroad

Our score:

- 9

. Ay '*:I-': -~ 7
comparitech W % W % 3

4.5 out of 5

BEST VPN FOR AUSTRALIA: NordVPN is our #1
choice. Comes packed with security features and a
zero-logs policy. Unblocks most major streaming
platforms abroad. Excellent connection speeds.
Includes a risk-free 30-day money-back guarantee.

Read our full review of NordVPN.

NordVPN Coupon
Up to 74% off + 3 months FREE

Discount applied automatically
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2. Surfshark
B surfshark®
APPS AVAILABLE:
Website:
em PC -l Mac www.Surfshark.com
¢ [0S it Android Money-back guarantee: 30
_ i DAYS
f Linux

Surfshark is a VPN provider that’s great for
unblocking region-locked content like Netflix, Hulu,
Amazon Prime Video, and BBC iPlayer. It's an ideal
choice for families as it allows you to have unlimited
simultaneous connections under a single account. That
makes it a great budget option to share with trusted
friends and family. Surfshark also makes our list of the
fastest VPNs available.

Surfshark allows P2P file-sharing on all server
locations and keeps no logs of your online activity. It
also offers strong 256-bit AES encryption and DNS
leak protection. You can also find an automatic Kkill
switch that prevents unprotected traffic from leaving
your device if the VPN secure connection drops. If
that’s not enough, Surfshark also offers MultiHop
servers. Live chat support is available 24/7.

Surfshark can be Used via its apps for Windows, Mac,
Android, iOS, Linux, and Amazon Fire TV.
Furthermore, Chrome and Firefox browser extensions
are available. Surfshark can also be manually installed
on compatible routers.

Surfshark speed test data
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Website

Surfshark.com

Average Connection Speed - North America (USA)
521 Mbps

Average Connection Speed - Europe (UK)

702 Mbps

Average Connection Speed - Asia (Hong Kong)
561 Mbps

Best deal (per month)

$2.19Save 86% on a 2 year Starter plan + 3 months free

Pros: Cons:

+ Generally solid speeds — Global server network

+ Fantastic set of is smaller than most
security features other VPNs

+ Great at unblocking — Some features require
popular streaming a subscription to
platforms like Netflix, Surfshark One

Hulu, and BBC iPlayer
+ Allows torrenting and
P2P file-sharing
4+ Unlimited simultaneous
connections

Our score:
comparitech ¥ % % ¥ ¥

4.5 out of 5
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BEST BUDGET OPTION: An inexpensive way to
unblock sites and torrent safely across all of your
devices. In fact, this fast, no-logs VPN even comes
with a 30-day money-back guarantee.

Read our full Surfshark review.

Surfshark Coupon
Save 86% on a 2 year Starter plan + 3
months free

Discount applied automatically

3. ExpressVPN

e ExpressVPN

APPS AVAILABLE:

Website:
@ pc ( 7 Mac www.ExpressVPN.com
05 108 u_E"':“f]n Kiidiaid Money-back guarantee: 30
B = DAYS
"y Linux

A

ExpressVPN operates more than 3,000 servers
worldwide across 94 countries, including Australia.
Torrenting is allowed on all servers. This VPN service
has consistently performed well in our unblocking and
speed tests, so it's a good option for streaming
content. It can unblock both the US and Australian
Netflix catalogs, and when you do stream, you can
expect it to be lag-free thanks to unlimited bandwidth.

173

hitps:/iwww.comparitech.com/blog/vpn-privacy/best-vpn-australia/

11/44



06/05/2024, 11:11 Best VPNs for Australia for Fast Streaming, Privacy (2024)
It's worth knowing that ExpressVPN provides excellent
customer support 24 hours a day. This VPN is based in
the British Virgin Islands and isn’t subject to user data
retention laws. Besides, it doesn’t keep any user-
identifying logs. Security features 256-bit AES
encryption, a kill switch, and DNS leak protection. You
can use ExpressVPN to connect up to five devices at
the same time.

ExpressVPN has apps for desktop (Windows, Mac,
and Linux) and mobile (Android and iOS). It also has
an app for Amazon Fire TV. Multiple browser
extensions, including Chrome and Firefox, are offered.
ExpressVPN even provides custom router firmware.

ExpressVPN speed test data

Website
ExpressVPN.com
Average Connection Speed - North America (USA)

319 Mbps

Average Connection Speed - Europe (UK)

303 Mbps

Average Connection Speed - Asia (Hong Kong)
278 Mbps

Best deal (per month)

$6.67SAVE: 49% + 3 months free

Pros: Cons:

174
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+ Exceptional for — Not as configurable as
Australian use and some power users
accessing Australian would like
content while abroad — Doesn’t come cheap,

+ Fast servers are great use a coupon for
for high-quality discounts
streaming and
downloading

+ Gets around torrent
tracker sites blocks
without compromising
privacy

+ Apps have sound
digital security and
privacy features

Qur score:

g

comparitech W * % % ¥

4.5 out of 5

HIGHLY VERSATILE: ExpressVPN is a great choice.
It's speedy, hard to beat on privacy and digital security
features, and able to unblock platforms like Netflix
abroad. There’s even a 30-day no-quibbles money-
back guarantee.

Read our full ExpressVPN Review.

ExpressVPN Coupon

SAVE: 49% + 3 months free

Coupon applied automatically
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4. CyberGhost

Cyber Ghost

APPS AVAILABLE:

Website:
— P 01 Mac www.Cyberghost.com
05 10S it Android Money-back guarantee: 45
| DAYS
Linux

CyberGhost operates a vast network of more than
10,000 servers, including 200+ in Australia and over
1,300 in the US. It focuses heavily on unblocking
streaming services like Netflix and Amazon Prime
Video. It's also popular with torrenters due to its very
fast server speeds and strong security offering. With a
single CyberGhost account, you can connect up to
seven devices simultaneously.

You can expect strong privacy protection with
CyberGhost, which doesn’t log user activity or record
IP addresses. All data is secured with 256-bit AES
encryption, DNS leak protection, and an automatic Kill
switch feature. If you’re on Windows, you'll benefit from
CyberGhost’'s Windows security suite, which includes
an antivirus. Live chat and email support can be
contacted around the clock.

CyberGhost provides apps for Windows, Mac, Android,
i0S, Linux, and Amazon Fire TV. You can also
manually configure a connection with compatible Wi-Fi
routers.

CyberGhost speed test data
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Website

Cyberghost.com

Average Connection Speed - North America (USA)
449 Mbps

Average Connection Speed - Europe (UK)

269 Mbps

Average Connection Speed - Asia (Hong Kong)
167 Mbps

Best deal (per month)

$2.19SAVE 83% on the 2 year plan + 2 months free!

Pros: Cons:

4+ Operates servers in — Lack of configuration
Australia, great for options will frustrate
accessing local content power users
while abroad — No dedicated apps for

+ Beginners find their routers

apps easy to set up
and use.

+ We were impressed by
their server speeds
during testing

+ Solid privacy and
security features
enabled by default

Our score:
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comparitech ™ W W X

4.5 outof 5

GOOD VALUE OPTION: CyberGhost is easy to use.
Achieves fast and reliable internet access with a good
range of servers. Great privacy with zero logs, DNS
leak protection and an automatic kill switch. Works well

with most popular streaming platforms. 45-day money-
back guarantee.

Read our full CyberGhost VPN review.

CyberGhost Coupon

SAVE 83% on the 2 year plan + 2 months
free!

Discount applied automatically

5. PrivateVPN

3 PrivateVPN

APPS AVAILABLE:
Website:
@ pe i ; Mac www.PrivateVPN.com
‘0% 10S i Android Money-back guarantee: 30
DAYS
/‘ Linux
W)

PrivateVPN is a service based in Sweden that was
launched with the backing of activists who support
consumer rights to torrent privately. Although it has a
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relatively small server network, its servers are spread
across 60 countries. Furthermore, this VPN is highly
capable of unblocking popular streaming services,
such as Netflix or HBO Max. Speeds are more than
fast enough for streaming, and there’s no bandwidth
throttling.

True to its name, PrivateVPN has a watertight no-logs
policy. It also offers 256-bit AES encryption, a Kill
switch, DNS leak protection, port forwarding, and
obfuscation. With a single account; you can install it on
up to & devices simultaneously. Live chat and email
support are available, and if you need it, there’s even
free remote help and installation.

You can connect to PrivateVPN servers via the apps
for Windows, Mac, Android, iOS, and Amazon Fire TV.
To use PrivateVPN with Linux or a Wi-Fi router, you'll
need to follow manual setup instructions.

PrivateVPN speed test data
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Website

PrivateVPN.com

Average Connection Speed - North America (USA)
94 Mbps

Average Connection Speed - Europe (UK)

57 Mbps

Average Connection Speed - Asia (Hong Kong)

62 Mbps

Best deal (per month)

$2.00Save 85% on a one year plan + 24-months free

Pros: Cons:

+ Allows torrenting — Fewer servers in each
throughout country than our other

4+ Servers in 63 countries recommendations

+ Solid no logs policy

+ AES encryption,
killswitch, and port
forwarding features

+ Excellent speeds

Our score:

A

o o
w Wy

comparitech % %

4.5 out of 5

STRONG ON PRIVACY: Based in Sweden. Secure
bare metal servers. No logs policy. Servers located in
63+ countries. Allows torrenting. Has a Kill-switch,
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DNS leak protection, and obfuscation. Perfect for
streaming Netflix or accessing restricted websites. 30-

day money-back guarantee.

Read our full PrivateVPN review.

PrivateVPN Coupon

Save 85% on a one year plan + 24-
months free

Discount applied automatically

6. IPVanish
IPVANISH

— VPN —

APPS AVAILABLE:
Website: www.IPVanish.com

1] LA

m PC @ Mac Money-back guarantee: 30
i0S 108 || Android DAYS

:’:\,\ Linux

IPVanish has implemented the WireGuard protocol
and owns all of its own physical servers. This has
resulted in some of the fastest download speeds
available from any VPN. It operates more than 2,000
servers in 75+ locations. Furthermore, it has over 70
servers in Australia and New Zealand. You can use
IPVanish to securely access the likes of Netflix US and
even Australian streaming services such as Stan.

With IPVanish, you can connect an unlimited number
of devices at the same time. A subscription also
181
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includes 24-hour access to live chat and email support.
This is a highly secure service thanks to its 256-bit
AES encryption and no-logs policy. Note that security
also includes protection from DNS leaks and a Kill
switch.

IPVanish offers Windows, Mac, Android, iOS, and
Amazon Fire TV apps. However, browser extensions
aren't available. While IPVanish supports Linux and
select routers, manual setup is required.

IPVanish speed test data

Website

IPVanish.com

Average Connection Speed - North America (USA)
277 Mbps

Average Connection Speed - Europe (UK)

237 Mbps

Average Connection Speed - Asia (Hong Kong)
352 Mbps

Best deal (per month)

$2.99SAVE 76% on the 2 yr plan

Pros: Cons:
+ Own and operate — Can’t signup with
server locations in Bitcoin
Australia — Apps don’t work in
+ Impressive speeds and China

reliable secure

182
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connections
+ Torrenting is allowed
and they keep no
internet traffic logs
+ Secure unlimited
devices

Our score:
. b b
comparitech ¥ % % 7

4 out of 5

NO CONNECTION LIMIT: IPVanish has a large
network of servers. Generally solid for torrenters,
Kodi users, and folks who need the highest standard of
privacy, but look elsewhere if you want to unblock
Netflix. 30-day money-back guarantee.

Read our full IPVanish review.

IPVanish Coupon
SAVE 76% on the 2 yr plan

GET DEAL :

Discount applied automatically

7. PureVPN

@ PUREVPN

APPS AVAILABLE:
Website: www.PureVPN.com

=R PC @1 Mac
i 183

https://iwww.comparitech.com/blog/vpn-privacy/best-vpn-australia/ 21/44



06/05/2024, 11:11 Best VPNs for Australia for Fast Streaming, Privacy (2024)
Money-back guarantee: 31

I0S | Android
DAYS

-
) Linux

PureVPN has one of the larger networks we’ve seen,
with roughly 6,000 servers spread across 65 countries
including Australia. These appear to be remarkably
well-optimized, resulting in average speeds of nearly
400 Mbps in our most recent testing. In other words,
you shouldn’t have any performance issues regardless
of whether you're streaming 7plus, playing online
games, or downloading large files. The generous
connection limit is a huge bonus too.

Let’s talk about security. PureVPN keeps your activities
hidden using industry-standard encryption. It also
prevents DNS and IPv6 leaks, plus there’s a kill switch
that ensures you never browse unprotected. This
service follows a strict no-logs policy and undergoes
regular audits to prove it. Unfortunately, the tracker-
blocker only works if you choose one of the more
expensive subscription plans and support staff take
quite a while to respond via live chat. All the same, this
is a VPN that’s well worth trying out.

PureVPN has its own apps for Android, iOS, Windows,
and MacOS. There’s also a GUI for Linux users and
manual setup instructions just in case you'd like to
install this VPN on a router.

PureVPN speed test data

Website

PureVPN.com
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Avg Speed (US)
628 Mbps
Avg Speed (UK)
324 Mbps
Avg Speed (Asia)
246 Mbps
Best deal (per month)

$2.11Up to 82% off the 2-yr standard plan + free months

Pros: Cons:
+ Excels at going — Limited split tunneling
undetected support
+ Good blend of speed — Could offer more
¢ and security advanced functionality

+ Can secure up to 10
devices simultaneously

Our score:

comparitech y B B B ¢

4 outof 5

FAST AUSSIE SERVERS: PureVPN makes it easy
to get a high-speed, low-latency connection in
Australia. Works well with most streaming platforms
and includes all of the tools you'll need to browse
safely. Better still, all plans come with a 31-day money-
back guarantee.

Why not read our complete PureVPN review?

PureVPN Coupon
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Up to 82% off the 2-yr standard plan +
free months

Discount applied automatically

8. ProtonVPN

<7 ProtonVPN

APPS AVAILABLE:

Website:
= pc ( ‘,,; Mac www.protonvpn.com
i0S 10s i1 Android Money-back guarantes: 30
~ = DAYS
f\ Linux

ProtonVPN is another service with plenty to offer
users in Australia. It has minimal impact on your
connection speeds (averaging 330 Mbps in our latest
tests), blocks ads automatically, and can help you
access stubborn streaming platforms like Netflix,
10play, and Binge from abroad. What's more, it permits
up to 10 simultaneous connections and provides 24/7
assistance over live chat. There’s even a limited free
plan, so you can try it out before you commit.

This service has everything you’ll need to browse the
web safely, including 256-bit encryption, a kill switch,
and leak protection. There are even special Secure
Core servers stored in underground data centers for
maximum protection. Experienced users will find a lot
to like here, from port forwarding functionality to split

tunneling, but more importantly, ProtonVPN follows a
186
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zero-logs policy. We know this for a fact, too, since it's
been independently audited.

ProtonVPN apps are available for iOS, MacOS,
Windows, Linux, and Android. It's also possible to
manually configure this service to work with most
router firmware.

ProtonVPN speed test data

Website

protonvpn.com

Average Connection Speed - North America (USA)
390 Mbps

Average Connection Speed - Europe (UK)

306 Mbps

Average Connection Speed - Asia (Hong Kong)
295 Mbps

Best deal (per month)

$3.59Up to 64% off a 2-year plan

Pros: Cons:

+ Large network of fast — Not the cheapest, even
servers for long-term

+ Novice-friendly but subscribers
highly-secure — We'd like to know more

+ Makes it as easy as about how the VPN
possible to get help Accelerator works

Our score:
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comparitech o

4 out of 5

READY FOR ANYTHING: ProtonVPN is a privacy-
first service that’s just as comfortable streaming
Australian TV as it is torrenting. Paid plans come with
a generous connection limit, access to ultra-fast
servers, and a 30-day money-back guarantee.

Still have questions? Find answers in our
comprehensive ProtonVPN review.

ProtonVPN Coupon
Up to 64% off a 2-year plan

Coupon applied automatically

How to use a VPN for Australia (first-
person guide)

Looking to improve your online privacy? I've created a
newcomer-friendly guide that'll walk you through using
a VPN step-by-step:

1. The hardest part of using a VPN is actually
deciding which service to choose! I've used
ExpressVPN in the screenshots below, but
after extensively testing all of the providers
mentioned above, | can assure you that they're all
high-quality VPNs that work in a similar way, even
if certain options are in different places or are
called slightly different things
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2. Begin by logging into your VPN app. Most
providers use an email and password
combination, but ExpressVPN asks you to log into
the website and paste an activation code into the
app or have a login link sent to your email

EE=Trees AR v - nd RETEE S 5 90 S s n3)
& L 4

Please enter your activation code Enter your ExpressVPN account email:

You can find your activation code on your ( ‘
dashboard when you sign in to your | Email
ExpressVPN account.

| 5 Email My Sign-In Link
e.q. EAR4EAZRXBEAJDTKCCUD

( Sign In with Activation Code )
Continue

( Sign In with Email Sign-In Link )

Need help? Need help?
New to ExpressVPN? New ta ExpressVPN?
ExpressVPN's activation code expires periodically,

meaning even if your credentials are stolen, atlackers

won't be able to use your account for long.

3. Generally speaking, the closer your chosen server
is, the more reliable your connection will be. That’s
why we’ll be choosing one of our VPN’s Australian
servers. These are also the servers you'd use if
you wanted to keep streaming Australian TV while

traveling in other countries
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Geoblocked

Access is not available in your area.

Why can't | create a Nine Account?.

lhese errors often prevent travelers from staying caught
up on their favorite shows. In my experience, though,
services like ExpressVPN, Surfshark, and NordVPN
male it very easy for you to regain access
4. | clicked on ExpressVPN's Selected Location
button to open up the full server list. I've always
found scrolling through dozens of countries to be
tiresome, so | used the search bar at the top of the
screen to find Australia instead
5. Next, | hit the arrow icon on the right to see all of
the different server locations in Australia. In my
judgment, those in major cities tend to be better
for streaming, which is why | picked one in
Sydney. If you're just looking for the added
security a VPN offers, any of these locations
would be fine

3} = T

Australa - Melboume

Australia - Woollsomocioo

Auttralia - Brisbane
HNot Connected 1
Australa « Perth
St tond L ateny . v
| B iy wiriiond | Aurtraia - pdelaide
St Location Firgwnn Levation Austraha - Spdney - 2
VK- N
Doskiinds UK - Miltands (D)

D%y koo ? g o bk b it of o8
LrpresaVTH verer kcatiom i ong place

ExpressVPN has more than half a dozen Australian
server locations. NordVPN and Surfshark aren’t too fai

behind, with five each

https://iwww.comparitech.com/blog/vpn-privacy/best-vpn-australia/

190

28/44



06/05/2024, 11:11 Best VPNs for Australia for Fast Streaming, Privacy (2024)
6. In a moment or two, ExpressVPN'’s quick-connect
button will turn green to let you know that you'’re
connected. This cue will look a little different for

every provider, but in most cases, it’ll be
reasonably obvious

7. You should now be able to browse the web
without worrying about who might be watching.
Additionally, Australia-only websites that
previously displayed errors like “Geoblocked —
Access is not available in your area” or “Oops,
something went wrong... Please try again later”
should now be accessible

8. If you're still having problems, don’t panic. Years
of testing VPNs have taught me that most issues
can be resolved by clearing your cookies, opening
the website in a private tab, or trying a different
server in the same country

9. None of those tips worked? In that case, I'd
recommend contacting your VPN’s customer
support team. All of the services mentioned above
offer free live chat (accessible from the support
sections of their respective websites). This is by
far the fastest way to get help — whenever I've
used live chat, I've gotten a response in seconds.

Why you need a VPN in Australia

When it comes to digital privacy and online freedom in
Australia, several concerns make using a VPN almost
essential. Here's why:

1. 5-Eyes Alliance Membership: Australia is a key
member of the 5-Eyes intelligence-sharing
alliance. This alliance involves countries sharing
surveillance data amongst themselves. You can
encrypt your online activities using a VPN, making
it difficult for any entity to monitor or log your data.
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2. Government Surveillance: The Surveillance
Legislation Amendment (ldentify and Disrupt) bill,
intfroduced in September 2021, grants Australian
law enforcement the authority to access and alter
data on your devices. A VPN can provide an
added layer of security, ensuring your data
remains private and out of reach.

3. ISP Monitoring and Restrictions: Australian
Internet Service Providers (ISPs) are known to
monitor user data. They can also throttle
bandwidth or block access to P2P networks and
websites. With a VPN, you can bypass these
restrictions, ensuring unrestricted access to the
internet and safeguarding your online activities
from prying eyes.

4. Cybersecurity Concerns: Cyberattacks are a
global concern, and Australia is no exception.
Whether it's hackers trying to steal personal
information or malware attempting to infiltrate
devices, the risks are real. A VPN offers robust
encryption, making it challenging for cyber
criminals to intercept or decipher your data.

5. Data Retention by Telecommunication Firms:
Australian laws mandate telecommunication
companies to retain user data for up to two years.
This data can include call logs, text messages,
and more. VPNs encrypt your online activities,
and many also come with anti-tracking features.
This ensures that third parties, including
telecommunication firms, cannot easily access or
use your personal information, safeguarding you
from unsolicited communications.

In conclusion, while Australia offers numerous
attractions and opportunities, it's crucial to prioritize
your digital privacy and security. A VPN is a protective
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shield, ensuring you can enjoy the digital world without
compromising your data and freedom.

How we found the best Australia VPN:
Our testing methodology

Below, we go into a little more detail regarding the key
criteria and our methodology for testing Australian
VPNSs.

» Servers: All major VPNs have servers covering
dozens of countries, including the US, UK,
Canada, and of course, Australia. In the case of
the VPNs listed in this post, thousands of servers
are available in most cases. As such, you
shouldn’t have any trouble bypassing restrictions
or finding a fast connection. Some of the VPNs
even have suggested servers for specific
activities, like streaming, gaming, and torrenting.

o Speeds: Some VPNSs are simply too slow,
particularly for more bandwidth-intensive activities
such as streaming and torrenting. We conduct
speed tests across servers in multiple locations of
each VPN. That way, we can find the fastest VPNs
on the market, all of which include unlimited
bandwidth. It's worth noting that all VPNs will have
some impact on speed.

o Unblocking: Copyright and even government
censorship means that many websites and
services aren't available everywhere. Some VPNs
struggle with this but the best VPNs consistently
find ways around blocks. We make sure this is the
case by regularly testing them with the likes of
BBC iPlayer, Skype, and Twitter.

o Security: At a minimum, we look for the VPNs we
recommend to provide 256-bit AES encryption,
protection from DNS leaks, and a kill switch. -
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However, many of the best VPNs for Australia
offer extras such as Double VPN servers, a
password manager, or an ad-blocker. As such,
you’ll enjoy more comprehensive protection.

* Privacy: A VPN should encrypt your data and
change your IP address so you can browse
anonymously. Some fail to provide a sufficient
level of encryption while others may keep logs by
which you can be identified or even log and sell
your browsing data. We've looked at 140 VPN
logging policies so we could find the very best.

o Ease of use: Beginner-friendly apps can make all
the difference as to whether you enjoy using a
VPN. Having tested dozens of VPN apps for
ourselves, we know which are the quickest to set
up and the easiest to navigate. Better still, all offer
24-hour live chat and email support should you
have any trouble.

o Value: Despite offering all of the above, the best
VPNs for Australia remain affordable, particularly if
you commit to a long-term subscription.
Furthermore, all come with money-back
guarantees of at least 30 days. To save even
more, be sure to take advantage of our VPN
discount coupons as we often have exclusive
offers.

o Compatibility: The best VPNs for Australia need
to work on the most popular devices and
platforms. We test each provider on PC, Mac,
I0S, and Android and expect a seamless
experience. We also look at whether a VPN works
with home routers, and streaming devices such as
Nvidia and Kodi. We consider how many
simultaneous device connections are supported
before recommending a VPN.
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Our VPN testing methodology goes into even greater
detail about how we analyze VPNs. It's with this
hands-on approach that we can offer the most
accurate and up-to-date information available.

Some VPNs to avoid in Australia

One of the biggest motivations for using a VPN is to
increase your online security and the privacy of your
digital footprint while online. Unfortunately, not all
VPNSs do this, and some can even inhibit or reduce
your privacy.

Hola

Israel-based Hola isn’t a traditional VPN in which
customers connect to a network of centralized servers
owned by the VPN company. Instead, Hola users
connect to each other, using other internet users’ idle
bandwidth as part of a large peer-to-peer network.
Obviously, this comes with some pretty big security
and legal concerns. Users could use each other’s
internet access for illegal activity, for example. In 2015,
Hola used its user’s computers to create a botnet and
perform a massive distributed denial-of-service (DDoS)
attack. The abuse of customers’ trust happened
entirely without their knowledge.

HideMyAss

In 2011, a LulzSec hacker was arrested for his
involvement in an attack on the Sony Pictures website.
Cody Kretsinger used HideMyAss VPN to conceal his
online identity, but the company complied with a court
order to hand over evidence that led to his arrest. This
occurred despite the company’s pledge not to keep

any logs of user activity. HMA says it does not log the
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contents of its users’ internet traffic, but it keeps
detailed metadata logs that include users’ real |IP
addresses, enough to charge Kretsinger with a crime.

Now that the UK has passed the Snooper’s Charter,
which requires service providers to maintain detailed
logs of what their users do online, UK-based
HideMyAss seems like the last service any privacy-
conscious person would want to sign up for.

Recommended articles: The Best VPN Services of
2024

VPN Australia FAQ

Why you should avoid free VPNs?

It might be tempting to use a free VPN instead of a
paid one, but we strongly advise against it. With very
few exceptions, free VPNs are either incredibly limited
or invade your privacy to mine personal data, which is
then sold off to third-party advertisers.

Free VPNs often have data caps, bandwidth limits, and
even queues. Server selection is limited. Some will
inject advertisements into your browser and use
tracking cookies to monitor your behavior. This actually
reduces your privacy and defeats the purpose of a
VPN.

If you insist on using a free VPN, make sure to read
through the company’s privacy policy. Ensure they use
strong encryption standards and have no-logs policies.
However, we recommend you opt for the stronger

security, unlimited bandwidth and access to geo-locked
196
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content that can only be offered by a paid VPN
provider.

Is using a VPN in Australia legal?

Yes, using a VPN in Australia is perfectly legal. That

doesn’t make you immune to the law, however. Using a

VPN to hide illegal activity is still illegal.

Using a VPN to bypass region-locked services might
break those services’ terms of service. These are not
laws, however, and are generally not enforced with
punitive action. You can find out more about VPN laws
in our guide to where VPNs are legal.

Will a VPN help avoid Australia's data
retention law?

A VPN provides a great many privacy protections that
we think everyone should take advantage of. This is
especially true in Australia where a 2017 report found
that in the previous 12 months, cybercrime rates had
increased by 15% to 47,000 incidents. However, within
the specific context of Australia’s 2015 data retention
law, they won’t do much good.

Google is full of articles claiming that a VPN will
prevent ISPs from gathering metadata, but
unfortunately that is not true. A VPN hides the contents
of your internet traffic and your location from the
outside world, but you still have to rely on your ISP’s
network to get there. Strictly speaking a VPN cannot
prevent an ISP from logging your geolocation, device
details, and traffic volume.
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We’ve explained this in greater detail in our article on
the Australian data retention law. There you can also
find other means of avoiding the data retention
policies.

See also: Australia Freedom House report

Is torrenting illegal in Australia?

Torrenting copyrighted material is a crime in Australia,
but there is little enforcement. It's rare for copyright
holders to successfully sue ISPs for torrenters’
identities, whom they can then request remuneration
from using a practice called speculative invoicing.

However, there have been attempts to crack down on
torrenting with mixed success. A “three-strikes” rule in
which ISPs would notify torrenters on behalf of
copyright holders was canned in 2016 due to disputes
over implementation costs.

In 2016, a federal court in Australia ordered ISPs to
block BitTorrent tracker sites including ThePirateBay,
Torrentz, TorrentHound, IsoHunt and SolarMovie. This
has proven to be somewhat effective as visits from
Australia to these sites have dropped by 53%. This
doesn’t take into account VPN users — the sites can
still be accessed with any of the VPNs we listed above.

In 2017, another 59 pirate sites were added to the list
of blocked sites, bringing the total to more than 160.

In late November 2018, the Australian Parliament
passed the Copyright Amendment to the Copyright Act.
This amendment forces ISPs to block proxy servers
and mirror sites—duplicates of censored torrent sites

that show up after the original site is blocked—without
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the need for multiple court orders. Second, the new

law will force search engines like Google to remove or

demote links to infringing sites, as well as their proxies

and mirrors.

Comparitech does not condone or encourage
piracy. Please stick to legal torrents.

Is using a VPN in Australia to access U.S.
Netflix legal?

No, it is not against the law to access US Netflix from
Australia with a VPN.

However, using a VPN to access another country’s
video streaming library is against Netflix’s terms of use,
which state:

£ £ “You may view Netflix content primarily
within the country in which you have
established your account and only in
geographic locations where we offer our
service and have licensed such content.
The content that may be available to watch
will vary by geographic location and will
change from time to time.”

Netflix enforces this rule by blocking connections from
most VPN providers, but it does not penalize users
who attempt to watch through a VPN. We've not
witnessed Netflix banning, suspending, or taking legal
action against VPN users beyond simply blocking

streams.
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What are the best Australia streaming TV
channels?

Here are some streaming services in Australia you can

access from Australia:

o Netflix Australia

o 10Play (Network 10)
o Kayo (live sports)

o Stan

e Amazon Prime Video
o Foxtel Now

e CBS 10 All Access
e Hayu (reality TV)

o BINGE

o Apple TV+

o Disney+

Which cities in Australia do NordVPN have
servers?

NordVPN operates servers in Adelaide, Brisbane,
Melbourne, Perth, and Sydney.

Which VPN is best for watching Aussie rules
footy?

The cheapest way to watch Australian Rules Football
(a.k.a. Aussie rules footy) online is Kayo, a sports
streaming service in Australia. NordVPN has plenty of
servers in Australia that can unblock Kayo. Prices for
Kayo start at AU$25 per month for streaming on two
devices.
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You can also check out WatchAFL.com to stream AFL
Premiership games from abroad, but it's more
expensive with monthly subscriptions starting at
US$33 per month. If you're outside of Australia, you
won't need a VPN, but viewers in Australia will need to
connect to a VPN in another country to use
WatchAFL.com.

It would probably be cheaper to subscribe to NordVPN
and Kayo than to just pay for WatchAFL.com.

Can | watch British TV in Australia?

Yes! By connecting to a VPN server in the UK using
one of the recommended services above, you can
access BBC iPlayer, All 4, ITV, Sky Go, and much
more British content.

How do | get American Netflix on my smart
TV in Australia?

Smart TVs typically don’t support VPNs. So there are a
few alternatives:

o |nstall the VPN on your wi-fi router, or purchase a
pre-configured VPN router. ExpressVPN is our
favorite option for this thanks to its custom VPN
firmware. Any device you connect to the router will
use the VPN.

o Use a laptop or phone as a VPN-enabled wi-fi
hotspot. By connecting your phone or laptop to the
VPN, then tethering your smart TV to that device,
you can route your TV’s internet connection
through the VPN. More on how to set up VPN-

protected wi-fi hotspots from a laptop here.
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o Use a smart DNS proxy. Although they don’t
support VPNs, many smart TVs do allow
customers to set custom DNS servers. For
example, ExpressVPN gives all subscribers
access to its MediaStreamer DNS service. This
doesn’t have all the protections of a VPN, but it
does unblock Netflix and other streaming services.

Is Australia part of the Five Eyes alliance?

Yes. The Five Eyes (FVEY) is an intelligence alliance
comprising Australia, Canada, New Zealand, the
United Kingdom and the United States. The alliance
has been operational since at least 1946. Australia
became a member of FVEY in 1956 along with New
Zealand.

Which Australian cities can a VPN give me an
IP address from?

The Australian cities a VPN can provide IP addresses
for will depend on the server locations available with
the provider you choose. Generally, most VPNs with
servers in Australia can provide an |IP address for
Sydney, Melbourne, or Brisbane — although this will
vary for each provider.

Can you be tracked if you use a VPN in
Australia?

It's possible to be tracked even if you use a VPN. This
is the case whether you're in Australia or any other
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country. However, using a VPN makes it more
difficult for you to be tracked.

The idea behind a VPN is that in connecting to a
server, your internet traffic is encrypted. You can then
browse anonymously as a result. Of course, you can
only be sure of this with quality paid VPN providers
such as the best VPNs for Australia. Free VPNSs, for
example, may not properly encrypt your data and may
keep logs of your activity, compromising your identity.

It's also worth noting that your ISP can see you're
using a VPN. It can only see the VPN IP address in
question and the amount of traffic traveling to and from
your device — not your online activity. As such, if
authorities were to contact your ISP and request this
information, they too would know you’re using a VPN.
They could request logs from the VPN provider but, as
long as you’re using a no-logs service, there should be
no identifying logs for the VPN to provide.

Which shows can | watch on Australian
Netflix?

Netflix Australia offers viewers a great selection of
movies and TV shows, with some exclusives only
available in selected regions. Some of the most
popular picks include the following:

e You season 1-4
Selling Sunset
Byron Baes

The Deep

Wild Croc Territory
Raising the Bar
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Will all of these VPNs give me an Australian
IP address?

Yes, all the VPNs on our list have servers in Australia,
meaning they can provide you with an Australian IP
address. Connecting to an Australian server allows you
to access Australian content, bypass geo-restrictions,
and maintain a local online presence.

Many of our VPN picks have multiple server locations
across the globe, including Australia, which ensures
that you can easily obtain an Australian IP address.
This can be particularly useful for expats, travelers, or
anyone wanting to access Australian websites,
streaming services, or other online content that might
be restricted to Australian residents. Always ensure the
VPN you choose has servers in Australia to guarantee
a seamless online experience while accessing
Australian content.

Roundup - best VPNs for Australia

Our !
Our Verdict
Score
Best VPN for
4.5;'5changing Netflix HpRy
1.” NordVPN" region
w W 4.5/5 Get Surfshark
e W W
2,0 Surfshark ¥ Best budget option
455
3.e ExpressVPN 4 Highly versatile
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4/5

4, . CyberGhost T Easy to use RS

APVANISH * = o

& VPN — Unlimited devices

PRIVACY ALERT: Websites you visit
can find out who you are

The following information is available to any site you
visit:

—‘\

N Your IP Address:
1/ 155.190.54.35

Australia

~—. Your Internet Provider:
Cisco OpenDNS, LLC

Your Location:
Sydney, New South Wales,
Lo
®
This information can be used to target ads and
monitor your internet usage.

Using a VPN will hide these details and protect your
privacy.

We recommend using NordVPN - #1 of 72 VPNs in
our tests. It offers outstanding privacy features and is
currently available at a discounted rate.

Visit NordWVPN

Commenis
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But what if we told you there’s a proven, secure
way to this geo-restricted content?

We've found the powerful tool of a Virtual Private
Network (VPN) through exhaustive research and
rigorous testing. VPNs reroute your online footprint
through international servers, seamlessly replacing
your original IP address (a key factor in geo-location)
with a new, region-specific one. This tricks most
platforms into believing you're in a ‘permitted’ location.

But there’s more. With rising concerns about online
surveillance, VPNs are also your armor against
prying eyes. They encrypt your digital activities,
ensuring they remain invisible to employers,
governments, and your ISP. This is particularly helpful
if you're in a country with strict internet censorship.

How to avoid geo-blocking with a VPN

With the right VPN, it's easy to access region-locked
services abroad. Just follow the steps below.

Here’s how to get around geo-blocking using a
VPN:

1. Start by signing up for a suitable VPN. We
particularly recommend NordVPN,  but
Surfshark and ExpressVPN are two versatile,
high-performance alternatives.

2. Download and install the VPN app, taking care to
get the right version for your device.

3. Connect to one of your VPN'’s servers in the
appropriate country. For example, you’ll need to
use a British server to unblock BBC iPlayer or a
US one for Hulu.

4. Log in to your chosen service and play previously

geo-blocked content. In most cases, it should start
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immediately, but if not, clear your browser’s cache
and cookies, then refresh the page.

If you continue to experience issues, it's worth
contacting your VPN’s support team directly to see if

there’s a particular server you should use.

In our testing we found that the cheapest
NordVPN plan (Standard) works perfectly for
beating geo blocking.

WANT TO TRY THE TOP VPN RISK FREE?

NordVPN is offering a fully-featured risk-free 30-
day trial if you sign up at this page. You can use
the VPN rated #1 for unblocking stubborn services
with no restrictions for a month. This is ideal if you
want to binge your favorite show or are going on a
short trip abroad.

There are no hidden terms—just tell support within
30 days if you decide NordVPN isn't right for you
and you'll get a full refund. Start your NordVPN
trial here.

How does geo-blocking work?

Geo-blocking works by restricting access to internet
content based on the user’s geographical location. In a
geoblocking scheme, the user’s location is determined
using internet geo-location techniques, such as
checking the user’s |IP address against a blocklist or
allowlist. GPS location data can also be used on
mobile devices.
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Geo-blocking can also be implemented via various
technologies, including internet addresses, credit card
numbers, and other electronic identification means. It
enables rights holders and intermediaries (such as
Netflix) to segment the internet into different markets,
provide access to different content based on copyright
contracts, charge different prices, or offer different
services to consumers.

When might | encounter geo-blocking?

There are two main situations in which you might
experience geo-blocking. One is when you try to use a
service like Netflix, BBC iPlayer, or ESPN abroad.
Some streaming platforms have different content
libraries for different regions, while others are
completely inaccessible from outside of their required
countries. Sling TV, for instance, prevents you from
even viewing its website abroad, saying “We’re sorry.
Sling TV is only available in the US.”

This is because streaming services usually only have
the right to show their content in specific countries.
Other types of sites geo-restrict their content, too. For
example, betting websites typically only serve people
located in specific countries.

Another situation in which you may encounter geo-
blocking is when trying to access content that’s
restricted, banned, or against the law in your current
location. This doesn’t necessarily mean that you're up
to no good; some countries just have different values,
leading them to block things like gambling, dating, and
social media sites.

Depending on where you are in the world, you might
find that you can’t even use services that could be
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considered essential, like WhatsApp, Skype, or
FaceTime. All three of these and more are blocked in

countries like China and the UAE, which can make it
difficult to communicate with friends and family back
home.

How can websites and services tell which
country I’'m in?

Most of the time, services rely entirely on the user’s
real IP address to tell where they are in the world.
However, more advanced platforms often employ
additional verification measures. They could cross-
reference your |P address with GPS location data if
you’re using a mobile device, for instance, or check
your |IP address against a list of known VPN servers.

Sometimes, it isn’t even the website you're trying to
access that blocks the connection—it's the
government. For instance, China’s Great Firewall has
an expansive list of blocked websites and monitors
domestic traffic for specific keywords and recognizable
VPN traffic patterns to determine whether you're trying
to access a blocked website.

Can | bypass China’s Great Firewall with
a VPN?

It's especially difficult, although not impossible, to
bypass regional restrictions in China. You can'’t just
install a VPN and start browsing, though, as the
government has tried exceptionally hard to block all
access to privacy-focused services, including VPN
websites. As a result, there are only a few VPNs that
reliably work in China.
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If you're planning a trip to China (or any country that
restricts access to VPNs), you’ll have to download and
install the VPN beforehand. We'd also recommend
making a note of any mirror sites your VPN might
operate and instructions on how to manually configure
the service. This information should be kept in a
password-protected file and saved locally on your
device since countries with strict online censorship
tend to block access to cloud storage platforms.

Not sure if a particular website is blocked in China?
You can check before arriving by entering a URL into
our Great Firewall tool. Remember: the Great Firewall
is updated all the time, so even if a site is accessible
right now, it might not be when you get to China.

Can | beat geo-blocking with a free VPN
or proxy?

Free VPNs tend to struggle when it comes to
unblocking services. They often have smaller
networks than their paid rivals so it's easier for
platforms to blacklist all of their IP addresses, and with
fewer resources, it's more difficult to find a workaround
whenever new VPN-detection features are introduced.
Free proxies have similar performance issues and to
make matters worse, they only protect your browser
traffic, meaning anything you do in an app will still be
visible.

These services usually have huge numbers of users,
so you'll almost certainly experience slow speeds.
Even if a free VPN or proxy unblocks your chosen
service, you'll likely have to contend with long buffering
times and laggy playback.
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Free VPN services have a poor record when it comes
to privacy. A survey of more than 280 free VPN apps
discovered that almost 40% contained malware and
over 80% leaked personal information over IPv6.

Worst of all, nearly one in five used no encryption
whatsoever, meaning their users were no safer than
when browsing the web normally. We've even seen
major players in this space use shady business tactics,
such as when Hola was caught selling its users’
bandwidth to facilitate a botnet.

Why isn’t my VPN unblocking a particular
service?

Some platforms have stricter geo-blocking than others.
For instance, a local TV live stream likely won’t have
advanced geo-restriction and VPN-detection features
built in. However, Netflix, an international network
worth billions of dollars, absolutely does. This is why
some users encounter errors like “You seem to be
using an unblocker or proxy” when accessing geo-
blocked services with a VPN.

Even if you see an error, your VPN may be actually
capable of unblocking your chosen service.
Sometimes, you'll find that not every server works, so
trying a different server is often all it takes. If you're
having problems, you can ask your VPN’s support
team for help directly. The best providers offer 24/7 live
chat, so you can often be up and running in a matter of
minutes.

What services can | access abroad with a
VPN?
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With the right VPN, you can access a huge variety of
geo-blocked sites and services from anywhere in the
world. Below, we've listed some of the types of geo-
restricted content you can unblock:

o TV streaming sites (Netflix, Hulu, BBC iPlayer,
Amazon Prime Video)

e Sports streaming sites (ESPN, belIN Sports,
Sportsnet)

o Social media (Facebook, Twitter, Instagram)

o Gambling and gaming sites (Bet365, SkyBet,
Steam)

e Messaging services (WhatsApp, Telegram)

e Dating services (Tinder, Match, PlentyOfFish)

e News websites (NYTimes, Washington Post, The
Guardian)

o Privacy websites (NordVPN, Comparitech,
OpenVPN)

Can | bypass VPN blocks to watch US
shows?

If you’re an American traveling abroad, you may find
yourself unable to stream your favorite US TV shows.
Luckily, despite most streaming platforms cracking
down on VPNSs, there are still a few providers that
excel at beating regional restrictions. Note that while
many VPNs prioritize the ability to access US
streaming services, they usually also work with
platforms from the UK, Canada, Australia, and other
countries, at least to some extent.

What VPN allows me to watch Hotstar
India?

There are actually quite a few VPNs that work with

Hotstar India (also known as Disney+ Hotstar). These
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include NordVPN, Surfshark, and ExpressVPN, but
in our experience, most major providers with Indian
servers have worked. If you're having trouble using this
service, we'd encourage you to contact your VPN's
support team and ask if there’s a specific server that
can unblock Disney+ Hotstar.

Is it legal to bypass geo-blocking?

Most countries don’t specifically have laws against
using a VPN to access geo-restricted content. After all,
VPNs are legitimate privacy tools used by millions of
people every day; criminalizing everyone who
inadvertently tried to watch TV while connected would

be madness.

It's worth noting that using a VPN is against most
streaming platforms’ terms of service. Still, even if a
service detects that you’re connected (which isn’t
guaranteed), there are no real consequences. You'll
usually just be asked to disconnect, rather than
banned.

Disclaimer: While we’ve researched this topic
extensively, we are not legal experts and cannot
account for every country’s laws. As such, nothing
we’ve said above should be considered legal
advice.

Our Methodology: Choosing the right
VPN to get around geo-blocking

Unfortunately, you can’t just use the first VPN you
stumble across if you're looking to access geo-blocked
services securely. First off, there’s no guarantee that
your provider will be fast or secure enough. Further,
geo-blocked platforms have gotten very good at
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identifying VPN traffic, so most services won't work.
Here are some of the main qualities a suitable VPN
should have:

e An expansive network: The more countries there
are to choose from, the wider the range of
platforms you can (theoretically) access. We also
look for VPNs with lots of servers in high-traffic
areas like the US, since this helps prevent
network congestion during peak times.

o Quick and reliable speeds: Your VPN could be
the best at bypassing geo-restrictions, but if it's
too slow, it's useless. Our team regularly tests
providers to see which VPNs are fastest, and
crucially, we look at consistency as well. This way,
there’s as little trial and error as possible.

o Versatility: We prefer VPNs that work with lots of
services. If a provider is blocked by popular
platforms like Netflix, Hulu, HBO Max, or Disney
Plus, we probably won't recommend it.
Additionally, our top VPNs must allow torrenting,
since there’s really no easy way to do so safely
otherwise.

o Powerful security tools: 256-bit encryption, leak
protection, a kill switch, and a no-logs policy are
non-negotiable. These provide a solid level of
protection against snoopers, but we welcome any
additional tools that may be included.

o A seamless user experience: The best VPNs
make it as easy to get connected as possible.
Ideally, they’d offer multi-platform support, 24/7
live chat, and well-designed apps. Some even
include task-specific servers while others have
scrapped connection limits altogether.

This isn’t everything we look for in our top VPNSs; to

find out more, read our full VPN testing methodology
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post.
How to remove geo-blocking FAQs

Will TOR help unblock geo restricted
content?

Yes, changing your location with Tor is as simple as
editing a single file. However, the Tor network is
particularly slow, which means it's not exactly ideal for
data-intensive tasks like streaming.

Instead, we recommend trying out a VPN. Plenty of
these pride themselves on their ability to fly under the

radar, and the top providers have been in an arms race

to prove that they're the fastest lately. Setup is easier,
too, and you can use a VPN on just about any device,
whereas Tor is predominantly focused on desktop

systems.

Should I buy a VPN for just geoblocking?

That really depends on how badly you want to access
the content.

Here’s the thing about VPNs: they can actually help
you in lots of other ways as well. For instance, their
encryption keeps your activities hidden from your
service provider and stops public hotspot owners from
seeing what you get up to (or blocking you from certain
sites).

Because your |IP address changes when you connect,
hackers can’t use it to pin down your location or ISP.
This makes a VPN extremely helpful when torrenting,
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playing online games, or blogging in a country with
strict online surveillance.

Why does Netflix use geoblocking to
maintain different libraries?

Netflix doesn’t have the right to broadcast titles in
every country around the world. Instead, it will buy the
rights to show a specific TV show in select regions.
Naturally, if it broadcasts these shows in countries not
covered by the agreement, it could end up in hot water,
which is why the service has tried so hard to block
VPN users in recent years.

The problem is that this approach prevents users from
streaming their usual content while traveling.
Moreover, regional Netflix libraries are not equal.
American subscribers, for instance, normally have
access to almost 6,000 titles, but if they decide to visit
Croatia, their Netflix library will shrink to roughly half
that.

How can | watch a geo-blocked video?

A VPN is the most effective way to bypass geo-
blocking. It works by rerouting your internet traffic
through a secure third-party server located in a
different country, giving you an IP address
corresponding to the server’s location. This change of
IP address allows you to access content that you aren’t
usually allowed to access.

Is geo-fencing the same as geo-blocking?
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No. Geo-blocking prevents an individual from
accessing a website or content based on their
geographical location. Geo-fencing, on the other hand,
uses technology to create a virtual geographic
boundary around a specific area. Once someone
crosses into that area, they are then able to access
certain content or blocked websites.

How are proxies and VPNs different?

While you can hide your |IP address by using either a
proxy or a VPN, the main difference is that only a
VPN encrypts your internet traffic. As such, a VPN
better protects your privacy and makes it harder for
you to be tracked by your ISP or the government.
Furthermore, a VPN sends all of your traffic through
the VPN server (if you're using an app as opposed to a
browser extension), while a proxy typically only routes
the traffic of your browser or a specific app.

Is there geo-blocking within the EU?

Yes, geo-blocking within the EU does exist. Geo-
blocking is a form of territorial discrimination whereby
customers from certain countries are blocked from
accessing online content or services based on their
geographical location. This can take various forms,
such as preventing access to websites, applications, or
other digital services and restricting the sale of goods
and services within the European Union (EU).

Geo-blocking is used to protect copyright applied by
right holders to prevent access in specific Member
States.
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See also: IP address blockers — the best free and paid
services

Roundup - best VPNs for beating geo blocking
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Our Verdict
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PRIVACY ALERT: Websites you visit
can find out who you are
The following information is available to any site you
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Your Location:
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o Sydney, New South Wales,
Australia

o Your Internet Provider:
‘" Cisco OpenDNS, LLC

This information can be used to target ads and
monitor your internet usage.

Using a VPN will hide these details and protect your
privacy.

We recommend using NordVPN - #1 of 72 VPNs in
our tests. It offers outstanding privacy features and is
currently available at a discounted rate.

fisit NordVPN
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